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PREFACE

1. Scope

This publication provides overarching guidelines and principlesto assist commanders and
their staffsin planning and conducting joint civil support operations.

2. Purpose

This publication has been prepared under the direction of the Chairman of the Joint Chiefs
of Staff. It setsforthjoint doctrineto govern the activities and performance of the Armed Forces
of the United Statesin civil support operations and provides the doctrinal basisfor interagency
coordination during domestic civil support operations. It provides military guidance for the
exercise of authority by combatant commanders and other joint force commanders (JFCs) and
prescribes joint doctrine for operations, education, and training. It provides military guidance
for use by the Armed Forces in preparing their appropriate plans. It is not the intent of this
publication to restrict the authority of the JFC from organizing the force and executing the
mission in a manner the JFC deems most appropriate to ensure unity of effort in the
accomplishment of the overall objective.

3. Application

a Joint doctrine established in this publication applies to the Joint Staff, commanders of
combatant commands, subunified commands, joint task forces, subordinate componentsof these
commands, and the Services.

b. The guidancein this publication is authoritative; as such, this doctrine will be followed
except when, in the judgment of the commander, exceptiona circumstances dictate otherwise.
If conflictsarise between the contents of this publication and the contents of Service publications,
this publication will take precedence unless the Chairman of the Joint Chiefs of Staff, normally
in coordination with the other members of the Joint Chiefs of Staff, has provided more current
and specific guidance. Commanders of forces operating as part of amultinationa (aliance or
coalition) military command should follow multinational doctrine and procedures ratified by
the United States. For doctrine and procedures not ratified by the United States, commanders
should evaluate and follow the multinational command's doctrine and procedures, where
applicable and consistent with US law, regulations, and doctrine.

For the Chairman of the Joint Chiefs of Staff:

e ;;,%«y

WALTERL. SHARP
Lieutenant General, USA
Director, Joint Staff
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EXECUTIVE SUMMARY

COMMANDER’SOVERVIEW

e Describesthe Civil Support (CS) Framework

« Coversthe Department Of Defense CS Operational Environment

e Discusses CS Operations

A secureUShomelandis
the Nation’sfirst priority,
and isa fundamental
aspect of the national
military strategy.

The Department of
Defense protectsthe
homeland through two
distinct but interrelated
missions— homeland
defense and civil support.

General

Themilitary will continuetoplay avita roleinsecuringthehomeland
throughtheexecution of homeand defense(HD) and civil support
(CS) missions. CS capabilities are derived from Department of
Defense(DOD) warfighting cgpatilitiesthat could begppliedtoforaigry
domesticassganceor law enforcement support missons. CSfocuses
in adomestic context, but extends beyond the standard domestic
definition. DOD contributesto homdand security (HS) by conducting
HD operations overseas and in the approachesto the US, and by
providing CSfor disastersand declared emergencies, to desgnated
law enforcement agencies, and to other activities. DOD emergency
preparedness contributesto HD and CSmissonssnceitincludesall
measuresto betaken by DOD inadvanceof anemergency toreduce
thelossof lifeand property and to protect our nation’singitutions.

WhiletheHD and CSmissonsaredigtinct, somedepartment roles
and responsibilities overlap, and operations require extensive
coordination between lead and supporting agencies. The HD,
CS,and HSmissionsaresepar ate, but haveareaswhereroles
and responsibilitiesmay overlap and/or lead and supporting
roles may transition between organizations. DOD serves as
the federal department with lead responsbility for HD, which
may be executed by DOD aone or include support provided to
DOD by other agencies. CSisthe overarching term for DOD’s
support to civilian authorities. DOD'’s role in the CS mission
consists of support to US civil authorities (Department of
Homeland Security [DHS] or other agency) for domestic
emergencies and for designated law enforcement and other
activities. HD and CSoperationsmay occur inparale and require
extengveintegration and synchronization. Inaddition, operations
may trangition from HD to CSto HSand viceversa withthelead
depending onthestuation and US Government’ sdesired outcome.
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Executive Summary

Homeland Security
Presidential Directive-5,
Management of Domestic
Incidents, setsforth roles
and respongbilities of the
Federal government for
domestic incident
management by
establishing asingle
incident management
system.

Management of Domestic Incidents

TheNationd ResponsePlan (NRP) wasaresult of Homeand Security
Presdentid Directive-5, Management of DomegticIncidents asngle,
comprehens vegpproach to domesticincident management built on
thetemplateof the Nationd Incident Management System (NIMS).
The NRP is an dl-hazards plan that provides the structure and
mechanismsfor nationd-level policy and operationd directionfor
incident management to ensuretimely and effectivefederd support.
TheNRPisapplicabletoal federal departmentsand agenciesthat
have primary jurisdiction for or participatein operationsrequiring
coordinated federa response. The NRP identifies how federa
departmentsand agencieswill respond to Sate, tribal, and/or local
requestsfor assistance (RFAS). A basic premise of boththeNIMS
and the NRP isthat incidents are generally handled at the lowest
juridictiond level possible. TheNRPiscoordinated and managed by
theFederd Emergency Management Agency. Theoverdl coordination
of federal incident management activitiesisexecuted through the
Secretary of Homeland Security. NIMSis a consistent doctrinal
framework forinddent manegement a dl jurisdictiond leves Itindudes
acore set of concepts, principles, terminology, and technologies
covering theincident command system; multiagency coordination
systems; unified command; training; identifi cation and management of
resources (including systemsfor classifying types of resources);
qudificationsand certification; and thecallection, tracking, andreporting
of incident informeation andincident resources.

Department of Defense Operational Environment

I ntroducing federal forces
into an otherwise civil
response situation
requiresaclear
understanding of
authoritiesand their
limits.

Becausethe public, media, and perhgpslocd and sateofficids, may
not clearly understand Constitutiona limits, expectationsmust be
managed and communicated. Military unitstasked to support civil
authoritiesduring domedtic dissstersencblerapid and effectiveresponse
operationsthat limitlossof life, mitigatesuffering, and curtail further
sgnificant property damage. Thechdlengeremainsintegratingmilitary
and civil capabilitieswithinadisaster stricken operating environment
withlittleintactinfrastructurewhileurgently and efficiently executing
relief operations. Authority over and control of DOD forces/
capabilitiesshall bemaintained by thePresdent, asCommander
inChief, through the Secretary of Defense (SecDef) and thechain of
commeand asestablished by law. When emergency conditionsdictate,
andwhentimedoesnot permit gpproval from higher headquarters,
locd military commandersand respons ble DOD component officids
areauthorized to respond to requestsfromlocal authoritiesandto

viii
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Executive Summary

Requestsfor assistance.

Request for assistance
process.

| mmediateresponse.

intiateimmediateresponseadtionstosavelives, prevent humanauffering,
or mitigategreet property damageunder imminently seriousconditions

TheRobert T. Stafford Disager Relief and Emergency AsssanceAct
(Public Law 93-288) (Title42 USCode, Section 5121), authorizes
the Federd government to hel p Sateandloca governmentsalleviate
the suffering and damage caused by disasters. Requestsfor DOD
assistance may occur under Stafford Act or non-Stafford Act
conditions. A Stafford Act incident isoneinwhich state and local
authoritiesded areagtate of emergency and request federd assistance.
Thistypeof emergency isaninadent of netiond sgnificanceforwhich
the Stafford A ct establishesprogramsand processesfor the Federd
government to providemgor disaster and emergency ass stanceto
dates locd governments triba nations individuds and qudifiedprivete
nonprofitorganizations A non-SaffordActincdentisessentialy dl of
the other emergenciesthat occur each year and do not necessarily
overwhelm stateand loca authorities, and wherethe event would
benefit from federa ass stance and coordination. The Secretary of
Homeland Security isresponsiblefor overdl coordination of Federd
Stafford and non-Stafford incident management activities

Federa agencies or state governors request DOD capabilitiesto
support their emergency response effortsby using afor mal RFA
process. How DOD handles RFAS depends on various factors,
such as; Stafford Act or non-Stafford Act situation, urgency of
the incident, establishment of a joint field office, if a defense
coordinating officer (DCO) or joint task force hasbeen appointed,
and originator of the request (incident command, State, regiond,
or national).

Ingenerd, thefederd coordinating officer a theincident Stereceives
RFAsfrom civil authoritiesand submitsthem to the Office of the
Executive Secretary of the Department of Defense, who forwards
them to theAssistant Secretary of Defensefor Homeland Defense
and Americas Security Affairs (ASD[HD&ASA]) and the Joint
Director of Military Support for validation and order processing,
respectively. WhenaDCOisat theincident Ste, RFAsaresubmitted
directly toASD(HD& ASA). Oncethe SecDef gpprovesthereques,
anorder isissued to combatant commands, Services, and/or agencies
toaccomplishthemission.

Under imminently seriousconditions, when time does not permit
gpprova from higher heedquarters, any loca military commander, or
respongbleofficiasof other DOD componentsmay, subject to any
supplementa direction provided by their higher headquarters, andin
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response to a request from civil authorities, provide immediate
responseto savelives, prevent human suffering, or mitigate grest
property damage. Immediateresponseissituation-specificand may
or may not be associated with adeclared or undeclared disaster, civil
emergency, or attack.

Categories and Types of Civil Support Operations

Disagters and Declared
Emergencies.

Support and/or Restore
Public Health and
Services, and Civil Order.

National Special Security
Events.

CSoperationsaredividedinto threebroad categoriesof domestic
emer gencies, designated law enfor cement support, and other
activities, based onthe CSdefinition. Thesecategories, in many
cases, can overlap or bein effect smultaneoudly, depending onthe
particular circumstancesof theincident. Under thecategories, there
arebroad typesof CSmissonswhichare discussed below.

DOD support inadomestic disaster or aPresidential declaration
of emergency is in support of the primary or coordinating
agency(ies). Military commandersand responsible DOD civilians
may, under certain conditions, respond under immediateresponse
authority in order to save lives, prevent suffering, and mitigate
great property damage under imminently serious conditions.
Without adisaster declaration, the President may a so direct DOD
to support the response to a disaster or emergency for a period
not to exceed 10 days.

DOD support and/or assstanceinrestoring public hedlthand services,
andavil order may indludeaugmentationof loca first respondersand
equipment. It may includelaw enforcement support, continuity of
operations/continuity of government measuresto restore essential
government services, protect public hedth and safety, and provide
emergency rdief toaffected governments businesses andindividuds
Responsesoccur under the primary jurisdiction of the affected state
andlocd government, and theFederd government providesass gance
whenrequired. Whenstuationsarebeyond thecagpahility of thestate,
thegovernor requestsfedera assstancethroughthe President.

Specid eventsare categorized by the DHS Specia EventsWorking
Group (SEWG). Usudly, other military operationswill havepriority
over thesemissons, unlessdirected otherwiseby the SecDef. These
eventswill beassgned apriority by the SEWG andwill normdly be
monitored by the combatant command responsiblefor the areaof
respons bility inwhichthey areconducted. Nationd specid security
event (NSSE) isadesignation givento certain specid eventsthat, by
virtueof their paliticd, economic, sodid, or rdigioussignificance, may
bethetarget of terrorism or other crimind activity. The Secretary of

JP 3-28
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Periodic Planned
Support.

Homeland Security, after consultationwith the Homel and Security
Council, shall be responsible for designating special events as
NSSEs.

Periodicplanned supportisconductedto enhanceavil military relaions
withinloca communities. Military involvement couldindude: sandtive
support operations, military training exchanges, community reaions,
military laboratory support and or testing and evauationin DOD
facilities, military working dog support; support providedtothe US
Secret Service; Civil Air Patrol/Air ForceAuxiliary support; aeria
damageasessment; and, dvilian critica infrastructure protection.

CONCLUSION
This publication provides overarching guidelines and principles

to assist commandersand their staffsin planning and conducting
joint CS operations.
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CHAPTER |
FRAMEWORK

“This government will learn the lessons of Hurricane Katrina. We are going to
review every action and make necessary changes so that we are better prepared
for any challenge of nature, or act of evil men, that could threaten our people.”

President George W. Bush
Jackson Square, New Orleans, Louisiana,
September 15, 2005

1. Genera

a A secure US homeland is the Nation's firgt priority, and is afundamenta aspect of the
nationa military strategy. It is dso essential to America’s ability to project power, sustain a
globa military presence, and honor itsgloba security commitments. Themilitary will continue
to play avital role in securing the homeland through the execution of homeland defense (HD)
and civil support (CS) missions. CScapabilitiesarederived from Department of Defense (DOD)
warfighting capabilitiesthat could be applied to foreign/domestic assistance or law enforcement
support missons. DOD support of civil authorities such as the Department of State (DOS) for
foreign assstance is addressed in another joint publication (JP). CS focuses in a domestic
context, but extends beyond the standard domestic definition.

b. DOD contributesto homeland security (HS) by conducting HD operations overseas and
in the approaches to the US, and by providing CS for disasters and declared emergencies, to
designated law enforcement agencies (LEAS), and to other activitiess DOD emergency
preparedness (EP) contributesto HD and CS missionssinceit includes al measuresto be taken
by DOD in advance of an emergency to reduce the loss of life and property and to protect our
nation’s ingtitutions.

2. Homeland Defense, Civil Support, and Homeland Security Framework

a Threats. Thehomeandisconfronted by aspectrum of threatsand hazards. Somecanbe
difficult to categorizeasether atraditiona military threat requiring only aDOD responsecapability ora
purely law enforcement threat requiring anonmilitary responsefrom the Department of Homeland
Security (DHS), Department of Justice(DOJ), or other civilianagency. For example, atransnationd
threat can present achdlengeinassgning lead respongibility toaparticular agency. Thecharacterization
of aparticular threat may, ultimatdly, rest with the President, but US Government (USG) effortsareon-
going to deve op pecific protocol sand response optionsthat addressthe coordination, integration, and
respong bilitiesof thefedera agenciesinresponding tothefull spectrum of threatsand hazards. These
new grategies, processes, and proceduresareemerging out of documentssuch astheNationa Strategy
for Maritime Security and Nationd Strategy for Aviation Security, and thelr respectivesupporting plans
(e.g., Maritime Operationd Threat Response[MOTR] and Aviation Operationa Threat Response
Plans). Theseprocessesaid both thewarfighter and civil authoritiesinidentifying which agency or
agenciesarebest suited to achievethe USG' sdesired outcome given the unique circumstances of the
event.
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b. Homdand Security. HS, asdefinedintheNationd Strategy for Homeand Security (NSHS),
isaconcerted national effort to prevent terrorist actswithin the United States, reduce America's
vulnerabilitiestoterroriam, and minimizethedamageand recover from attacksthat do occur. However,
the NSHS addressesHS beyond thisdefinition and includeslaw enforcement, chemical, biological,
radiologicd, nudear, and hightyield expl os vesconsequence management (CBRNE CM), and disater
preparednessand relief missions. Either DHSor DOJwill usudly bethefedera agency withlead
repons bility, supported by DOD whenrequested. TheNSHS addressesavery specificand uniquely
chdlenging threet— terrorism againg the United States— and providesacomprehengveframework
for organizingtheeffortsof federd, Sate, tribd, locd, and private organi zationswhaose primary functions
areoftenunrdaed to nationd security. The NSHS complementsthe Nationd Security Strategy (NSS)
of theUnited Statesand providesaframework for cregting and seizing opportunitiesthet Srengthenour
security and progperity. The Secretary of Home and Security isresponsiblefor ensuring the preparedness
of theNationto prevent, respond to, and recover from threatened and actual domesticterrorist attacks,
norHterrorigt security threets(e.g., drug and migrant smuggling), mgor disasters, and other emergencies.

CIVIL AUTHORITIES

“Those elected and appointed officers and employees who constitute the
government of the United States, the governments of the 50 states, the
District of Columbia, the Commonwealth of Puerto Rico, United States
possessions and territories, and political subdivisions thereof.”

c. DOD RoleinHomeland Security. DOD protectsthe homeland through two distinct but
interrelated missons— HD and CS. Whilethesemissionsaredigtinct, somedepartment rolesand
respongbilitiesoverlgp, and operationsrequire extens ve coordinati on between lead and supporting
agencies. Fgurel-lillustratesanctiond relationship between HD, CS, and HSwith examplesof the
typesof operationsthat cantakeplacefor eachmisson. TheHD, CS, andHSmissonsare separate,
but have areaswhererolesand respong bilitiesmay overlap and/or |ead and supporting rolesmay
trangition between organizations. DOD servesasthefedera department with lead responsibility for
HD, whichmay beexecuted by DOD done(eg., bdlisicmissledefense) or include support provided
to DOD by other agencies such as DHS or Department of Transportation (e.g., Federal Aviation
Adminigration support to DOD/NorthAmericanAerospace Defense Command). CSistheoverarching
termfor DOD’ssupport to UScivil authorities(DHS or other agency) for domesticemergenciesand
for desgnated law enforcement and other activities. HD and CSoperatiionsmay occur inpardld and
requireextendveintegration and synchronization. Inaddition, operationsmay trangtionfromHD toCS
toHSandviceversa(eg., maritimesecurity) with thelead depending on the s tuation (annotated by the
arrowsinFigurel-2) and USG'sdesired outcome. Whilethelead may trangtion, asngleagency
hasthelead at any given timefor aparticular activity. However, in the areas of overlapping
repong bility, thedesignation of federd agency withlead responsibility may not be predetermined. In
time-critica Stuations, on-sceneleadersareempowered to conduct gppropriateoperationsin response
toaparticular threat. For example, the M OTR protocol sprovideguidancefor maritimesecurity which
cantrangtionbetween HD, CS, or HS.
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NOTIONAL RELATIONSHIP BETWEEN HOMELAND DEFENSE, CIVIL SUPPORT
AND HOMELAND SECURITY MISSIONS

Ballistic Missile Defense
HOMELAND SECURITY

DOD Support for Disaster Relief and Law
Enforcement Activities

CBRNE Consequence Management
Airport Security

Maritime Security

FAA Support to DOD (NORAD)

National Guard Title 32 US Code
National Guard Title 10 US Code

Emergency Preparedness

DOD / Community Relations

¢ > Discrete activities that can take place as homeland CBRNE Chemical, Biological, Radiological,
defense, civil support, or homeland security operations Nuclear and High-Yield Explosives
FAA Federal Aviation Administration

DOD Lead Role % DOD Supporting Role N NORAD ggrél:n,:r:grican Aerospace Defense

Figure I-1. Notional Relationship Between Homeland Defense, Civil Support,
and Homeland Security Missions
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RELATIONSHIPS FOR HOMELAND DEFENSE
AND CIVIL SUPPORT

CIVIL SUPPORT

Lead for Civil
Support

Department Other
of Defense Federal

Agencies
Lead for
Homeland
Defense
HOMELAND DEFENSE

Figure I-2. Relationships for Homeland Defense and Civil Support

d. Emer gency Prepar edness. EPisconsdered apart of DOD’soverdl preparednessactivities.
ItgpansHD, CS, and HSand includesDOD’sleed, support, and enabling functions. Mobilecommand
centersand DOD aviation support to the US Secret Service are just two examples of how DOD
preparesfor and supports EP operations.

For further information ontheoverarching Homeland Security framework, see JP 3-26, Homeland
Security.

3. TheCivil Support Operational Framework

a TheDOD organizationa congtruct to support theHSmisson, throughitswarfightingand CS
missions, ischaracterized by: prepare, detect, deter, prevent, defend, respond and recover. While
DOD’sCSfocusison preparation and response, DOD may providecritica supporttoUScivil authorities
indl areascf thisframework. Thefollowing paragrgphsaddressthe CSfocusunder theHSframework.

(1) Prepare DOD preparestorespond acrossarangeof activitiesby deve oping, susaining,
andimproving operationa capabilitiesto prevent, protect againg, respondto, and recover from domestic
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incdents, whether HD, HS, or CS. Itisacontinuousprocesstoidentify threets, determinevulnerabilities,
andidentify required resources

(2) Detect. AlthoughDOD doesmaintainagatutory respongbility under Title 10USCode
(USC), Section 124 to serveasthelead agency of the USG for the detection and monitoring of aerid
andmaritimetrangt of illegal drugsintotheUnited States DOD supportscivil authoritiesinthedetection
of al transnationd threstsdesiring entry tothe homeland by land, maritime, or air conveyance. DOD
routindy supportsfederd LEAS effortsto detect transnetiond threstsondl bordersusng uniquemilitary
cgpabilities. However, afederd LEA will dwaysbetheprimary agency for effortsto detect transnationd
threatsalongtheborders.

(3) Deter. DOD may support civil authorities' effortsto deter threatsto the homeland.
Overt supportto DHSor other federa and sate LEAsmay haveaddiberateor inadvertent deterrence
effect. DOD conductsmissionsin support of, and at therequest of, LEASsto deter threatsalong the
bordersand within the homeland. The mere presence of DOD assets operating in support of law
enforcement aong thebordersor inthe airspace adjacent to our publiclandscan deter transnationa
threet actorssuch asforeignterrorist organizations, drug trafficking organizations, and dien smuggling
organizationsfromattempting entry intotheUnited Statesor frompursuingillegd cultivationor processng
of narcoticson our publiclands. Eventhepresence of DOD engineerson the southwest border —
whose principal engineering support task might beto construct roads or bridgesto enhance LEA
mobility ontheborder — can deter illegd traffickinginthet area

(4) Prevent. IncertaincasesDOD performsCSto assst LEASsto prevent thregtstothe
homedand. Idedlly, thiswill occur asfar forward aspossble, prior to any threat reaching thehome and.
An example in the Commander, US Northern Command’'s (CDRUSNORTHCOM’s) area of
responsibility (AOR) isDOD’ ssupport to LEAsasmembersof the US country teesmsinMexicoand
Canada. Primarily throughintelligenceandytica support, DOD isass ting supported LEA by detecting
threats, which can then be prevented through interdiction by USand partner nation law enforcement
and/or military assets. DOD dso supportscivil authorities effortsto prevent thregtsby providingamilar
andytica support tokey law enforcement centerswithinthe continentd US(CONUS) suchasthejoint
terrorismtask forces, fidldintelligence groups, and highintensity drug trafficking areasheadquarters.
TheCivil Air Patrdl (CAP) (asAir ForceAuxiliary) asssstheUSCustoms Sarvice, the Drug Enforcement
Adminigration, andthe USForest Serviceinther counterdrug (CD) effortshy flying air reconnaissance
and providing transportation and communi cationssupport.

(5) Defend. Both passive and active actions may be taken to weaken or stop athrest.
Passveactionsmay includecreating barriers, obstacles, or hardened sites. Activemeasureswould be
shorter-range, dloseorimmediateintime. Defend dsoindudesindividud, crew, andfadility protective
measuresto block out damagefromanincident, toincludetaking medicinesand antidotes promptly
upon being attacked.

(6) Respond and Recover. Response, asit rdatesto CSactivities, istheability torapidly
and effectively support civil authoritiesin providing appropriate support to LEAS, and assstancein
managing the consequencesof disastersand catastrophes, including natural, man-made, or terrorist
incidents. DOD providesCSasdirected by the President or Secretary of Defense(SecDef) to provide
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support to civil authorities. DOD provides CSin order to reduce suffering, savelives, prevent or
mitigate the destruction of property, manage the consequencesof an attack or adisaster, or prevent
terrorist incidentsby supporting law enforcement. Civil authoritiesaremorelikely torequest DOD
support when civilian response capabilitiesare overwhel med or exhausted, or when DOD’sunique
cgpabilitiesand operationscan offer anessentia, decigve, time-critical contributioninorder toachieve
the USG'’sdesired outcometo threst or incident.

b. Althoughtheleadsfor HD (DOD) and CS(e.g., DHSand DOJ) aredifferent, thedistinction
between thetwo operationd activitiesmay not easily bedefined or discerned. Theremay becases
where HD and CSeventstake place concurrently, or themain threat and thereforetheagency lead,
transitionsfrom one agency to the other. Therefore, the need to establish workable and effective
interagency relationshipsand partnerships, inadvanceof acrigsor contingency, iscritical. For example,
DOD may support DHSeactivitiesinthemaritimedomain, requiring continuous coordination between
department-leve , operationd, andtactica organizationsconducting operations. TheMOTR Planacts
tomitigateoverlgpissuesbetween HD and HSativitiesby providingamethod for interagency integration.
Tofully develop and verify such relationshipsand partnerships, an activeinteragency coordination
program, backed-up by annua joint andinteragency exercisesor operations, isrequired.

4. Homeland Security Directive

Home and Security Presidentid Directive (HSPD)-5, Management of Domestic Incidents, sets
forthrolesandrespongbilitiesof theFederd government for domesticinddent manegement by establishing
asngleincident management system.

a National ResponsePlan. TheNationa Response Plan (NRP) wasaresult of HSPD-5: a
sngle, comprehens ve gpproach to domesticincident management built on thetemplate of Nationd
Incident Management System (NIMS) (seebelow). TheNRPisandl-hazardsplanthat providesthe
gructureand mechanismsfor nationd-leve policy and operationd directionfor incident management to
ensuretimely and effectivefedera support. TheNRPisapplicabletodl federa departmentsand
agenciesthat have primary jurisdictionfor or participatein operationsrequiring coordinated federd
response. TheNRPidentifieshow federa departmentsand agencieswill respondto state, tribd, and/
or locd requestsfor asssance(RFAS). TheNRPandtheNIM Saredesigned toimprovetheNation's
incident management capabilitiesand overdl efficiency. Duringincidentsof nationd significanceor other
incidentsrequiring Sgnificant federa support, the NRP (based ontheNIM S) worksto integratethe
cgpatiilitiesand resourcesof variousgovernmentd jurisdictions, incident management and emergency
responsedisciplines, nongovernmenta organizations(NGOs), and the private sector intoacohesive,
coordinated, and seamlessnationd framework for incident management. A basic premiseof boththe
NIMSandtheNRPistha incidentsaregenerdly handled a thelowest jurisdictiond leve possible. In
thevast mgority of incidents, loca resourcesandloca mutud aidwill providethefirst lineof emergency
responseandincident management.

(1) TheNRPprovidestheframework for most, but notal DOD support tocivil authorities
and describesthepalicies, planning assumptions, concept of operations, responseand recovery actions,
andresponsibilitiesfor 31 federd departmentsand agencies, and theAmerican Red Cross (ARC).
DHSistheexecutive agent for the NRP coordination, management and maintenance. TheNRPis
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alwaysin effect and issupported by al departmentsand agencieswithin the Federa government.
Actionsrangein scopefromongoing Stuationd reporting and andysisthroughtheNationd Operations
Center (NOC), totheimplementation of NRPind dent annexesand other supplementd federd contingency
plans, tofull implementation of al relevant NRP coordination mechanismsoutlinedin thebase plan.
Somedepartmentsand agencieshavelarger rolesdueto theamount of resourcesthey can bringto bear.
DOD hasalargeroleinsupportingtheNRP. TheNRPappliestod incidentsrequiring acoordinated
federad responseaspart of an appropriate combination of federd, Sate, locdl, triba, privatesector, and
nongovernmentd entities. CSoperationsmay occur after aPresidentia declaration of amgor disaster
or anemergency. However, such adeclarationisnot mandatory toinitiate DOD support operations.
CSoperationsare cond stent with the NRPin that they aim to supplement theeffortsand resources of
other federa agenciesinsupport of date, locd, triba governments, and voluntary organizations. Unless
otherwisedirected by the President, the USmilitary will provide CSin support of another
federal agency that iscoor dinatingthefederal response.

(2) The NRP s coordinated and managed by the Federal Emergency Management
Agency (FEMA). FEMA isan operationa component of DHS.

(3) The overall coordination of federa incident management activities is executed
through the Secretary of Homeland Security. The Secretary of Homeland Security utilizes
multiagency structures at the headquarters, regional, and field levels to coordinate efforts and
provide appropriate support to the incident command structure. The NRP establishesa NOC
anditscomponent dements, theNationa Response Coordination Center (NRCC), thelncdent Advisory
Council, the Domestic Readiness Group, and thedesignation of aprincipa federd officid (PFO) who
may be appointed to represent the Secretary of Homeland Security at thelocal incident Site. Atthe
federd headquarterslevd, incident information-sharing, operationd planning, and deployment of federd
resourcesare coordinated by the NOC.

(4) TheNRPcontans3typesof annexes. Theseannexesare: emergency support function
(ESF) annexes, support annexes; andincident annexes. Each annex identifiesand describesmissons,
palices dructures andresponsibilitiesof federa agenciesfor providing resourceand operationd support.

b. National Incident Management System

(1) TheNIM Sprovidesthetemplatefor incident management regardiessof Size, scope, or
causeof theevent. Itisacongstent doctrina framework for incident management at dl jurisdictiona
levels. Itincludesacore st of concepts, principles, terminol ogy, and technol ogiescovering theincident
command system; multiagency coordination systems; unified command; training; identification and
management of resources (including systemsfor classifying typesof resources); qualificationsand
certification; andthecollection, tracking, and reporting of incident information and incident resources.

(2) Theincident command system (1CS), multiagency coordination systems, and public
information sysemsarethefundamenta dementsof theNIM Sthat direct incident operations, acquire,
coordinate, and deliver resourcestoincident Sites; and shareinformation about theincident with the

public, respectively.
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(3) When both locd and stateresourcesand capabilitiesare overwhel med, governorsmay
request federa assistance; however, theNIM Sisdesigned sothat locdl jurisdictiond authoritiesretain
command, control, and authority over response. Adhering tothe NIM Swill alow local agenciesto
better utilizeincoming coordinated resources.

A detailed discussion of the NRP and NIMS is contained in Appendix D, “ Overview of the
National Response Plan and National Incident Management System.”

5. Incident Management
Theddfinitionof theterm*“incident,” asusedinthispublication, isprovided below:
INCIDENT

“An occurrence, caused by either human action or natural phenomena, that
requires action to prevent or minimize loss of life or damage to property
and/or natural resources.”

SOURCE: Department of Homeland Security Lexicon
September 13, 2006

a Responsbilities

(1) TheFederd government providesass sancewhen requested. When Stuationsarebeyond
the capability of thestate, the governor requestsfedera assstancefrom the President. The President
may dsodirect theFederd government to provide upplementd ass gancetosateandlocd governments
todleviaethesuffering and damageresulting from disastersor emergencies. Oneof thekey objectives
of the Department of Defense Strategy for Homeland Defenseand Civil Support isto support civil
authoritiesinminimizing thedamageand recovering from domestic chemicd,, biologica, radiologicd,
nuclear, and high-yid d explosve (CBRNE) masscasudty atacks Thedrategy affirmsDOD’sprimary
respong bility for protecting the UShomeland from attack, and establishesthat thesecond priority isto
support avil authoritiesin minimizing thedamageand recovering from domestic CBRNE masscasudty
attacks.

(2) Emergencies, disasters, and terrorist attacks may be of national importance, but they
awaysoccur locdly. Theinitia responseto such circumstancesisby citizensand nongovernmentd
entities locd authorities and sategovernments. Law enforcement entitieshavecritica authoritiesand
responghilitiesconcerning potential and actud terrorist attacksandincidents. Asaffirmed and clarified
by TheHomedand Security Act of 2002: primary respongbility for investigating and prosecuting actsof
terrorismshall bevested not in DHS, but rather infederd, state, and local LEAswithjurisdiction over
theactsinquestion. At thefederd leve, the principa law enforcement investigation and prosecution
agency istheDOJ.

(3) Incdentsaremanaged a thelowest level possible. Federd support isprovidedinresponse
to requestsfrom state or local officia sthrough the state coordinating officer (SCO) tothefedera
coordinating officer (FCO). TheFCO coordinatesfor DOD support through the defense coordinating
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officer (DCO). DOD may providesupport to DHSwhich hasthelead inmanaging thefederd response
toadomegticincident. Domesticaly, DHShasresponsibility for overdl incident management andthe
NRP providestheframework for federd interactionwith state, locd, and triba governments; theprivate
sector; and NGOsinthecontext of domesticincident prevention, preparedness, response, and recovery
activities. DOD support tothisresponsewill beinitiated through aforma RFA or missonassgnment
process.

b. Reguetsfor Assstance. Initid requestsfor ass sancearemadeto the Officeof the Secretary
of Defense (OSD), Executive Secretariat. If approved by the SecDef, DOD designatesasupported
combatant commander (CCDR) for theresponse. The supported CCDR determinesthegppropriate
level of command and control for each responseand usudly directsasenior military officer todeploy to
theincident site. The DCO servesas DOD’ssinglepoint of contact inthejoint field office (JFO).
Requestswill be coordinated and processed through the DCO with theexception of requestsfor United
SatesArmy Corpsof Engineers (USA CE) support, National Guard (NG) forcesoperating in state
activeduty or Title32 USC gatus(i.e., notinfederd service), or, in somecircumstances, DOD forces
insupport of the Federd Bureau of Investigetion (FBI).

¢. Crigsand ConsequenceM anagement. The HSPD-5 and the NRP adopt the concept of
incident management asincluding both consequence management (CM) and crisismanagement
(CrM), while DOD continuesto categorize CSoperationsusing thesetwo terms. Theapplication
of CrM and CM isuniqueand separatein the context of planning and conducting military operations.
Non-DOD actors, including local civil authoritiesand first responders, aregeneraly not familiar
with USmilitary terms, definitions, and doctrine. When working with non-DOD actorg/partners,
especidly inan emergency Situation, clear, effective, and mutudly understandable communication
isessentid. DOD elementswill beabletowork much moreseamlesdy, efficiently, and productively
by employing operational concepts and termsthat other departments, agencies, and authorities
already understand. The main sources of these concepts and languageincludethe NRP, NIMS,
and other federal and nationa standards.

(1) CrM ispredominantly alaw enforcement response, normally executed under federd law.
DHSisresponsiblefor preventing terrorist attacks, reducing thevulnerability of the United Statesto
terroriam, minimizing thedamage, and assstingintherecovery, fromterrorist attacks

(2) TheNRPdefinesCM asan emergency management functionwhichindudesmeasures
to protect public hedth and safety, restoreessentia government services, and provideemergency relief
to governments, businesses, and individuad saffected by the consequencesof terroriam.

(3) Higoricdly, muchof DOD’sCSmission set hasinvolved CM operations. Thisisdueto
legd redtrictionswhichgenerdly predudeDOD from participetingin CrM law enforcement investigations
and operations. The Space Shuittle disaster which involved asingle Servicetask force (TF), and
HurricaneKatrinawhichinvolved alargejoint task force (JTF) wereboth DOD CM operationsin
support of another agency. Inacatastrophic Stuation, if Sgnificant DOD forcesarerequested, DOD
wouldlikdly provideaJTF or multiple JTFs, which command and control (C2) Title10USCforcesthet
areconducting CSoperationsinsupport of civil authorities.
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CHAPTER 11
DEPARTMENT OF DEFENSE OPERATIONAL ENVIRONMENT

“Although the national response to Hurricane Katrina was the largest of its kind in
US history, the delay of several days in providing large scale assistance to New
Orleans — and the initial absence of a unified strategy for dealing with the disaster
— contributed to the suffering of the people left in the city and caused considerable
anguish throughout the country. When a catastrophic event occurs, the effort
required of policemen, firemen, emergency management workers, and other first
responders skyrockets. However, at the point of impact these first responders
often become victims or lose the capability to effectively respond.”

Hurricane Katrina, National Response to Catastrophic Events:
Applied Lessons for Consequence Management

Joint Center for Operational Analysis

United States Joint Forces Command

21 August 2006

1. Genera

a Introducing federal forces into an otherwise civil response situation requires a clear
understanding of authorities and their limits. Because the public, media, and perhapsloca and
state officias, may not clearly understand Constitutiona limits, expectations must be managed
and communicated. Thisdistinctionisespecialy important because both federal and NG forces
wear thesameuniform. Military unitstasked to support civil authoritiesduring domestic disasters
enable rapid and effective response operations that limit loss of life, mitigate suffering, and
curtail further significant property damage. The challenge remainsintegrating military and civil
capabilitieswithin adisaster stricken operating environment with littleintact infrastructurewhile
urgently and efficiently executing relief operations.

b. Authority over and control of DOD forces/capabilities shall be maintained by the
President, as Commander in Chief, through the SecDef and the chain of command as established
by law.

¢. When emergency conditionsdictate, and whentimedoesnot permit gpprova from higher
headquarters, local military commandersand responsible DOD component officia sareauthorized
to respond to requests from loca authorities and to initiate immediate response actions to save
lives, prevent human suffering, or mitigate great property damage under imminently serious
conditions. Higher headquarters must be informed promptly.

d. DOD resourcesarenormally used only when stateand | ocdl resourcesare overwhemed and/
or non-DOD resourcesof the Federd government areinsufficient or unableto meet therequirementsof
locd anddatecivil authorities.

e. All DOD actionsshal beperformed cond stent with the Posse ComitatusAct (PCA) (Title 18
USC, Section 1385), the Enforcement of the Lawsto Restore Public Order (Title 10 USC, Chapter
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15), and Department of Defense Directive (DODD) 5525.5, DOD Cooperationwith Civilian Law
Enforcement Officials.

2. Requestsfor Assistance

a General. Requestsfor DOD assistance may occur under Stafford Act or non-Stafford Act
conditions. TheRobert T. Safford Disaster Rdlief and Emergency AssstanceAct (Public Law 93-288)
(Title42 USC, Section 5121), authorizesthe Federd government to help stateand locd governments
dleviaethesuffering and damagecaused by disagers. A non-Stafford Actincident isessentidly dl of the
other emergenciesthat occur each year and do not necessarily overwhel m stateand locd authorities.
However, the NRPrecognizesthat Sateand local governmentsexperiencinganon-Stafford Act event
would benefit from federd ass stanceand coordination. For instance, whileHurricaneKarinawasan
incident of nationd sgnificance, anacadentd arlinecrashmay not beaninddent of nationd Sgnificance.
However, anairlinecrash may create circumstancesfor which stateand locd authoritiesmay benefit
fromtheuseof federa resources.

(1) Attheregiond levd, interagency resourcecoordination and multiagency incident support
areprovided by theregiond response coordination center (RRCC). TheRRCC coordinatesregiona
regponseefforts, establishesfederd priorities, andimplementsloca federd program support until aJFO
isestablished.

(2) TheSecretary of Homeland Security isresponsiblefor overdl coordination of Federa
Stafford and non-Stafford incident management activities. An FCO is appointed to manage and
coordinatefederd resourcesupport activitiesrel ated to Safford Act disastersand emergencies.

(3) Whenreguested, DOD normally will deploy aregiondly-assgned DCOtothe JFOin
order to assist the FCOin coordinating DOD support, asrequired. A defense coordinating € ement
(DCE) congading of gopropriatesaft dementsand military liaison officers(LNOs) may d so berequested
toasss theDCO infacilitating and coordinating potential DOD support.

b. Safford Act Assstance. A Stafford Actincident isoneinwhich stateand loca authorities
declareagtate of emergency and request federal assstance. Thistypeof emergency isanincident of
nationa significancefor whichthe Stafford A ct establishes programsand processesfor the Federa
government to providemgjor disaster and emergency assstanceto states, local governments, tribal
nations, individuads, and qudified privatenonprofit organizations.

(1) TheRobert T. Stafford Disaster Relief and Emergency AssistanceAcct authorizesthe
Federd government to establish programsand processesfor the Federd government to providemagor
disagter and emergency asssanceto sates locd governments, triba nations, individuds, and qudified
privatenonprofit organizations.

(2) Insomecircumstances, Stafford Act requestsmay originatefrom the tate emergency
operaionscenter (EOC), FEMA RRCC, or theFEMA NRCC and passdirectly tothe Joint Director
of Military Support (JIDOMS) or the DOD Officeof the Executive Secretary, rather than routing though
aDCO. These RFAs are processed the same as non-Stafford Act requests, with JDOM S and the
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operationd headquartersconducting pardle coordinationand providing arecommendationtoAssstant
Secretary of Defensefor Homeand Defenseand Americas Security Affars(ASD[HD&ASA]) and
the SecDef for gpproval or disgpproval. Inal these cases, the supported CCDR and the affected DCO
must benatified to limit redundant coordination of resources.

c. Non-Safford Act Assstance. A non-Stafford Act incident isessentially al of the other
emergenciesthat occur each year and do not necessarily overwhelm stateand local authorities, and
wheretheevent would benefit from federa assstanceand coordination.

(1) Innon-SaffordAct Stuations, afederd department or agency acting under itsown authority
may request the ass tance of the Secretary of Home and Security to obtain support from other federd
departmentsand agencies. DHSmay desgnateafederd resourcecoordinator (FRC). Supportinthose
Stuationsmay berequested and reimbursed under theauthority of the Economy Act. DHSmay establish
aJFOfor “federd-to-federd” support when anincident ismanaged by oneor morefedera agencies.
The Secretary of Homeland Security isrepresented by the PFO and/or the FCO. The PFO/ FCOis
normally positioned at and coordinatesthrough the JFO.

(2) Innon-Safford Act requests, the RFA s are processed with JDOM Sand the operationa
headquartersconducting pardle coordinationand providing arecommendationtoASD(HD& ASA)
andthe SecDef for gpproval or disapproval. Indl these cases, the supported CCDR and the affected
DCOmusgt benatified tolimit redundant coordination of resources,

d. Reguest for AssstanceProcess. Federd agenciesor dategovernorsregquest DOD capabilities
tosupport their emergency responseeffortsby using aforma RFA process. How DOD handlesRFAs
dependsonvariousfactors, such as: Stafford or non-Stafford Act Situation, urgency of theincident,
establishment of aJFO, if aDCO or JTF hasbeen gppointed, and originator of therequest (incident
command, state, regiona, or nationd). Itisimportant to notethat not al CSisprovided viathe RFA
process. Other processesfor obtaining and/or providing support arecoveredinmoredetall in Chapter
[1,“Operations.”

(1) Givil authoritiesmay request other CSattivitiesinwriting through variousmeansesteblished
by thegppropriatle DOD policy documents. For example, support for military fly-oversmay berequested
using DD Form 2535 asdescribed in DODD 5410.18, Public Affairs Community Relations Policy.

(2) Ingenerd, the RFA processis conducted as shown in Figure l1-1. The FCO at the
inddent SterecavesRFAsfromavil authoritiesand submitsthemtothe Officeof theExecutive Secretary
of the Department of Defense, who forwardsthem to theASD(HD& ASA) and to the JDOM Sfor
vaidationand order processing, respectivey. WhenaDCO isa theincident Ste, RFAsare submitted
directly toASD(HD& ASA). Oncethe SecDef approvestherequest, an order isissued to combatant
commeands, Sarvices, and/or agendestoaccomplishthemisson. Theded son processdifferssgnificantly
for gpproving Stafford and non-Stafford RFAs (seeFigurel-2). Requestsarevdidated at dl levels
withinthechainof command. JDOM Spreparesan order and coordinateswith necessary forceproviders,
legd counsd, and ASD(HD& A SA) to ensureasset deconfliction and recommendation concurrence.
DOD evduatesdl requestshy UScivil authoritiesfor military ass sanceagang Sx established criterig,
induding:
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REQUEST FOR ASSISTANCE

REQUESTOR cO DOD
FP\\MOE'——V a
Federal Department or f‘—"" Executive Secretary
Agency B

A2

e On Behalf of State's
Request

e Own Requirements

DCO

e On Behalf of State
Request through JFO Orders

e On Behalf of Federal

Agency . l

ASD(HD&ASA) Assistant Secretary A Pt
of Defense for Homeland |LAGUIEUCIRe I EHE]

Defense and Americas’
Security Affairs

DCO Defense Coordinating Officer Legality
DOD Department of Defense Letl‘.lallty _______ Coordinaton/
JDOMS Joint Director of Military Risk LIEL
Support Cost Q| -ccce-- <> RFA w/o DCO
JFO Joint Field Office Readiness — - RFAW/DCO
) Appropriateness
RFA Request for Assistance _> Info

SecDef Secretary of Defense

Figurell-1. Request for Assistance

(a) Legdlity. Isthesupport incompliancewithlaws, Presdentid directives?
(b) Lethaity. Isuseof lethd forceby or against DOD personnd likely or expected?

(c) Risk. Safety of DOD forces. Can the request be met safely, or can concernsbe
mitigated by equipment or training?

(d) Cost. Who pays, and what istheimpact on DOD budget?

(€) Appropriateness. Istherequested missonintheinterest of DOD to conduct?\Who
normdly performsandisbest suitedtofill therequest?

(f) Readiness. What istheimpact on DOD’sahility to performitsprimary misson?
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REQUEST FOR ASSISTANCE PROCESS

DECISION MATRIX

- o

Non-Stafford Act Requests

<=

Requester obtains sponsorship from the
primary agency who passes RFA through
DCO to JDOMS or DOD ExecSec under
terms of the Economy Act

Stafford Act Requests
(Incident Anticipated or Occurs)

Immediate

Dept of Homeland Security
Department of Justice
Department of State
Dept of Health & Human Services
US Capitol Police
Others

Coordinate with Services,
or ECO the ExecSec USJFCOM, DOD, agencies,

requester? REE BT and combatant commands

forward to JDOMS Pass to ASD(HD&ASA)
and ASD (HD&ASA)

Combatant

Proper DOD ASD(HD&ASA) Commands

mission? X N Evaluate RFA, conduct
Coordinate with mission analysis.

Deny request \[e]:]

Return to Review and pass
Agency to SecDef

SecDef
Approve Forward to JDOMS.

DOD Assets

Service Chief Commands
USNORTHCOM Components

Coordinate with
stakeholders, recommend
forces.

Coordinate

LEGEND

EXECUTE ORDER
ASD(HD&ASA) - Assistant Secretary of Defense for
: i Homeland Defense and Americas’ Security Affairs
DeSIgnates suPportmg and DCO - Defense Coordinating Officer
supported commands and DOD - Department of Defense
command and control EMAC - Emergency Management Assistance Compact
relationships. ExecSec - Executive Secretary
P FCO - Federal Coordinating Officer ——J Common to all RFA
) JDOMS - Joint Director of Military Support
Tasks commands, Services, NG - National Guard —— Non-Stafford Path
and DOD agencies to NGB - National Guard Bureau
NIFC - National Interagency Fire Center _’
deploy and execute the NTSB - National Transportation Safety Board Stafford Act RFA
RFA - Request for Assistance '
Support SecDef - Secretary of Defense Cancel
USACE - US Army Corps of Engineers
USJFCOM - US Joint Forces Command
USNORTHCOM - US Northern Command

Figure llI-2. Request for Assistance Process Decision Matrix

(3) The DCO and supporting DCE assigned tothe FEMA regiond officemay functionas
part of the RRCC or the JFO (when established). Uponreceipt of the RFA, the DCO eva uatesthe
request to determineif it meetsDOD’ sscreening criteriausing thesamecriteriashown above.
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(4) TheDCO should ensurethe RFA isreadily understandable and clearly describesthe
requirement and necessary support. Agenciesshould not makeregquestsfor specific cgpabilities, asthey
may not beavailablewithinDOD & thetimeand asmilar capability may beableto satisfactorily provide
therequested support. If the RFA doesrequest aspecific capability, the DCO, with the support of the
DCE, should coordinatewith therequesting agency and recommend gppropriatelanguagetofulfill the
request onatimely basis. If the DCO determinesthe RFA doesnot meet theevauation criteriaor is
unableto support theregquest, the RFA should bereturned to theregquesting agency with anexplandtion
astowhy itisnot being supported.

(5) After the DCO validatesthe RFA, acopy of the RFA isforwarded to the supported
headquarters operationscenter aong with arecommendationfor actionif therequested support has
been previoudy approved, or, to beforwarded tothe JDOM Sand ASD(HD& ASA) for assessment
and gpprova/disgpprova. Thisrecommendationisaso provided tothe FCOwhowill ultimetely decide
if therequest must beforwarded to the RRCC and NRCC, asrequired.

(6) TheDCO and DCE will coordinatewiththe NG joint force headquarters (JFHQ) or
gate JTF headquarterse ement and federd military operationa headquarters(JTF, contingency support
group, operationd command pogt, joint forcecommander [JFC], etc.), supporting theresponseeffort
todetermineif non-federdized andfedera military forcesdready deployed arecapableand availableto
providethe assstance requested. The requested support should bewithin the scope of theoriginal
misson statement, aswell ascost dlocations. Uponvdidationandif gpproved by SecDef, if forcesare
available, and the RFA isgoing to be approved, they may be directed toimmediately providethe
requested support whilethe RFA isbeing processed through the operationd headquartersto JDOM S,
Normally JDOM Swill coordinate the RFA with the supported combatant command, supporting
combatant commands, Military Departmentsand gopli cablecombat support agencies Oncecoordingtion
iscomplete, IDOM S sendsthe RFA toASD(HD& ASA) whereit undergoesafina review and, if
recommended, theactioniscoordinated with the Nationa Guard Bureau (NGB) toensurethat thereis
no duplication of effort between them and theActive Component (AC). TheASD(HD& ASA) then
passesthe RFA to the SecDef for decision (aseparate execute order (EXORD) will not beissued for
this).

(7) Insomecircumstances, Safford Act requests may originatefromthe state emergency
operationscenter (EOC), FEMA RRCC, or theFEMA NRCC and passdirectly tothe JDOM Sor
the DOD Office of the Executive Secretary, rather than routing though aDCO. These RFAsare
processed the same as non-Stafford Act requests, with JDOM S and the operational headquarters
conducting pardle coordination and providing arecommendationtoASD(HD& ASA) and the SecDef
for approva or disapprovd. Inall these cases, the supported CCDR and the affected DCO must be
notified tolimit redundant coordination of resources.

(8) Upon SecDef gpprovd, the IDOM Srel easesan EXORD to designate supported and
supporting CCDRs, and to task force providersto provide the necessary support.

(9) The operational headquarterswill provide a supporting operation order (OPORD),
implementing aconcept plan (CONPLAN), if available, and establish command rel aionshipsto provide
task, purpose, and coordinating instructionsto the supporting force.
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(10) SnceCSmissonsmay involvelifesaving responses, thisprocesswill bergpidly executed
to expeditethe prompt movement of forcesand support. DOD cannot provide support without SecDef
goprova of anofficid request from stateor federd agency or direction from the President, or unless
spedificaly authorizedinexigting policy or regultion.

(12) If adisagter isof such proportionsto generate mass casualtiesin need of evacuation,
DOD supportsthe primary agency(ies) for thisfunction under the Nationa Disaster Medicd System
(NDMYS) (oncethe NDM Shasbeen activated and an officia request for patient evacuation hasbeen
submitted by proper sateauthorities).

(12) The CCDRsresponsiblefor CS(CDRUSNORTHCOM; Commander, US Pacific
Command [CDRUSPACOM]; and Commander, US Southern Command [CDRUSSOUTHCOM)])
incorporate plansfor CShy task organizing their commandsto accomplish CSmissonsaswe| asother
assgned missons. DOD isaggnatory to numerousresponse plansaswell asvariousmemorandaof
understanding and memorandacf agreement with other agencies, therefore, DOD may play acritica
rolein CSand may berdied upon by many agencies.

(13) Theresponse measurestaken by DOD will bein accordancewith (IAW) theunmet
demandsof theincident, itscapabilities, current laws, Presdentid directives, executiveorders(EOs),
and DOD policies, directives, and orders.

3. Immediate Response

a Under imminently serious conditions, when time does not permit approval from higher
headquarters, any loca military commander, or responsibleofficid sof other DOD componentsmay,
subject to any supplemental direction provided by their higher headquarters, andinresponsetoa
request fromcivil authorities, provideimmediateresponseto savelives, prevent human suffering, or

mitigategrest property damage.

b. Inthecaseof arequirement for animmediatefedera responseto aseriousstuationinthe
maritimedomain, theMOTR plandlowsrapid responseto short-noticethreastsand directsinteragency
partnersto begin coordination activities(MOTR conferencecalls) a theearliest possbleopportunity. It
asoprovidesguidancein predesignating federa agencieswithleed respongbilities darifyinginteragency
rolesand respong bilities, and establishing protocol sand proceduresthat are utilized for acoordinated
responseto achievethe USG’sdesired outcome. MOTR lead and supporting rolesare devel oped
fromthefallowingcriteria

(1) USGdesiredoutcome.
(2) Agency authorities.
(3) Agency capdhilities.

(4) Agency capecities.
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(5) Magnitudeof thethrest.

. Immediateresponseisstuation-specific and may or may not beassociated with adeclared or
undeclared disagter, civil emergency, or attack.

d. Whileadvilianauthoritiesaremarshdling thenecessary rdief assatstorespond totheemergency,
theloca military commander, whoisready and cgpableof rgpidly responding onano-noticebasis, can
immediately begintherdief effort following receipt of aRFA. Thisparticipation should beof ashort
duration, lasting only until sufficient local and state assetsarrive on the sceneand assumecontrol.
Conseguently, immediate responseauthority isnot ablanket authority to provideunlimited military
assganceany timeand any wherefor any length of time.

e. Assoonaspracticd, themilitary commander, or repongbleofficid of aDOD component or
agency rendering such assistance, shdl report therequest, the nature of theresponse, and any other
pertinent informeation through thechain of commandtotheNationd Military Commeand Center.

4. Rolesand Responsibilities

a TheDepartment of Defense. Principa and supporting DOD participantsinvolved in
the execution of CS missions may include SecDef; ASD(HD&ASA); Assistant Secretary of
Defensefor HedthAffairs(ASD[HA]); Assstant Secretary of Defensefor ResarveAffars(ASD[RA]);
Assgant Secretary of Defensefor Specid Operationsand Low Intengty Conflict and | nterdependent
Capabilities, Chairman of the Joint Chiefsof Saff (CICS); CDRUSNORTHCOM; CDRUSPACOM;
Commander, US Specid Operations Command (CDRUSSOCOM); CDRUSSOUTHCOM,;
Commander, US Strategic Command (CDRUSSTRATCOM); Commander, US Transportation
Commeand (CDRUSTRANSCOM); and Commander, US Joint ForcesCommand (CDRUSIFCOM).

(1) Secretary of Defense. SecDef hasoverdl authority for DOD andisthe Presdent’s
principal advisor on military matters concerning CS. SecDef retains approval authority for the
use of forces, personnel, units, and equipment. SecDef has the primary responsibility within
DOD to provide the overall policy and oversight for CS in the event of a domestic incident.
SecDef retains sole authority to waive reimbursement for DOD assets.

(2) Assstant Secretary of Defensefor Homeland Defenseand Americas Security
Affairs. ASD(HD&ASA) servesasthe principa staff assistant and advisor to the Secretary and
Deputy Secretary of Defense and Under Secretary of Defense for Policy on CS matters.
ASD(HD&ASA) coordinatesal CSmission matterswith other executive departmentsand federa
agencies. ASD(HD& ASA) ensuresthat DOD strategy is consistent with and fully supportsthe
National Srategy for Homeland Security effort. ASD(HD& ASA) assists SecDef in providing
guidance (throughthe Joint Staff) to CCDRsfor supporting civilian LEAsand conducting coordination
withDHS,

(3) Assgant Secretary of Defensefor Health Affairs. ASD(HA) isacriticd component
inthe Services activation of thefedera coordinating centers(FCCs). FCCsareDOD and Veterans

11-8 JP 3-28



Department of Defense Operationa Environment

Affarsmedicd facilitiesresponsblefor locating civilianmedica facilitieswilling to providedisaster

support inthelr geographiclocation. They ared soresponsblefor arranging thereception and staging of
arriving patients, followed by their distributionto thosesupporting facilities.

(4) Assstant Secretary of Defense for Reserve Affairs. ASD(RA) is responsible
for monitoring Reserve Component (RC) readiness. ASD(RA) provides policy regarding the
appropriate integration of RC forcesinto CS response efforts.

(5 Chairman of theJoint Chiefsof Saff. CICShasnumerousresponshilitiesreatingto
CS. Theseincludeadvising the President and SecDef on operationd palicies, responghilities, and
programs, assisting SecDef inimplementing operationd responses, and trand ating SecDef guidance
into OPORDsto provide ass stanceto thefedera agency withlead responsbility. CICSensuresthat
CSplansand operationsare compatiblewith other military plans. Withinthe CSmisson, CICSsarves
astheprincipa military advisor tothe President and SecDef in preparing for and respondingto CBRNE
incidents, ensuresthat military planning isaccomplished to support thefedera agency withlead
respongbility for Crivi and CM, and providesstrategic guidanceto the CCDRsfor theconduct of CD
operations. CICSasnassssCCDRsinmeeting their operationd requirementsfor providing CSthat
has been gpproved by SecDef.

(6) CDRUSNORTHCOM isresponsblefor conducting CSoperations(including CM
operations) AW USlaws withintheestablishedAOR. CDRUSNORTHCOM isadsoresponsiblefor
the creation and maintenance of plansto provide CS, asdirected. Withinthe USNorthern Command
(USNORTHCOM) AOR, CDRUSNORTHCOM isthe DOD designated planning agent and the
supported commander for CSmissons. USNORTHCOM organizesand executesitsmissonsthrough
assigned Service components, designated functiona components, and subordinatestanding JTFs.

(@ SandingJoint ForceHeadquartersNorth (SJFHQ-N). A standingjointforce
headquartersisafull-timejoint C2 dement within USNORTHCOM'’sheadquarters. It providesthe
commander with atrained and equipped standing joint C2 cgpability specificaly organized to conduct
planning and develop enhanced situationa understanding in support of CS operations in the
USNORTHCOM AOR. Whendirected by SecDef to conduct aCSmisson, CDORUSNORTHCOM
can deploy SIFHQ-N to enabletherapid stand-up of aJTF headquarters.

(b) Joint Task ForceCivil Support (JTF-CS). JTF-CSisaganding JTF assgned
to CDRUSNORTHCOM dedicated to planning and integrating DOD domestic CBRNE
consequence management support for incidents or accidents. When directed by SecDef,
CDRUSNORTHCOM deploys JTF-CS as a CBRNE CM headquarters to establish C2 of
designated DOD forces at the CBRNE incident site and to provide CS to save lives, prevent
injury, and provide temporary critica life support. If the CBRNE event occurs outside the
USNORTHCOM AOR, JTF-CSmay be attached to CDRUSPACOM or CDRUSSOUTHCOM
to provide domestic CBRNE support.

(© Joint Task ForceNorth (JTF-N). Asdirected, JTF-N employsmilitary capabilities
to support L EAsand supportsinteragency synchronizationwithinthe USNORTHCOM AOR inorder
to deter and prevent transnationd threatstothehomeand.
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(d) Joint Force Headquarters National Capital Region (JFHQ-NCR).
JFHQ-NCR plans, coordinates, and maintains situational awareness, and as directed, employs
forcesfor HD and CSin the National Capital Region’s (NCR’s) operationa areato safeguard
the Nation's capitdl.

(© Joint Task ForceAlaska(JTF-AK). JTF-AK iscomprised of forcesfromAlaskan
Commeand, asubunified command of USPecific Command (USPACOM), andisunder theoperationd
control (OPCON) of USNORTHCOM for HD and CSmissionsto assist federa, state, local, and
tribd authoritieswithintheAlaskajoint operationsarea(JOA).

(f) USArmy North (ARNORTH) JTFs ARNORTH, theArmy Servicecomponent
command of US Northern Command (USNORTHCOM), hastwo deployable TFsand dua JTF
capability. The THJITFshavethemissonto deploy anywhereinthe USNORTHCOM AORfor C2 of
Title10USCforcesinHD and CSmissions. Commander, ARNORTH and Commander, USMarine
Forces North have the mission to serve as a joint force land component commander for
USNORTHCOM.

(7) Commander, USPacificCommand. CDRUSPACOM isresponsblefor CSwithin
the USPACOM AOR, andisa soresponsblefor thedeve opment and maintenance of plansto provide
CSwithintheassgnedAOR. CDRUSPACOM organizesand executesitsmissonsthrough Joint Task
Force Homeand Defense (JTF-HD), assigned Service components, and designated functional
components. JTF-HD isastanding JTF, established by USPACOM, which synchronizes, plans, and
executes CSmiss onswithin thedomestic portion of USPACOM AOR.

(8) Commander, USSouthern Command. CDRUSSOUTHCOM providesCSwithin
theAORtoindudePuerto Ricoand USVirginldands. However, CDORUSNORTHCOM will provide
defensesupport of civil authoritiesfor Puerto Ricoand USVirginIdands.

(99 Commander, USSrategic Command. CDRUSSTRATCOM isresponsiblefor
planning, integrating, and coordinating intelligence, surveillance, and reconnaissance (ISR)
support of strategic and globa operations. CDRUSSTRATCOM isdsoresponsiblefor integrating
and synchronizing DOD-wide efforts in support of the combating weapons of mass destruction
(WMD) mission. CDRUSSTRATCOM also serves as the supporting commander to
USNORTHCOM, USPACOM, and US Southern Command (USSOUTHCOM) for CSmissions
withintheir AORs

(10) Commander, US Special Oper ationsCommand. CDRUSSOCOM servesasa
supporting commander to CDRUSNORTHCOM, CDRUSPACOM, and CDRUSSOUTHCOM
within their respective AORs when requirements exceed a CCDR's forces capabilities and
additiona specia operationsforcesexpertiseisneeded. When directed by the President or SecDef,
CDRUSSOCOM conductsspecid operationsand providesspecia operationsforcesasrequiredin
support of CS operations. CDRUSSOCOM may aso provide LNOsand other assistanceto the
supported CCDRsasrequired.
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(11) Commander, USTrangportation Command. CDRUSTRANSCOM isresponsble
for providing transportation and common-user port management for the DOD aswell asnon-DOD
agenciesuponrequest. United States Transportation Command (USTRANSCOM) coordinatesthe
effortsof itsthreesubordinatetrangportation component commands (Air Mobility Command, Military
Sedift Command, and Surface Depl oyment and Digtri bution Command) with thesupported and supporting
combatant commeands. Theintegration of theintertheater andintratheater movement control sysemsis
theshared respong bility of USTRANSCOM and the supported combatant command.

(12) Commander,USJoint ForcesCommand. CDRUSIFCOM'srolein CSistoprovide
support to other combatant commeandsasthejoint force provider, joint forceintegrator, andjoint force
traner.

(13) USArmy Cor psof Engineers. USACE conductsitsemergency responseactivities
under two basicauthorities: the Hood Control and Coasta Emergency Act and the Stafford Disaster
and Emergency AssistanceAct. Under the Flood Control and Coastal Emergency Act, USACE
providesdisagter preparedness sarvicesand advanced planning messuresdesigned to reducetheamount
of damage caused by animpending disaster. Under the Stafford Act, USA CE supportsDHSFEMA
inexecuting the NRP, which callson 30 federal departments and agenciesto provide coordinated
disaster relief and recovery operations. Emergency responsesusudly involve cooperation with other
federd agenciesinsupport of sateandlocd efforts. Withinthe NRP, DOD designated USACE asthe
primary agency for planning, preparedness, and response under the ESF #3, “ Public Works and
Enginearing.” ESF#3 provideslifesavingor lifeprotecting ass stanceto augment effortsof theaffected
date(s) andlocd responseeffortsfollowingamgor or catagtrophicdisaster. Publicworksandengineering
supportincludestechnica adviceand eva uations, engineering services, condruction management and
Inspection, emergency contracting, provision of emergency power, emergency repair of wastewater
and solidwadtefacilities, and redl estate support.

b. Reserve Component. NG and reserveforces are collectively referred to as RC forces.
They are dso an essentid part of the CS operationa force when mobilized and consist of the
Army National Guard of the United States (ARNGUS), the USArmy Reserve (USAR), the US
Navy Reserve (USNR), the US Marine Corps Reserve (USMCR), the Air National Guard of the
United States (ANGUS), the USAIr Force Reserve (USAFR), and the US Coast Guard Reserve.
Guidelinesfor the utilization of RC forces when called to federd active duty are found in Title
10 USC.

(1) ReserveForces. Each member of the RC is structured and operated in amanner
smilar to itsrespectiveAC counterpart. Unlikethe ARNGUS and ANGUS, the remaining four
RC organizations (USAR, USNR, USAFR, USMCR) operate under the same C2 relationships
in both peacetime and wartime and do not have state-specific relationships. When called to
active duty, RC forces conduct HD and CS missions under Title 10 USC guiddlines exactly as
ACforces. Whileon activeduty, membersof theUSAR, USNR, USAFR, and USMCR aresubject
totheprovisonsof theUniform Codeof Military Justice(UCMJ). Resarveforcesarecdledtoactive
duty through themobilization/demobilization process. Title 10 USCresarveforcesareableto execute
CSmissonsininvoluntary annud trainingif theunit hasnot completed thistraining during thefiscd year.
Reserveforcescan dso serveon CSmissonsinavolunteer status,
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(2) National Guard. TheNG isboth part of the RC of the United States military and a
conditutionaly authorized organized militia Traditiondly theNG servesitssates andlocd communities
under themilitiaclauseand servesasasdtrategic, and operationd, reserve of the United States. The
Army Nationa Guard (ARNG) and theAir Nationa Guard (ANG) of the United States(ARNGUS
and ANGUSrespectively) arefederd reserve componentsand arefederdly funded to meet federd
sarvicespedfictraining requirements. Every Nationd Guardsman be ongstobaothther respective State
ARNG or ANG andthe corresponding federal component aswel (ARNGUSorANGUS.) TheNG
isacritical resourcein domestic emergenciesand isan effectiveforcemultiplier tocivil authoritiesin
responding to disastersor actsof terrorismat thestateand local leve.

(@ TheArmyandAir NG areestablished in 54 statesand territories, including the
Commonwedlth of Puerto Rico, the Territory of the USVirginIdands, theterritory of Guam, andthe
Didrict of Columbia. Withtheexceptionof theDidtrict of Columbiawhosehead isthe” Commanding
Generd” and reportsthrough channd sultimately to the President of the United States, thehead of the
NG ineach gtateistheadjutant generd (TAG), who reportsto thegovernor.

(b) Unlikethefederd reserve, amember of the NG may servein oneof threestatuses:

1 Titlel0USC gatus—federd activeduty. Themember isorderedto activeduty
under varioussectionsof Title10USC. Pay and dlowancesarefederdly funded, and themember is
under federal command and control and subject tothe UCMJ.

2. Title32USCdaus Thisgstatusisusaedfor bothtrainingand certain operaiond
missions. A member’spay and dlowancesarefederdly funded, but themember isunder sate C2and
subject tothestate military code versusthe UCMJ. For training, thisstatusincludesweekend drills,
annud training, and certainother typesof training paid out of reserveforcegppropriations. Operationdly,
thisstatusisused for CD missions, HD activities, and theWMD CSteams. Title32 USC statushas
aso beenusedto securesrategicfadilities, such asarports, pharmaceuticd labs, nuclear power plants,
and border crossings.

3. StateActive Duty status. Under provisions of state law amember can be
ordered to state active duty under the C2 of agovernor. Pay and allowances are state funded and
the member is subject to the state military code versus UCMJ. This status is typicaly used for
state responses to natural and man-made disasters and civil disturbances.

() Unless activated in federa service (Title 10 USC), the NG is under state or
territorial control. Title 32 USC confirmsthestateor territoria control over theNG in peacetime
without the restraint of the PCA and is the preferred status for domestic employment and is
consistent with the NRP for CS operations.

(d) TheNGingateactiveduty or Title32 USC gatusislikely to bethefirst military
forceto providesupport for aCSincident. Under thecommand of agovernor, NG actionsareclosdy
coordinated with those of stateagencies, statepolitica subdivisons, triba governments, neighboring
and supporting Sates, NGOs, and federa agencies, toincludeDHSand DOD. Inmany states, TAG
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isthestate Director for Emergency Management and Director of HS, and assuch, not only directsthe
responseof thestate’ SNG forces, but also directsthe state' sresponseto CM. Figurell-3 depictsthe
vaiousTAGroles.

(e) TheNG dongwiththerest of the USArmed Forcesistransforming to meet the
chdlengesof the21st Century. Itisvita torecognizethe NG capabilitiesthat will interact withand be
operatingin adisaster areaduring CSoperations. Thefollowing NG initiativeshighlight themaor
programs DOD should befamiliar with because state and federal military forceswill work closdly
together to coordinate support, minimizetheduplication of effort, and establishunity of effort. Pursuant

THE ADJUTANT GENERAL ROLES

The Adjutant General also serves as

- State Director Emergency Management (EM)
- State Director Homeland Security (HS)

- State Director HS, State Director EM

Figure 1I-3. The Adjutant General Roles
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to recent changesto Title 32 USC, Section 502(f), the NG can also perform operationa missions
authorized by the Presdent or SecDef.

1. Joint ForceHeadquarters State (JFHQ-State). Each statehasa JFHQ-State,
whichintegratesArmy andAir NG resources. The JFHQ-State provideafocd point to operatejointly
with combatant commandsand any federd JTFsthat may perform HD or CSmissonswithinagate's
boundaries.

2. Joint Task Force State (JTF-State). The NG of each dtate is capable of
establishing aJTF-Stateto facilitate thejoint employment of state NG resources under the JFHQ-
Statefor operationa missionsin support of acivil emergency ineither astateactiveduty or Title32
USC gatus. These JTFsaretail ored tothe operationd requirementsand NG JTF commanderswill be
certified by DOD to s multaneously command both federa and statemilitary forces

3. Nationd Guard Reection Force(NGRF). The NGRF providesrapid reaction
forcestoeach Satethat, at therequest of thegovernor or the President, iscapableof supportingloca or
gateL EAsinsupport of missonssuch assecuring criticd infragtructure.

4. Wegponsof MassDestruction—Civil Support Teeam (WMD-CST). TheWMD-
CST providesspecidized cgpabilitiesdes gned to support civil authoritiesat adomestic CBRNE terrorigt
incident Steby identifying CBRNE agents/'substances, ng current and projected consequences,
advising onresponsemeasures, and ass sting with gppropriaterequestsfor state support.

5. CBRNE Enhanced Response Force Package (CERFP). TheNG CERFPs
providearegiona response capability comprised of existing traditional NG unitstask organized
to respond to WMD attacks and are capable of performing search and extraction, casuaty/
patient decontamination, massmedicd triage, and trestment at aCBRNE incident.

c. Combat SupportAgencies
(1) DefenseThreat Reduction Agency (DTRA). DTRA providesservicesand support
to DOD componentsfor combeting threatsto nationa security. DTRA offersarangeof capabilities
reaingto CBRNE.

(8 DTRA's Operations Center maintains Situational awareness and serves as a
point of contact for accessto avariety of support including:

1. Secure communications.

2. Technicd reech-back for warfightersand first responders, ona24-hour, 7-day
per week basis, intheform of subject matter expertson DTRA computationd tools.

3. Liasonand coordination of asstancefrom CCDRsand other federd agencies
inresponseto anaccident or incident.

4. Dataon€ffectsof radiationondectronics.

11-14 JP 3-28



Department of Defense Operationa Environment

5. Modding/smulaionfor CBRNE andys sand hazard/consequenceprediction.
DTRA hastheHazard Prediction and A ssessment Capability and ConsequenceAssessment Tool Set
toforecast damage such asblast, heat, radiation, and hazardous material release and the effects of
unpredictable phenomenasuch asnaturd or man-madedisasters.
Note: Thelnteragency Modeling and Assessment Center providesatmospheric hazard predictionsin
support of thefederal response.

6. Information onlocationand cgpabilitiesof goecidized DOD and Department of
Energy assetscapableof regponding to accidentsor incidentsinvol ving radioactive materias.

7. Nudear forengcsfor domestic nuclear event atribution.
8. Supporttolaw enforcement investigations,
(b) DTRA hasthecapability to deploy thefollowing kindsof support assets

1. Liaison Officers. Whileaready on-siteat certain combatant commands,
additional LNOs could be dispatched to other commands as required.

2. CM Advisory Teams. Teamsof two to nine experts, including planners,
modelers, lawyers, public affairs (PA) speciaists, CBRNE specidlists, radiation physicians, and
hedlth physicists.

3. Joint Saff Integrated Vulner ability Assessment Teams. Assessmission,
personnd, andingtallation vulnerability toterrorist attack.

4. Balanced Survivability Assessment Teams. Assess essential mission
systems and critical infrastructure survivability.

5. Technical Support Teams. Provideon-siteand direct technical support of
DTRA computationd toolstowarfighterssupporting their full spectrumof missonaress.

(2) National Geospatial-Intelligence Agency (NGA)

(@ NGA isacombet support agency which providesgeospatid intdligence(GEOINT)
insupport of DOD, thenationd intelligence community and federd decisonmakers. GEOINT isthe
exploitationand anays sof imagery and geospatid information to describe, assess, and visudly depict
physical featuresand geographicaly referenced activitiesontheEarth. GEOINT consstsof imagery,
imagery intelligence, and geospatia information. Combatant commandsdirectly task NGA toprovide
GEOINT for planning and cris sand consaquence management. GEOINT dso supportsavil authorities
inther ability torapidly respondto threatsby providing geo-referenced visud and dataproductsthat
serveasafoundation and common frameof referencefor any operation. NGA aso support nationd
gpecid security events(NSSES) and man-medeor technologicd disasters. NGA providesdirect andyticd
support through thel ead federd agendesand/or combatant commandsprimearily through thedeployment
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of team specidistsin responseto natura disasters, to include earthquakes, floods, hurricanes, and
wildfires. Thestandard production includesimagery-derivedinitid damageor recovery mitigation
assessments, andytica reporting through NGA intelligencebriefsand geospatid Stuationd avareness
products. Andytica support and reachiback capability isa so supplemented by NGA spedcidissembedded
withinthe combatant command'sintelligence center.

(b) NGA dso provides support in the form of the Domestic Mobile Integrated
Geogpatid-Intelligence Sytem (DMIGS). DMIGSisamohbilesdf-contained vehiclethat integrates
GEOINT anaysshardware and softwarewith arobust communication system, enabling deployed
andygtsto recelveand send datainstantaneoudy to NGA facilities, dlowing other NGA analyststo
collaborateremotdy onanayssand products. TheDMIGSdlowsNGA andyststowork directly at
thesiteof thecrigsor specid event and providetimecritica information on demand.

d. CivilAir Patra/Air ForceAuxiliary. The CAPisanationwidevoluntary organization supported
by theAir Forcetha servesastheAir ForceAuxiliary. CAPIsidedly suitedtoperformavariety of CS
taskssuch asair and ground search and rescue, disaster relief, and CD. Itsmembersfly morethan 95
percent of theinland search and rescue missionsdirected by the Air Force Rescue and Coordination
Center. CAPassgsthe USCustoms Service, Drug Enforcement Adminidiration, and Forest Servicein
their CD efforts. CAPaircraft fly CSmissonssuch assurveillanceof critical infragtructure, airborne
communicationsrelay, and airlift of critica cargo. During HurricanesKatrinaand Ritain 2005, CAP
provided near redl timeaerid imagery of flood damaged areasfor civil authoritiesaswell asground
missionssuch ashouseto house searching of neighborhoodsand passing out emergency supplies. CAP
has 52 wings— one wing for each state, Puerto Rico, and the District of Columbia. Wingsare
subdivided into groupsand squadrons.

e. TheDepartment of Homeand Security. DHSleadsthe unified nationa effort to secure
America. They prevent and deter terrorist attacks and protect against and respond to threatsand
hazardsto thenation and will ensuresafeand secureborders, welcomelawful immigrantsand visitors,
and promotethefree-flow of commerce.

For moreinformation on DHS see Appendix E, * Department of Homeland Security.”

f. TheUSCoast Guard (USCG)isaMilitary Servicewithinthe DHS dedicated to protecting
the safety and security of theUnited States. Assuch, it operatesglobaly; onthehigh seasandinUS
territorid waters, and hascertainfederd law enforcement authoritiesashore. Itisafedera LEA andan
Armed Force of the United Stateswhose Service secretary isthe Secretary of DHS. Itisthelead
agency for maritimedruginterdiction andthe co-leed agency for ar drug interdiction operations, dong
with US Customsand Border Protection. The USCG defendsthe United States' seaward frontier
agangillega drugsandillegd immigrants. TheUSCGisasothelead agency for maritimesearchand
rescue. TheUSCGisthelead agency for coordinating al maritime security planning and operationsin
theportsandinlandwaterways, including dl effortsto prevent attacksandto mitigatethe consequences
of an attack should oneoccur. The USCG'scounterterrorism teamsareready tointercept terrorists
beforethey ever reachthehomeand. Intimeof war, theUSCG could betrandferred to the Department
of theNavy for operations. Initsmaritimelaw enfor cement role, USCG hasjurisdictionin both
USwater sand on thehigh seas. Inthiscapacity, the USCG may makeinquiries, examinations,
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inspections, searches, selzures, and arrests upon the high seas and waters over which the US has
jurisdiction, for prevention, detection, and suppression of violationsof lavsof theUS. 1t isunique
amongthe Servicesin that it hasstatutory law enforcement authority. DOD throughtheUS
Navy provides CSto DHS(USCG) in the maritime domain through existing EXORDs and the
Memorandumof Agreement Between the Department of Defense and the Depar tment of Homeland
Security for Department of Defense Support to the United Sates Coast Guard for Maritime
Homeland Security.

g. Interagency Partners. CSmissionsrequiredetalled planning andinteragency coordination
todevelop operationd rdaionshipswithother federa departmentsand agencies Incertan drcumstances
DOD’sdependenceon non-DOD organizations, informetion, assstsand infrastructurescould becriticd
intheaccomplishment of CSmissons

(1) Environmental Protection Agency (EPA). EPA servesasthe ESF#10, “Oil and
HazardousMaeridsResponse” Coordinator and asasupport agency totheFBI for technicd operations,
and asupport agency to DHSFEMA for CM. EPA providestechnicd personnel and equipment tothe
federa agency with lead respons bility during al aspectsof WMD incidents. EPA assi stance may
includethreet assessment; domesticemergency support teem (DEST) and regiona emergency response
team deployment; federal agency withlead respongbility advisory requirements, technica advice, and
operationd supportfor chemicd, biologicd, andradiological rd eases; agent identification; hazard detection
andreduction; environmenta monitoring; sampleandforengcevidencecdlectionandandys's identification
of contaminants; feasibility assessment; clean-up; and on-site safety, protection, prevention,
decontamination, and restoration activities. EPA and USCG shareresponsibilitiesfor responsetoail
dischargesinto navigablewatersand rel eases of hazardous substances, pollutants, and contaminants
intothenatura and physcd environment. EPA providesthe predes gnated federal on-scenecoordinator
forinland areaswhile USCG coordinatesresourcesfor the containment, remova, and disposd activities
and resourcesduring an oil, hazardous substance, or WMD incident in coastdl aress.

(2) Department of Health and Human Services(DHHS). DHHS servesasthe ESF
#8, " PublicHedthand Medica Services” Coordinator. DHHS ass sancesupportsthreat assessment,
DEST deployment, epidemiological investigation, and lead federd agency advisory requirements, and
technicd asssancerequirements. DHHS sarvesasasupport agency tothe FBI for technicd operations,
and asupport agency to DHSFEMA for CM. DHHS providestechnica personnel and equipment to
thefedera agency withlead responsbility during al aspectsof anincident. DHHS canaso provide
regulaory follow-upwhenaninddent involvesaproduct regulated by theFood and Drug Adminigration.
Operationd support to DHSFEM A may includemassimmunization, massprophylaxis, messfatdity
management, pharmaceutica support operations(Strategic Nationd Stockpile), contingency medicd
records, patient tracking, and patient evacuation and definitivemedica careprovidedthroughtheNDMS.

(3) United SatesDepartment of Agriculture(USDA). USDA servesasthe ESF#4,
“Hirefighting,” and ESF#11, “ Agricultureand Naturd Resources,” Coordinator, asupport agency, and
aprimary agency toDHSFEMA by identifying food ass sancerequirements, and securing and arranging
for thetrangportation of food ass sanceto affected areas. USDA/Forest Servicemanagesand coordinates
firefightingactivitiesby providing personnd , equipment, and suppliesin support of firefighting operations
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(4) General ServicesAdminigtration (GSA). GSA servesasthe ESF#7, “ Resource
Support,” Coordinator and primary support agency to DHS/FEMA during disaster relief and CM
operations. GSA providesemergency supplies, space, officeequipment, td ecommunications, contracting
services, trangportation services, and security services.

(5) American Red Cross. TheARC servesasaprimary agency for coordinating mass
caresupport during disadter relief and CM operations. Support may includeshdlter, feeding, emergency
firg ad, disaster wdfareinformetion, bulk distribution, supportive counsding, blood, and blood products.

(6) Department of Sate. DOSsarvesastheprimary agency for coordinating support and
donationsfromforeign sources(indudingintergovernmentd organizations). DOSesablishedthe*US
Entry Guide’ webste (Www.useg.org or www.useg.net) whichidentifiesUSdiplometic clearanceand
landing authorization requirementsfor foreign datearcraft enteringtheUSand lissDOSand Service
requirements, and clearance requirementsfor international and domestic civil aircraft touseDOD
ingalatiionsin USterritory. Incoordinationwiththe Officeof USForeign Disaster Ass stlanceand/or
the United StatesA gency for Internationa Devel opment, DOD may berequired to establishlocations
torecaveinternaiond in-kind donations(induding foraignmilitary donations).

5. Command and Control

a Supported Combatant Commander. For CSoperations, SecDef designatesasupported
CCDR. Ordinarily, thiswill be CDRUSNORTHCOM for CSmissionsin CONUSand Alaska;
CDRUSSOUTHCOM in Puerto Rico or the US Virgin Idands, or CDRUSPACOM for Hawali
and the Pacific region. JDOM S publishesan EXORD to further delineate support rel ationships,
available forces, end state, purpose and SecDef approved scope of actions.

b. Joint Task Force. Thesupported CCDR designatesaC2 headquartersto executethe CS
operations. Based ontheseverity of theSituation the supported CCDR may deploy aJTFtothe JOA
for CSoperationsin support of aprimary or coordinating agency.

(1) Deployment of aJTFisnot contingent onarequest from the primary or coordinating
agency.

(2) A catastrophicevent may dictatethedeployment of multiple JTFs.

(3) TheNRPgatesthat if aJTFisestablished, cond stent with operationd requirements,its
command and control eement will be collocated with the PFO at the JFO to ensure coordination and
unity of effort. Thecollocation of theJTFcommand and control dement doesnot replacetherequirement
foraDCO/DCE asapart of the JFO coordination taff and it will not coordinaterequest for assstance
for DOD. TheDCOisthe DOD singlepoint of contact at the JFO.

(4) EtheragandingJTFor oneconfiguredfor pecificmissonsprovidesemergency assgance
acrossdl linesof support. TheJTF may requiregreater proportionsof support unitsand capabilities
than requiredinacombat deployment.
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(5 TheJTFwill usudly exercissOPCON/tacticd control of DOD forcesatachedinsupport
of thefederd effort withinthe JOA.

(6) All classesof supply and al typesof servicesmay berequired. Closecoordination
betweenthe JTF and ESF coordinator isrequired. Interfacefor coordinationisthroughthe DCO.

c. DefenseCoordinating Officer. TheDCOisthe DOD singlepoint of contact at the JFO.
RFAsarevalidated through the DCO and forwarded through designated DOD reporting chain.

(1) DCOs, ass3gnedtoARNORTH, arepermanently stationedintheten FEMA regions, at
or near the FEMA RRCCs. Additiond DCOsmay berequired for multiple JFOs.

(2) C2of DCOsisdirected by thesupported CCDRinan EXORD for CSmissons. They
may report directly to the supporting CCDRortoaTHJTE

(3) TheDCOissupported by the DCE, anadministrativeand support Saff congging of five
permanently assigned personndl.

(4) Augmentationto DCEwithinaJFOisgeneraly required from adefense coordinating
unit congsting of emergency preparednessliaison officers(EPL Os), speciaty staff augmentees, and
additiona personne fromthe Services.

(5) A DCO can aso havelimited C2 of DOD forcesthat are operationd in the JOA
for CSmissions, based onthe EXORD. A TF or JTF would likely be deployed for C2 of larger
numbers of DOD forces.

d. Emergency PreparednessLiaison Officers. EPLO postionsareauthorizedinesch FEMA
region and state (see Figure I1-4). Regional EPLOs provide DOD liaison with FEMA regional
organizationsand agencies, facilitate planning, coordination, and training for military supporttocivil
authoritiesand nationd security emergency preparedness, advisefedera agenciesand organizationson
DOD capabilitiesand resources,; advocate mutua support required by DOD; and, on order, augment
DOD responsefor CS.

(1) Theyareadminigtered by andreport to program managerswithintheir respective Services
who ensure EPL Osaretrained, equipped, and maintain current proficiency ontheNRP,NIMS, CS
proceduresand reedily available Servicecapabilities.

(2) They areactivated and employed by their Servicesat therequest of thesupported CCDR.
They aretranedindisagter preparednessand CSoperations. EPL Osadvisedivil authoritiesonmilitary
resourcesand capabilitiesand facilitate coordination between civil authoritiesand DOD during Sateor
federd exercisesor CSoperations.
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(3) Onceactivated, EPL Osareass gned/attached to the supported combatant command
and then could be directed by the DCO uponthe DCO'sarriva inthearea. Support of the DCO
operationineachregionisapriority for al of the Services. Army EPL Oswill beassigned/eattachedto
ARNORTH andwill most likely bedirected by the DCO and assigned wherever needed.

(4) Stateemergency preparednessliaison officers(SEPLOs). SEPL Oshabitudly support
the DCO, but can belocated pre-event at the RRCC and then moveforward to the JFO onceestablished
withtheDCO. SEPL Osprimarily support theDCO but areoriented towardsthestate EOCsand NG
JFHQs. SEPLOsasowork withthe DCOintheJFO asrequired. EPLOsof al typesand Services
havehistorically demondrated avast gptitudeat making Sgnificant contributionsinawiderangeof CS
operationsand they can befound workinginthe DCO operation, asLNOsto the ESFs, state EOCs,
NG JFHQs, JTFs, ARNORTH operationa command posts (1 and/or 2), base support installation
(BSl), IDOM Sand other placeswherether servicesarerequired.

FEDERAL EMERGENCY MANAGEMENT AGENCY
REGIONAL CHART

Figure 1l-4. Federal Emergency Management Agency Regional Chart
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For moreinformationon EPLO, refer to DODD 3025.16, Military Emergency PreparednessLiaison
Officer (EPLO) Program.

6. Interagency Coordination

a For CSoperations DOD must coordinatewithavariety of other government agencies(OGAS),
induding LEAs. Agreementsbetween DOD and OGAsmay hdpindefiningthescopeof supporttobe
provided ether routindy or inan emergency. However, theseagreementsmay not condtitute SecDef
pregpprova of DOD support for al CSmissons.

b. Synchronization, coordination, and integration of al instruments of nationa power are
required to ensure the successful execution of CS missions. The challenges facing the Nation
areincreasngly complex andwill requiretheskillsand resourcesof many organizations. Someguiddines
for interagency coordination arelisted below:

(1) Identify CSmission capabilitiescompliant with NIM SIncident Command Systemand
governing federd statutes, policy, guiddines, and best practices.

(2) Identify DOD agenciesand organizationspotentidly involvedintheoperation.
(3) Identify key dementsof informationthat variousagenciescanshare.
(4) Identify requiredresources.
(5) Edablishinteragency assessmentteams.
c. Chalenges of Interagency Cooperation and Coordination during CS Operations.

(1) CSisconducted in a complex environment with literaly thousands of different
jurisdictionsand agencies (federal, state, triba, andlocal). CSmay at timesinvolve neighboring
countries due to the proximity of an event to nationa borders and the interconnectedness of
nations. Thiscomplex environment necessitates coordinated and integrated operationswith agency
partnersto enablerapid mutua aid, inresponseto natura or man-made disastersor during national
emagences

(2) DOD ectionsin CSoperationsmay requirerapid responseto mitigatetheimpact of a
disaster on USdomestic populaionand criticd infrastructure. Lega and policy congtraints, guiddines,
intensvemediacoverage, multiplejurisdictions and thecompeting demandsby variousleve sof politica
authoritiesmay complicatetheeffectivenessof DOD response. Thisenvironment necessitatesan effective
interagency and PA processand program.

(3) Interagency coordination can at timesbeasgnificant challengeandtakeconsderable
effort, yet it also providesnumerousbenefitsand “force multipliers’ for DOD and its CSpartners.
Expanded information sharing and theinteraction with agency liaison personne prior toand during CS
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exerdsesand operaionsggnificantly enhancered-timeinformation sharing and coordination activities
andimprove CSrelated response capabilities.

(4) USmilitary forcesperforming CSmissionswill work through the primary agency in
support of Sate, locd, andtriba governmentsand agencies. Interagency cooperationand coordination
isessentidly aUSG condtruct, and gate, locd andtribd partnersmay beunfamiliar withitsstructureand
processes, or even constrained on how they can participate by their own laws, regulations, and/or
politicd direction. Commandersmust exerciseflexibility andingenuity inorder toachieveunity of effort
inthiscomplex domesticenvironment.

d. Thecombatant commandinteragency process complementsand supportsthehigher leve or
drategicinteragency process, and may involvesuch key dementsasjoint interagency coordination
groups(JACGs); theater security cooperation programs, plansandinitiatives, country teaminteraction
and coordination; andannex V (Interagency Coordination) toformd operation plansand CONPLANS,
al desgned to enhanceinformation sharing, effectivejoint andinteragency planning, and maximize
coordinated operations.

e. Elementsfor Interagency Coordination

(1) Joint Interagency Coordination Group. TheJACGisaninteragency staff group
that establishesregular, timely, and collaborativeworking relationshipsbetween civilianand military
operationd planners. Composed of USG civilianand military expertsaccredited tothe CCDR and
tailored to meet the requirements of asupported CCDR, the JACG providesthe CCDR with the
cgpatility tocollaboratea the operationd leve with other USG civilian agenciesand departments. Itis
the CCDR sprimary interagency forumto shareinformetion, analyzeongoing activities, and anticipate
futureinteragency actions, implications, and/or consequences.

(2) Agency Representativesand Command Representatives. Subject matter experts
(SMEs) and LNOs from key partner agencies and commands facilitate effective two-way
communication, coordination, and cooperation. A formally established liaison and representative
link between thecombatant command and thepartner agency isbeneficid toboth organizations. Spedific
focusshould beonagency or command LNOswhose organizationsplay akey part in successful and
seamlessexecution of CSoperations. Regardlessof mission, having key partner agency and command
representativeswill beessentid for the CCDR conducting operationson USterritory. Equaly importart,
combatant commands may locate a command representative or LNO at key partner agencies
commensuratewith their operationd requirements. Agency representativesor command LNOsare
more effectivewhen they have accessto command leadership, key staff, and key working groups.
“Onrthe-ground”’ agency representativesand command L NOsl ocated at acombatant command should
typically belocated wherethey will bemost ussfully engaged, supportiveof command activities, and
beneficid tother parent agency or command. However, they dso need to havean ongoinginterface
withthecombeatant command JACG Thismaximizesther participationinand support of theinteragency
processand benefit tother particular agency or combatant command.
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(3 Interagency Coor dination Group (IACG)/Interagency Planning Cdl (1PC). Within
the JACG somecommandscan arestean | ACG/IPC. Thel ACGistheinteragency inddent management
group for the JACG during contingencies, and providesa24x7 capability if required. ThelACGis
formed by membersfromthe JACG (which providespeople, resources, and reach-back capability for
additiond subject matter expertise) andisaugmented by availableand required agency representetives
and command LNOs. Thesepersonnd collaborateto providethe CCDR and staff aclear pictureof
interagency activitiesandtheirimplications. Thel ACG missonistointegrateand synchronizeinteragency
adtivitiestoensuremutud underganding, unity of effort, andfull spectrumsupport. A groupsmilartothe
IACGisthel PC, whichisactivated upon receipt of CICS swarning or dert order or at thedirection of
the CCDR. ThelPCisestablished to providetimely adviceto the CCDR about the capabilities/
resourcesof other agenciesinthe CSeffort. An1PC will enable coherent and efficient coordination
through the participation of interagency SMEs. Whether anl ACG or an | PC, thiselement providesthe
CCDR aninteragency action cell focused on contingenciesthat can assst and enhancethecommand's
execution of the CSeffort.

For further reference, see JP 3-08, I nteragency, I ntergovernmenta Organization, and Nongovernmentd
Organization Coordination During Joint Operations(Vols. 1 & 2).

7. Information Environment

The*informationenvironment” istheaggregatedf individuds, organizations and sysemsthat collect,
process, disseminate, or act oninformation, and theinformationitsalf. CSmissonsrequirecombatant
commandsto sharedataand information among DOD and non-DOD mission partners. Oneof the
chdlengesistoensure DOD systemscan accommodatethisoperationd necessity, bletointerfaceand
interoperatewith communicationssysemsthat exist outsdeof DOD, inasecureand seamlessmanner.
Threecomponentsaof providing anavailableand effectiveinformation environment areardiable, robust
communicationssystem, information sharing among mission partners, and assuring and defending our
criticd informationinfrastructureagaing threstsand aggression.

a CommunicationsSystem. A reliable, robust communications system enablescentraized
planning and the coordinated and mutualy supporting employment of forcesand assets. Itincludes
command centers, operations centers, processing and distribution centers and associated systems,
deployed sysems, and datasources. Sharing systems, information and thedecis onsgenerated by them
among misson partnersensuresasynchronized effort andfadilitatesdecentraized executioninadynamic
environmen.

(1) Traditional Communications. Traditionad communicationssystemswill serveasthe
backbonein support of CSoperations. They must beinteroperable, mobile, secure, and capabl e of
supporting voice, data, and video to most effectively contributeto C2. Planning for theintegration of
spectrum resource alocation will enable the DOD, federal, State, triba, and local respondersto
interoperate.
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(2) Nontraditional Communications. Infrastructuremay bedamaged, thusDOD must
identify cagpabilitiesto bridgethegap until infrastructureisrestored. Nontraditiona systemsthat are
scalable, interoperable, and complementary with those used by codlition and civilian partnersmay be
essentiad and should d so support thedissemination of voice, data, and videoinformation.

(3) Network Operations. Thecombatant command communicationssystemdirectorate
isrespongblefor providing thecommunication syssem nesded to support rdiableandtimdy information
flow insupport of joint operationsby providing thester guidanceand priorities. Theater guidanceand
prioritiesareexecuted through thethesater network operationscontrol center which monitorsstatusof
critical communicationssystemsand coordinateswith communitiesof interest withintheAOR.

b. Information Sharing. Theneedto shareinformationisan operationd necessity tominimize
thepotentid for operationd ggps. Theoveral god isseamlessaccessto trustedinformeationthroughout
theresponseeffort.

(1) Toensureflexibility andinteroperability with misson partners, informationmust beshared
tothemaximum extent possible.

(2 Aninformationsynchronizationgroup enablesthecallaboraiveenvironment by employing
information liaisonswho fuse operationally relevant information acrossall levelsof command. This
organizationisvitd toeffectiveinformation sharingand must transcend organizationd, policy, andtechnica
bariers

c. Critical Information Infrastructure Protection. HSPD-5, Management of Domestic
Incidents, and HSPD-7, Critical Infrastructure Identification, Prioritization and Protection,
establishnationd policy for managing threstsandincidentsin cyberspace. The NRPimplementspolicy
todiminatevulnerabilitiesand srengthen cgpaiilitiesto prevent/mitigete, preparefor, respondto, and
recover from the consequencesof cyberspaceincidents.

(1) TheDHSNationa Cyber Response Coordination Group (NCRCG) istheprincipa
interagency mechanismfor managing cybersoaceincidentsof nationd sgnificanceor havingsgnificant
cyberspace consequences. TheNCRCG of which DOD isamember, facilitatesfederd coordination
of reponsetoacybergpaceincident. DOD hasadatutory roleto protect criticd informationinfragtructure
andkey assts.

(2) Whendirected by thePresdent or SecDef, DOD will provide protection of DOD and
non-DOD criticd networksagaingt threat and aggression.

(@ TheDefenseCriticd Infrastructure Program supportsphysical protection effortsof
DOD componentsand non-DOD mission partners.

(b) CDRUSSTRATCOM uses network operations (NETOPS) to support the
NCRCG and to operate and defend the Globa Information Grid (GIG). NETOPS operators
perform functionsto sustain operationa readinessof the GI G provideintegrated network visibility
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and end-to-end management of networks, global applications and servicesin support of DOD’s
warfighting, intelligence, and businessmissions. The scope of NETOPSincludesinfrastructure,
organization, personnd, procedures, and componentsthat collect, process, store, transmit, display,
disseminate, and act oninformation.

8. Chemical, Biological, Radiological, Nuclear, and High-yield Explosives
Environment

a TheStrategy for Homeland Defense and Civil Supportidentifiesasoneof itsprioritiesCM
support of civil authoritiesfor domestic CBRNE masscasudty atacks.

b. CBRNE.incidentsmay beddiberateor unintentional. Not al domestic CBRNE incidentswill
necesstateafederd or military response. Thepotentid for multiples multaneous CBRNE attackson
USterritory that would result in mass casuatiesmust be considered in operationa CSplanningand
traning.

¢. Individud characteridics, effects, and planning cons derationsof chemicd, biologicdl, radiologicd,
nuclear, toxicindustrial materia's, and detonation of high-yield explosivesmust each be gpproached
separately. Each of thesehasuniquephysica characterigtics, specifictarget setsagaingt whichthey
would bemost gppropriatefrom aterrorist point of view, and different CSrequirements.

9. Legal and Policy Considerations

a Legal Condderations. Thelegd authoritiesgoverning theemployment of USmiilitary forces
inCSoperationsconsist of federa laws, executivedirectives, DOD plansand policies, and other
directives, indructions, and regulations, making acomprehensvelega review of CSplansessentid.
Commeanderswill ensurethat thegpplication of military capabilitiesand resourcesiswithinthecondraints
of thelaw. Accordingly, commeanderswill seek legd adviceregarding CSplans, palicies, and operations
fromtheir saff judgeadvocatesto ensureconformity withlega requirements.

For more information on authorities see Appendix F, “ Key Civil Support Legal and Policy
Documents.”

b. Pdlicy Congderations. Military commandersensurethat DOD resourcesareused judicioudy
whileconducting CSoperationsby adhering to theeva uating criteriadiscussed earlier and AW the

fallowingsupportingprinciples

(1) DOD resourcesareprovided only whenresponseor recovery requirementsareor will
bebeyondthe capabilitiesof locd, sate, and federd civil authorities, and whenthey arerequested by a
federd agency withlead responsibility and approved by SecDef. Anexceptiontothisisinthecaseof
immediateresponseauthority (see DODD 3025.15, Military Ass stanceto Civil Authorities). When
requested by civil authorities, or asoutlinedintheMOTR Planfor al maritimethreatsregardlessof type
or location, local commanders can respond to savelives, prevent human suffering, or mitigategreat
property damage under imminently seriousconditions.
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(2) SecDef retainscontrol of assgned Title 10 USC military forcesproviding CS.

(3) TheNG duetolocd presence, will likely bethefirst military responder during acivil
emergency. Theearly employment of NG will usualy beinether astateactiveduty statusor Title32
USC gtatus, both are under the supervision of the adjutant genera and thedirection of thegovernor.
Therearemany advantagesassociated with employment of theNG ineither dateactiveduty or Title 32
USCdaus Mog notably aretheahility to assist law enforcement without Posse Comitatusresrictions,
quicker reectiontimes, established community andinterstateemergency manegement relationships, and
anin-depth underganding of the operating environment. To ensureoperationa continuity, mos, if not
al, deployed NG forcesengaged in supporting aresponsewill remainin state activeduty or Title 32
USC gatusthroughout anevent. Therefore, themilitary responseto extraordinary eventsthat requires
DOD CSwiill beacoordinated effort betweenthe NG in state active duty or Title 32 USC statusand
Titles10and 14 USCforces.

(4) DOD componentsdo not performany function of civil government unlessauthorized.

Refer to DODD 5525.5, DOD Cooperationwith Civilian Law Enforcement Officids, for DOD policy
on providing military support to LEAs, including personnel and equipment.

c. Intelligence Support to Law Enforcement Agencies and Intelligence Oversight.
Commeandersandgtaffsmust carefully consder thelegal and palicy limitsimpasad onintdligenceactivities
insupportof LEAS andonintdligenceactivitiesinvolving USatizensand entitiesby intd ligenceoversght
regulations, policies, and EOs. SeeChapter 111, “Operations,” regarding intelligence supporttolaw
enforcement, and Chapter 1V, Supportingand Sustaining Adtivities” for guidanceonintdligenceoversgrt.
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OPERATIONS

“Our job will be to preserve the Nation’s security by defending the American people
where they live and work, and support civilian authorities as needed. We will also
prepare for the inevitability of uncertainty and surprise. This will be a team effort
from start to finish.”

General Ralph Eberhart, USAF
Commander, US Northern Command, (2002-2004)

1. Categoriesand Types of Operations

CSoperations, for the purposesof thispublication, aredivided into thethreebroad categories of
domestic emergencies, designated law enforcement support, and other activities, based onthe CS
definition. Thesecategories, inmany cases, canoverlgp or bein effect smultaneoudy, dependingonthe
particular circumstancesof theincident. Under the categories, therearebroad typesof CSmissons,
withexamplesillusratedinFgurelll-1. Thisfigureprovidesthesructurefor discussonand understanding
of CS.

a Disagersand Dedlared Emergencies. DOD support inadomestic disaster or aPresdentia
dedarationof emergency isinsupport of theprimary or coordinaing agency(ies). Military commanders
andrespongbleDOD dviliansmay, under certain conditions, respond under immediiateresponseauthority
inorder tosavelives, prevent suffering, and mitigate greeat property damage under imminently serious
conditions. Requestsfor support could comewith someadvancenati ce (weether forecastsand hydrol ogy
surveys), with short notice (intelligenceindicatorsand geologicd activity indicators), but may aso occur
without notice.

(1) Presdential Declarations. Under Safford Act authority, twotypesof actionsmay be
taken, summarized asfollows

(& Major Disaster. The President issues a major disaster declaration after
receiving arequest from the governor of the affected state. Mgjor disaster declarations may be
issued after anatural catastropheor, “regardlessof cause, fire, flood, or explosion.” A declaration
authorizesDHSto administer variousfedera disaster assistance programsfor victimsof declared
disasters. Each mgjor disaster declaration specifiesthe type of incident covered, the time period
covered, the types of disaster assstance available, the counties affected by the declaration, and
the name of the FCO.

(b) Emergency. Thedeclaration processfor emergenciesissimilar tothat used for
mgor disagters; the President may, however, issue an emergency declaration without agubernatoria
requestif primary respongbility restswiththefederd government. Anemergency declarationmay be
issued on* any occasonor ingance” inwhichthe President determinesthat federa assstanceisrequired.
Under an emergency declaration, thefedera government fundsand undertakesemergency response
adtivities debrisremova, andindividud assganceandhousngprograms. Disadter rdief fund expenditures
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CIVIL SUPPORT OPERATION CATEGORIES
AND OPERATIONAL TYPES

Civil Support

Categories

Domestic
Emergencies

Designated

Enforcement

Other
Activities

Disasters and
Declared
Emergencies

Types

Support or Restore

Public Health and
Services and Civil
Order

National Special
Security Events

Periodic Planned
Support

Natural
Disasters

Man-made
Disasters

CBRNE
Incidents

Civil
Disturbances

Border Security
and Immigration
Enforcement
Support

Equipment
Support to Law
Enforcement

Counterterrorism
and Counterdrug

Postal Services

Animal/Plant
Disease
Eradication

Olympics
Support

Super Bowl

Inaugural Support

State Funerals

National
Conventions

Sensitive Support
Operations

Military Training
Exchanges

Community
Relations

Military Lab
Support

Civilian Critical
Infrastructure
Protection

CBRNE - Chemical, Biological, Radiological, Nuclear, and High-yield Explosives

Figure IlI-1. Civil Support Operation Categories and Operational Types

for anemergency arelimited to $5 million per declaration unlessthe President determinesthat thereisa

continuing need; Congressmust benatifiedif the$5 million calingisbreached.

(2) Operationtypesunder thiscategory couldindude:
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(& Natural Disaters. Asasgnatory to the NRP, DOD may be asked to provide
assstanceto DHS/FEMA in an attempt to save lives, protect property, and lessen the threeat of a
catagtropheintheUS. Whennaurd disastersoccur and military assstanceisanticipated, DHSFEMA
will request aDCOwho servesasthe DOD point of contact. Capabilitieswithagloba focus, suchas
arliftand spaceassats, will normally beprovided in support rather than the SecDef authorizing achange
inOPCON. Eventsof thistypecouldindudewildandfires tornadoes, earthquakes, floods, hurricanes,
typhoons, cydones, tidd waves, tsunamis, vol caniceruptions, landdides muddides, avdanches, blizzards,
drought conditions, etc.

(b) Man-made Disasters. A technologica disaster threatensthe viability of the
technologicd system, causesmassvel ossof lifeor property, and may endanger thesocid environment
inwhichit occurs. Technologicd disasters can haveagloba impact, such asthe Chernobyl nuclear
power plant explosion. Eventsof thismissontypecouldindudeaccidentd or intentiona releasesof all
or other hazardousmaterids, power grid outage, terrorist attackson critica infrastructure, tc.

(c) CBRNE Incidents. Theimplicationsof adeliberateor unintentiond largerelease
of aCBRNE arepotentidly catastrophic. A CBRNE event or attack may occur withlittleor nowarning
and may overwhemtheresponse capabilitiesand resources of locd and Satejurisdictionsrequiringa
federd response. Therefore, gpecific atention hasbeenfocused ontask-organizingwithin DOD toplan
for andintegrateitssupport to the NRP primary or coordinating agenciesto manage the consequences
of adomegtic CBRNE event. Aningdlation’'sCBRNE CM responseunder DOD Ingruction (DODI)
2000.18, Department of Defense Installation Chemical, Biological, Radiological, Nuclear, and
High-Yield Explosive Emergency Response Guiddines, isprimarily force protection and continuity
of operations, but may trangtionto aCS miss on depending onthescdeand nature of theincident and
level of support provided. Eventsof thistypecouldindudetheuseof high-yie dexplosives, biologica
attack or accidental release, chemical attack or accidental release, nuclear power plant explosionor
malfunction, c.

For further reference, see JP 3-41, Chemica, Biologica, Radiological, Nuclear, and High-Yield
Explosves Consegquence Management.

(3) Non-dedared emergenciesarethoseemergenciesthat may requirearesponseby DOD,
but for whichaPresidentia disaster declaration hasnot beenissued. Thesemay include situation-
gpecific emergency conditionsthat require support under existing agreementsor lavssuch asflood
control, wildlandfires, and hazardous materialsspills. DODI 6055.6, DOD Fireand Emergency
SrvicesProgram, providesspecific guidancedisagter preparednesstor thefireand emergency sarvices
aboardingdlations Military involvement under thiscategory mightincdlude:

(@ Presdentid directionof DOD support with Title 10 USC forces. Without adisaster
declaration, the Pres dent may aso direct DOD to support theresponseto adisaster or emergency for
aperiod not to exceed 10 days.

(b) Locd commandersproviding*immediateresponse.”
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(© IngdlaioncommanderssupportingandasssingUSdivil authoritiesinCM ativities
under theguidance of DODI 2000.18, Department of Defense Installation Chemical, Biological,
Radiological, Nuclear, and High-Yield Expl os ve Emergency Response Guidelines.

(d) USACE responding per ESF#3, “ PublicWorksand Engineering,” or per ESF#6,
“MassCare, Housing, and Human Services,” or operating under the authority of Public Law 84-99
(Title33USC, Sections467nand 701n).

(e) Responsedirected by SecDef inresponseto agovernor or primary agency RFA.
Directed response may rangefrom providingaDCO to providingasingleor multiple TFsor JTFs
depending onthesituationandlevd of requested support. When possible, assessment ementsfrom
USNORTHCOM, USPACOM, or USSOUTHCOM will deploy to the anticipated operationa area
prior totheevent.

(f) Responsefrom Civil Air Patral (Air ForceAuxiliary). TheCAP/AIr ForceAuxiliary
provides emergency servicesincluding air and ground search and rescue, disaster relief, agrial
reconnaissance, light airlift, and communicationssupport toavil authorities UnlikeTitle10USCforces,
Air Forcepalicy dlowsfor CAP/Air ForceAuxiliary employment supporting civil authoritieswithout
SecDef gpproval.

b. Support and/or RestorePublicHealth and Services, and Civil Order. DOD support
may includeaugmentation of locd first respondersand equipment. It may includelaw enforcement
support, continuity of operations/continuity of government measuresto restoreessentia government
sarvices, protect public heath and safety, and provide emergency relief to affected governments,
businesses, andindividuds. Responsesoccur under the primary jurisdiction of the affected sateand
loca government, wherethe Federal government providesass stancewhen required, or support to
Federd law enforcement agenciesintheexecution of their ownrespongibilities. Whenstuationsare
beyond the capaiility of thestate, thegovernor requestsfederd assstancethroughthe Presdent. The
Presdent may d so direct the Federd government to provide supplementd assstanceto stateandlocd
governmentstodleviaethesuffering and damageresulting from disastersor emergencies. Requedtsfor
DOD support to restorecivil order, restore public services, or reestablisha“norma” stateto meet
societa expectationsmay berecaved with short or nonatice. Military involvement under thiscategory
mightincdudethefollowingtypesof operations.

(1) Civil DigurbanceOperations. ThePresdent hastheauthority to deploy troopswithin
theUnited Satesto enforcethelaws. The Enforcement of theLawsto Restore Public Order, Chapter
150of Title10 USC (formerly Insurrection Act) authorizesthe Pres dent toemploy theArmed Forcesof
theUS, includingthe NG withinthe United Statesto restore order or enforcefederd |aw after amgjor
publicemergency (e.g., natural disaster, serious public hedth emergency, or terrorist attack) when
requested by the state governor or when the President determinesthat theauthoritiesof thestateare
incapableof maintaining public order. The President normaly executeshisauthority by orderingthe
disoerd of thoseobgtructing theenforcement of thelaws. ThePresdent may act unilaterdly tosuppress
aninaurrection or domegticviolationwithout theregquest or authority of thestate/governor andtoexercise
his“mgor publicemergendies’ authority todirect the SecDef to providesupplies, sarvices and equipment
necessary for theimmediate preservation of lifeand property. Such supplies, services, and equipment
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may beprovided: only totheextent that the congtituted authoritiesof thestate or possessonareunable
to providethem; only until such authoritiesand other departmentsand agenciesof the United States
charged with suchrespongbilitiesareableto providethem; and only totheextent thet their provison, in
thejudgment of the SecDef, will not interferewith the preparedness of ongoing military operationsor
functions. Respong bility for thecoordination of thefedera responsefor civil disturbancesrestswiththe
Attorney Generd. Any DOD forcesemployedin civil disturbance operations shall remain under
military authority at al times. Forcesdeployedtoassis federd andloca authoritiesduringtimesof civil
disturbancefollow the use-of-force policy foundin CICSInstruction (CJCSI) 3121.01B, Sanding
Rules of Engagement/Sanding Rulesfor the Use of Force for USForces.

(2) Border Security and Immigration Enfor cement Support. DOD providessupport
toother federd agendiesin border security andintheevent of amassmigrationemergency. Historicdly,
thislaw enforcement support isintheform of technica assstance, sarvices, andfacilitiesand only ona
temporary basis. Geographic CCDRscan expect to be designated asthe supported commander for
the provis on and management of ingtallationsand servicesassociated with housng migrantswhileUS
Citizenshipand Immigration Servicesscreensthemfor admisson and other adminidirativereguirements
DOJmay aso beinvolved asit retainsthelead statusfor any law enforcement response or action
associated withimmigration emergencies. Additiondly, theNational Guard hasanongoing Title 32
USC operationd support misson, called Operation Jump Start, providing S gnificant ass sanceto sscuring
theUSborders. Insupportof USBorder Patrol efforts, Nationd Guard membersassst withsurvelllance,
inddlingfencesandvehicdlebariers and providingtraining.

(3) Equipment and Other Support toL aw Enforcement. Mos of theserequestsarefor
loan, maintenanceand occasionally theoperation of military equipment, or theinformation obtained
fromuseof theequipment. Theuseof themilitary incivil law enforcement rolesisstrictly regulated by
gatuteandimplementing DOD authorities. Military forcesperforminginthisrolewill normaly workin
support of aprimary agency (e.g., DHSor DOJFBI). Depending onthe circumstances, and with
SecDef gpprovd, unitsproviding thissupport may bearmed. When armed, forceswill adheretothe
ganding rulesfor theuseof force (SRUF) foundin CIJCS 3121.01B, Sanding Rulesof Engagement/
Sanding Rulesfor the Use of Forcefor USForces, unless SecDef has approved mission-specific
rulesfor theuse of force(RUF). Military support tocivilian LEAsmay include, butisnot limited to,
support for combatingterrorism, CD operations maritimesecurity andtraining, andthel oan of equipment,
personnel, facilities, or expertise(e.g., ISR cgpahilities). Requestsfor loansof equipment, facilities, or
personnd madeby L EAS shdl bemadeand gpproved AW DOD policy andindructionsfor requesting
civil support, and requiregpprova by the SecDef.

(4) Counterterrorism Operations. TheAttorney Generd, actingthroughtheFBl andin
cooperationwiththeheadsof other federd departments, agencies, and military crimind investigetive
organizations(MCIlOs), coordinatesdomestic intelligence collection and the activities of thelaw
enforcement community to detect, prevent, preempt, and disrupt terrorist attacks, and to identify the
perpetratorsand bring themtojugticeintheevent of aterroristincident. If thereisacrediblethreet,
DOD may aso be requested to support LEASsin apre-positioning of forces, or in the case of an
imminent thregt tolifeor severe property damage, takedirect action until responsbleauthorities(DOJ,
DHS, etc.) canrespond (inthemaritimedomainitislikely tobedirected by aMOTR action). Under
thistypeof support, specific RUF must be establi shed and approved. Inthe absence of preexisting
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RUF, requestsfor RUFfor CSmissionswill be sent through the supported CCDR and JDOM Sfor
development and to the SecDef for gpproval. Miss on-specific RUF may berequired dependingonthe
gtuation. Military responsestoacrediblethreat and actsof terrorism may requireboth CrM

and CM oper ations, which often overlap. DOJFBI istheprimary agency in preventing or resolving
threstsinvolving terrorismandfor crig sresponsethroughout aterrorist threet or act. DHSFEMA leads
CM operationsandisthecoordineting agency withoverdl respongbility for emergency responseactions
tolessen or mitigatethe consequencesof atacksor incidents. Insomestuations, CM may includepre-
event planning for oneincident while conducting post-event operationsfor another. DOD direct support
for CM isprovidedto DHSFEMA or an NRPprimary agency. Under thesecircumstances, supporting
eementsshould coordinate, integrate, and synchronizetherr activitiesand operations.

(5) Counterdrug Operations. CD/counternarcoticsoperationsare conducted under the
authority delegated in CIJCS 3710.01B, DOD Counterdrug Support.

(6) Postal Services. During postal work stoppagesor naturd disastersand disruption of
mall serviceonanationd, regiond, or locd basis, DOD may berequiredto provideassstance. This
may taketheformof materials, supplies, equipment, services, and per sonnd sufficient to per mit
the United States Postal Serviceto safeguard, process, and deliver themail inthoseareasin
whichnorma mail servicehasbeenimpaired.

(@ Legd authority for theemployment of military resourcestoreestablishand maintain
essentid pogtd serviceisfoundinTitle39 USC, Section411. DOD providespostal augmentation
under an interdepartmental transfer of services. Thedeclaration of anational emergency isa
aufficient condition for the selectivemohilization of RC forcesto support theUSPogd Service.

(b) Task organization, operations, logigtics, personnd, PA, command relationships dert
natification procedures, and reportsaresat forthin DOD Postd Augmentation Plan GRAPHICHAND.

(7) Animal/Plant DissaseEradication. DOD may provideass stanceto USDA tocontain
anderadicatean actud or imminent outbreek of plant diseasesor any menacinganimd diseeses USDA'S
Adminigrator for Anima and Plant Hedl th Ingpection Service (APHIS) may request DOD assgtanceif
anemergency arisesfromtheintroduction of aforeignanima or plant diseaseand/or pest.

(8 USDA, DOD, and GSA signed amemorandum of understanding (M OU) that
providesamechanismfor USDA torequest and receivepriority support if the presence of animal or
plant diseases or pests congtitutesan emergency, asdeclared by USDA.

(b) Throughafederd TF, USDA'sAPHIScoordinates, directs, and conductsthefederd
responseto control and eradicateanimal and plant diseasesand pests, reimbursing DOD for actual
codsincurred. GSA providessuppliesand equipment. Given SecDef goprovd whererequired, DOMS
designatesappropriate commanders, Services, or agenciesto conduct the operation and coordinates
Serviceand other federd agency support. The Servicesand other supporting commandersmay provide
inddlationsfor basesof support, provideresources, andidentify and providetechnicdly qudified personnd
toassst USDA asdirected by JDOMS. DOD Veterinary Support Activity may appoint aveterinary
support officer to coordinatewith theregiona anima disease eradi cation officer TFfor any required
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veterinary support. When directed by the gppropriate supported commander, USArmy Hedlth Services
desgnatesand deploysmilitary specidigstrainedinforeignanima diseasediagnogs, epidemiology,
microbiology, immunol ogy, entomol ogy, pathology, and public hedth.

(8) AssistancetoDigrict of Columbiain Combating Crime. Theemployment of DOD
military resourcesto avil authoritiesin combating crimeinthe Didrict of Columbiawill belimitedto:

(@ Military and civiliantechniciansto performnonaw enforcement functions.
(b) Traningfacilities, suchasclassooms, rifleranges, and pistol ranges.

(© Military equipment and supplies.
(d) Suchother assstance, asdirected by thePresident.

c. National Special Security Events. Specia events are categorized by the DHS Specia
EventsWorking Group (SEWG). Usudly, other military operationswill havepriority over thesemissons,
unlessdirected otherwiseby the SecDef. Theseeventswill beassgned apriority by the SEWG and will
normally bemonitored by thecombatant command respongblefor theAORinwhichthey areconducted.
NSSEisadesgnationgivento certanspecid eventsthat, by virtueof their political, economic, socid, or
religioussgnificance, may bethetarget of terrorismor other crimind activity. TheSecretary of Homdand
Sacurity, after consaultationwiththeHome and Security Counall (HSC), shdl berespongblefor desgneting
specid eventsasNSSES. When aspecid eventisdesignated asan NSSE, the United States Secret
Sarvice, aspart of DHS, assumestheroleof primary agency for thedesign andimplementation of the
operaiond security plan. Eventsinthiscategory arenormaly largeevents, generdly with aufficienttime
for planning (except Satefuneras). Multiplefederal and Sateagenciesmay beinvolved, andwill have
well-defined Situation and operational areas. Planning for possibletransitionto disaster supportis
inherentintheseoperations. Specid eventsrequiring DOD support couldindudethefollowing typesof
operations(notethat any of these gpecid eventscould bedesignated asNSSEs): World'sFair, Super
Bowl, Olympics, World Series, and NASCAR events. Specid eventsthat will likely bedesgnated as
NSSEsindude Presdentid inaugurations Stateof theUnionaddresses Group of Eight summit mestings,
World Trade Organization M eetings, United Nations General Assembly meetings, Democratic and
Republican Party nationd conventions, and Satefunerds.

d. PeriodicPlanned Support. Periodic planned supportisconducted to enhancecivil military
rdaionswithinlocd communities Examplesof military involvement areligedfollowingrequest guiddines

(1) All requeststor periodic planned support should adheretothefollowing guidelines:

() Respongbleagency should request support fromNGfirg. All gateshaveestablished
processesfor community relationssupport requests, generdly throughtheir publicaffairsoffices.

(b) DOD capatiilitiesrequestsshould besubmitted tothe Officeof theAssstant Secretary
of Defensefor PublicAffars Attn: Directoratefor Community Relationsand PublicLiaisonasCommunity
RdationgPublicAffairssupport (DODD 5410.18, PublicAffairsCommunity RelaionsPolicy) usng
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DD Form 2535, Request for Military Aerid Support, or DD Form 2536, Request for Armed Forces
Participationin Public Events. Either form can dso besubmitted toArmy, Navy, Marine, or Air Force
publicaffarsofficesfor processng.

(2) Sendtive Support Oper ations. Sendtivesupport to specid activitiesprovided under
DODD S$-5210.36, Provision of DOD Sensitive Support to DOD Components and Other
Departments and Agencies of the US Government.

(3) Military Training Exchanges. Thissupport canbeprovidedincident totrainingas
innovativereadinesstraining under DODD 1100.20, Support and Srvicesfor EligibleOrganizations
and Activities Outside Department of Defense. Military training support can aso beprovided to
locdl firgt respondersby military mobiletraining teams, ingtd lation personnel, or exercisespreparaion
and conduct. Civil authoritiescan request |ocal ingtal lation commandersto provide combat service
support (CSS) (medicd, trangportation, supply, mantenance) or combat support (engineering or security).
Ingtd | ationscan provide support whenit meetstherequirementsof innovativereedinesstraining/support
asincidentd tomilitary training. (Title 10 USC, Section2012).

(4) Community Relations. Thissupportisprovided under DODD 5410.18, Public Affairs
Community RelationsPalicy. Thisincludesmilitary bands, marching units, static displaysaswell as
requestsfor fly-overs, rotary wing support, Golden Knights, BlueAngels, or Thunderbirdsaerial
demonstration support, and military support to ceremoniesinthe NCR. Thissupport may cover
voluntary participationincommunity and civicactivitiesby DOD personnd whenthey participateina
persond capacity inan off-duty status. See DOD 5500.7-R, Joint EthicsRegulation, for additional
guidanceregarding off-duty or persond capacity activities. All requestsfor periodic planned support
should adheretothefollowingguiddines

(@ Responghbleagency shouldrequest support fromNGfirg. All dateshaveestablished
processesfor community relationssupport requests, generdly throughtheir publicaffairsoffices.

(b) DOD capahilitiesreguestsshould besubmitted tothe Officeof theAssgant Secretary
of Defensefor PublicAffars Attn: Directoratefor Community Relaionsand PublicLiaisonasCommunity
Relationg/Public Affairs support (DODD 5410.18, Public Affairs Community Relations Policy)
using DD Form 2535, Request for Military Aeria Support, or DD Form 2536, Request for Armed
ForcesParticipationin PublicEvents. Either form canaso besubmitted toArmy, Navy, Marine, or Air
Forcepublicaffairsofficesfor processing.

(5) Military laboratory support and/or testing and evaluationin DOD facilitiescanbe
providedtocivil authoritiesby agreement andiscategorized asCS.

(6) Militaryworkingdogsupport provided per DODI 5525.10, Using Military Working
Dog Teams (MWDTS) to Support Law Enforcement Agenciesin Counterdrug Missions.

(7) Support provided to the US Secret Service under Title 18 USC, Section 112,
“protectionof foregnoffiads officdd guessandinternationdly protected persons’ which authorizesthe
Attorney Generd to request theass stance of thearmed forcesto performthisfunction.
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(8) CivilAir Patral/Air ForceAuxiliary support providedto Civil Authorities. Requests
for thissupport are submitted to and gpproved by Commander, Air ForceNorth (AFNORTH).

(9) Aerial DamageAssessment. Aerid damageassessment (ADA) should be performed
by DOD assetsonly when such actionscannot be performed by locd entitiesor other federd agencies
inatimely manner. Yetif tasked, ADA asset use should beefficient, effective, and utilizetheleast
intrusive, least costly meansto accomplishthesupport missonwithin necessary timelines. Useof DOD
intelligencecomponent cgpatiilitiesin conjunctionwith aerid reconnai sssncemay besubject tointdlligence
oversghtfor intdligenceactivities(foreignintdligenceor counterinteligencecollection), or may besubject
to operational parametersand limitation specified by the SecDef, if used for amission other thanan
intelligenceactivity, such assearch and rescue, damage assessment, or incident avarenessand andyss.

(20) CivilianCritical InfrastructureProtection

(@ Americdscriticd infragructureindudesanumber of interrel ated sectorsthet provide
thegoodsand sarvicesessantid totheNation (seeFgurel11-2). Our inditutionsof government guarantee
our nationa security and freedom and administer key publicfunctions. Our defenseindustrid base
providesessentia resourcesfor military capabilitiesto help safeguard our popul ation from externa
threstsand support force projection and sustainment. Our information and telecommunicationssectors

EXAMPLES OF CRITICAL INFRASTRUCTURE

CRITICAL INFRASTRUCTURE

Vital Human Services

Telecommunications
Electric Power Systems
Gas and Oil Transportation
Water Supply System
Emergency Services

Continuity of Government Infrastructure

Transportation

Figure llI-2. Examples of Critical Infrastructure
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enableeconomic productivity and growth, and are particularly important becausethey connect and help
control many other critical infrastructureasssts. Our energy, trangportation, banking andfinance, chemica
industry, agriculturd, and postal and shipping sectorshel p sustain our economy and touch thelivesof
Americansdaily. Becausemany of theassetsassociated with thecritical infrastructureof theUSare
interrelated or part of anintegrated system (seeFigurelll-3), asuccessful attack ononecritical node
could haveadevagtating impact on othersand the country overdl. WhileDOD isresponsiblefor the
defensecriticd infragtructure, theremay beinganceswherethe Pres dent and SecDef will ingruct DOD
to providesupport to another agency. Thissupport cantakemany formsbutisnormaly associated with
disagters, emergency rdief, and CrM and CM activities.

(b) TheUnitingand Strengthening Americaby ProvidingA ppropriate ToolsRequired
to Intercept and Obstruct TerrorismAct definescritica infrastructure asthose systemsand assets,

CRITICAL INFRASTRUCTURE PROTECTION FRAMEWORK

NATIONAL INFRASTRUCTURE

National Critical Infrastructure
and Key Assets

Defense Critical Infrastructure

Defense Industrial Base

Critical infrastructure are those assets so vital to the United States that their
incapacity or destruction would have a debilitating impact on national
security, economic security, and/or public health or safety. Within this

scope, the Department of Defense further identifies infrastructure essential
to our capability to execute the national military strategy, project power, and
defend the homeland. The defense industrial base is critical to the
preservation of this capability.

Figure llI-3. Critical Infrastructure Protection Framework
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whether physica or virtud, sovitd tothe United Statesthat theincgpacity or destruction of such sysems
and assetswould haveadehilitating i mpact on security, nationd economic security, netiond publichedth
or safety, or any combination of thosematters” Critica infrastructure protectionframework isdetailed
inFgurelll-3. Inadditiontoour critica infrastructure, our country must dso protect anumber of key
asts— individud targetswhose destructionwould not endanger vitd systems, but could cresteloca
disaster or profoundly damage our Nation’'smoraeor confidence. Key assetsinclude symbolsor
higtoricd attractions, such asprominent nationd, state, or loca monumentsandicons. Insomecasss,
theseind udequias -public symbol sthat areidentified strongly with theUnited Statesasandtion, and fall
completely under thejurisdiction of Sateandlocd officidsor even privatefoundations. Key assatsdso
indudeindividud or locdizedfadilitiesthat deservespecid protection becauseof thar destructivepotentid
or thar vduetotheloca community.

SeDODD 3020.40, Defense Criticd Infrastructure Program (DCIP), for additional informationon
rolesand respong bilitiesfor DOD componentsto assure DOD’scritical assetsandinfrastructures
areidentified and managed.

2. Domesticlncident Management Response Oper ationsand Consider ations

TheNRPidentifiesprevention, preparation, response, and recovery asthefour sagesof incident
management operdions.

a Prevention. CSmissionsrequirecommandersto consider, withintheir legal limits, what
prevention and preparation activitiescan beundertaken prior toanincadent. Increesing publicavareness
of DOD countermeasures, e evating the national Homel and Security Advisory System, and ng
intelligencearesomeof thewaysto hel pwith prevention.

b. Preparation. DOD’sfocusfor CSmissionsisto prepare, asmuch aspossible, prior toan
incident occurring, and when practical, sage assetstofacilitateargpid response.

¢. Response. DOD CSoperationswill normally be conducted during the response stage of
domesticincdent management. Responseoperaionsfocusonthoselifesavingand sustaningfunctions
required by thepopulaioninthedisater area. Military forcesnormaly redeploy asoperationstransition
fromtheresponsetotherecovery stage. Trangtion planningisbased on completion of those CStasks
being accomplished by DOD forces, or unfinished missonassgnmentsbe ng trandferred back to civil
agenciesa thefederd or satelevd. Thispracticealowsthemilitary toreturntoitsdefenserolesas
soonaspracticable.

d. Recovery. Recovery operationsbeginthe processof returning thecommunity infrastructure
and sarvices(both municipa and commercid) to astatusthat sati Sfiestheneedsof thepopulaion. The
extent towhichDOD CSoperationsremaininvolvedinthisprocessrequirescareful consderation.

3. Operational Phases

CSoperationsaregeneraly conducted infive (5) phases: shaping, staging, deployment, civil
support operations, andtrangtion (seeFigurelll-4). During planning, the JFC establishesconditions,
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FIVE PHASES OF A CIVIL SUPPORT OPERATION

I('?S ll:;nc;;zri‘ct)l: : CS Response Response Forces
or Directed Operations in Begin
Continuous SA & by SecDef Forces Ready AO Redeployment
and Authority is
Preparedness; Response to Conduct Transferred to
A(I:tlons include Forces Mission Their Respective
nteragency Receive Commands
Coordination, Mission CcPloyment Civil Authorities ~ Civil
Exercises, 10, Immediate Prepared to Authorities
PAO I_I Assume Assume
o Response Responsibility Responsibility
14
=
< Deployment
o
o
=
®Gain ®Deploy DCO/ @Activate and ®Maintain COP  ®Transition Begins
i:'tv‘;?_g:::; ESE(I)CSAEI Deploy C2 ®Conduct CS ®Forces Redeploy
- ®Establish RUF ®Assess Mission Incrementally
®AlertDCO — @Position ' eEstablish LNOs g cor  ®Transfer of
eldentify Units S P OPCON
Facilitate ®Movement of ®Report Costs
®Nominate BSI Response Forces P » ®(C2 Stands Down
eConduct eID C2,LOG, ®JRSOI ® hansition ®MOEs and MOPs
Training and MED 9 Met
Rehearsals o qiapiish BSI ¢!mplement ®Report Costs
®Develop COP ORFF ®Maintain
Awareness
®Capture Lessons
SITUATIONAL AWARENESS AND ASSESSMENT
AO Area of Operations JRSOI Joint Reception, Staging, Onward
BSI Base Support Installation Movement, and Integration
CAE Command Assessment Element LNO Liaison Officer
C2 Command and Control LOG Logistics
CCIR Commander’s Critical Information MED Medical
Requirements MOE Measure of Effectiveness
COP Common Operational Picture MOP Measure of Performance
Cs Civil Support OPCON Operational Control
DCE Defense Coordinating Element PAO Public Affairs Office
DCO Defense Coordinating Officer PTDO Prepare to Deploy Order
EPLO Emergency Preparedness RFF Request for Forces
Liaison Officer RUF Rules for Use of Force
ID Identity SA Situational Awareness
INS Incident of National Significance SecDef Secretary of Defense
INTEL Intelligence WX Weather
10 Information Operations

Figure lll-4. Five Phases of a Civil Support Operation
objectives, or eventsfor trangitioning from one phaseto ancther. Phasesare designed to be conducted
seguentidly, but someactivitiesfromaphasemay begininapreviousphaseand continueinto subssquent
phases. A civil support operation may beconducted inmultiple phasessmultaneoudy if the JOA has
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widedly varying conditions. For ingtance, thecommander may beginthetrangtion phaseinareeswhere
military supportisnolonger required, whileremaining inthecivil support operationsphasein other
aress.

a Phasel, Shaping. Shapingiscontinuousstuationd awarenessand preparedness. Actionsin
thisphaseincludeinteragency coordination, exercises, and PA outreach. Shaping activitiescontinue
throughall phases.

b. Phasell, Saging. Phasell beginswiththeidentification of apotential CSmission, or when
directedto provide CShy the SecDef. Actionsinthisphaseincludeidentifying forcecapabilitiesfor
responseand placingthem onincreased dert, identifying materid sand supplies(rations, medicd items,
tents, cots etc.) for regponseand preposition, coordinating with OGAsfor amutually supporting response,
and coordinating withNGB and state NG JFHQ e ementsto ensure DOD unity of effort. The Staging
Phaseendswith theissuance of aprepareto deploy order.

c. Phaselll, Deployment. Phaselll beginswith responseforcedeployment. However, force
deployment can occur at any timeinany phase, except phasel (Shaping). Forcesarephasedintoand
out of the JOA based on requirementsto meet federal agency requestsfor federal assistance, the
changing operationa focus (crisisresponseto stabilization, then to sustainment operations), and as
specidized cgpability requirementsareidentified. Thedeployment phaseendswhen responseforces
areready to conduct operationsinthe JOA.

d. PhaselV, Civil Support Operations. PhaselV beginswhen the CSresponse commences.
Thisphaseind udestherapid employment of DOD capabilitiesin support of civil authorities. Therewill
be cons derable overlap between thisphase and the previous depl oyment phaseasunitsarriveinthe
operationd areaand begin providing support. PhaselV endswhen supported ESFsnolonger require
DOD support.

e PhaseV, Trangtion. Thisfina phasebeginswhen DOD support to ESFsisnolonger required.
Thetrangtion phaseendswhen DOD responseforcesbegin redeployment and aretransferred back to
their respective parent organizetions.

4. Civil Support Planning Consider ations

a Environmental Consderations. Environmentd consderationsareanintegra part of the
mission planning and operationd decison-making process. All joint operationswithintheUSand US
possessionsand territoriesshal be conducted in compliancewith applicablefederd, state, and local
environmental regulatory guidance. Adverseenvironmenta impactsshould beavoided or mitigated
when practicable, based on miss on requirementsand responseto emergency Stuations.

For further information, see JP 3-34, Joint Engineering Operations.
b. ForceProtection (FP). FPeffortsin support of CSoperationsiscentra to achieving DOD

missionassurance. Itincudesactionstakento prevent or mitigate dangerousconditionsthat couldharm
DOD personnd, resources fadlities and criticd informationinandl-hazardsenvironment. FPmeasures
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can bedefengvein nature, such asthose used to reduceforceand ingtdl ation vulnerability toterrorist
attacksor protect against CBRNE effects, or offensive, such asthose taken to prevent, deter, and
respondtoterrorism. By conserving theforce soperating capabilitiesso that they canbegpplied a the
decisvetimeand place, FPensurestheeffectiveemployment of thejoint forcein CSoperations.

¢. Operations. Ongoing military operationsand HD requirementshavepriority over CSoperations
unlessotherwisedirected.

d. Thedurationand scopeof DOD involvement will bereatedto the saverity and magnitude of
theevent, and therequirementsfor DOD CSoperations.

e. Fadlity requirementswill first bemet through existinglocd facilities, preferably government
owned, organic portableor re ocatable subgtitutefacilities, or field congtruction.

f. DOD forceswill rely on DOD fedilitiesfor support to themaximumextent possble. Short-term
leasing may beanecessary option depending onlocation and duration. No occupation of privateland
or fadilitiesisauthorized without specificlegd authority. Red property support may beobtainedfrom
the GSA, USACE, Nava FacilitiesEngineering Command, or other government agencies.

For information on BS/joint reception, staging, onward movement, and integration (JRSOI)
refer to Appendix C, “ Base Support Installation/Joint Reception, Saging, Onward Movement,
and Integration,” and JP 3-35, Joint Deployment and Redeployment Operations.
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CHAPTER IV
SUPPORTING AND SUSTAINING ACTIVITIES

“In response to Hurricane Katrina, the Naval Operational Logistics Support Center
(NOLSC) took immediate action to support coordination of the logistics relief efforts.
Time was critical in providing basic relief such as medical supplies, food, and
water to prevent further loss of life in the affected Gulf Region.”

Robert L. Dodson
Comments on Hurricane Katrina Relief Operations
Navy Supply Corps Newsletter, Nov-Dec 2005

1. Genera

Most CS operations are support intensve. In planning for CS, support planners face
ambiguities about how to prepare for and predict types of contingencies military forces will
confront. US military forces are organized with personnel and equipment to perform specific
functions, but also to support their own units. For instance, the C2 system inherent in military
units provides a significant advantage when deployed in the potentially bare base environment
created by acatastrophic incident.

2. Public Affairs

During CSoperations, military PA activities, publicinformeation actions, and newsmediaaccessto
the CS operationd area, are subject to approval of the primary agency. The primary agency may
edablishajoint information center (JC) to coordinate PA and publicinformation actions. Themilitary
must coordinated | PA activitiesand comply with PA guidancefromthe JFO.

a MediaAccess. Newsmediaaccessto CSoperationd areasissubject tothe gpproval of the
federd agency withlead respongbility; however the public’ simpression of theassi sancedependstoa
great extent onthemedia. Thisperception a soinfluencesthe cooperation and coordination between
military and civilianleaders. Postive public support facilitatesmiss on accomplishment. Lack of public
support, ontheother hand, can serioudy impedetheeffectivenessaof military forcesduring theexecution
of CSoperations. Additiondly, theability of today’smediato tranamit instantaneousreportscan shape
theway thegenerd populaceviewstherole, use, vaue, and successof themilitary.

b. DOD Support. Thereare measuresthat DOD forces can employ to assist CS authorities.
DOD may emphasi zethet forcesstand reedy to support and asss CSautharitiesinavariety of capacities
Emphasiswill beplaced on DOD capatiility to savelives, prevent suffering, and mitigategreet property
damage. Servicesmay act unilaterally by updating force posture changes, readiness, and training.
However, throughout any crisisor conseguence management scenario, civil authoritieswill remainin
chargeand DOD participationwill beinsupport of afedera agency withlead responsihility.

c. Military PA. Infulfilling its CSrole, the combatant command will bean activemember of the
federa responsecommunity. Military PA officersoperateinaninteragency environment, withemphasi's
on cooperation, coordination, and unity of effort. Completeintegration of PA personnel inall staff
planningisessentia to ensurean effective PA operation. The PA saff must beincludedintheplanning
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and conduct of CSoperations, particularly for those conducted withinthehome and, toensurethat the
planisenriched by the communicatorswho contributeto the processand to ensurethat theplanis
explaned and communicated properly during execution. The PA strategy will havethreemain pointsof
effortdignedwiththetraditiond PA functions: publicinformation, commeandinformeation, and community
reaions

See JP 3-61, Public Affairs, for additional information.
3. RéeligiousSupport

a Geneal. Rdigioussupport (RS)isdefined asthefull spectrum of professond dutiesperformed
by chaplainsintheir dud roleasreligiousleadersand military staff officers. RSinjoint operationsis
dedicated tomeeting thepersond freeexercisecf reigion needsof military and other authorized members
and providing commanderswith professond adviceregarding thedynamicinfluenceof religionand
religiousbdief intheoperationd area. Thepurposeof ardigioussupport team (RST) isto providefor,
deve op, and srengthenthespiritud and mord well-being of dl membersof thecommand. Cheplains,
ass sted by enlisted support personnd, providefor rdigiousworship, rites, sacraments, ordinances, and
ministrations. The RST deploysduring CSoperationsfor the primary purposeof providing RSto
authorized DOD personnd. Inthiscontext, authorized DOD personnd isdefined asmilitary members,
their familiesand other authorized DOD civilians(both ass gned and contracted) asdetermined by the
JFC. TheEstablishment Clauseof the US Condtitution generdly prohibitschaplainsfrom providing
religioussarvicestothedivilian population. However, following certainrareand catastrophiclarge-scae
dissgters locd and gate cgpabilitiesof dl types, toincudespiritud care, may beoverwhdmed. Inthese
StuationsRSTsmay serveasliaisonto NGOs(including faith-based organizations[ FBOs]) when
directed by the JFC. Inaddition, the primary agency, in coordination withloca and stateauthorities,
may determinethat additiona caregiversare needed and may request DOD chaplainsto providecare,
counsding, or informationd servicestonon-DOD divilians. Theserequestsmay becoordinated through
the DCO, commander, JTF (CJTF) and/or CCDR, and must bevaidated by JDOM Sand approved
by SecDef. Thisministry support will belimited to thedesignated disaster control areaand will cease
withthetermination of emergency operaions. Moreover, theprimary focusof military chgplanminigry
will remainDOD personnd. Military chaplanswill follow commeanddirection, joint doctrine, Supervisory
chgplainguidance, andlegd counsd regarding permissiblecheplainactivitieswhileassstingduring CS
operations.

b. The Religious Support Team during Civil Support

(1) TheRST hasavital supporting rolein achieving CS operational objectives. Atthe
tactical level, chaplains providefor the free exercise of religion, impart ethical guidance, advise
commanders on religious issues affecting military operations, and provide RS to authorized
DOD personnd. When directed, the RST may serve asliaison to NGOs or FBOsand assst in
coordination of CS.

(2) DOD and NG chaplainsarereligiousministry professionalswithtraining, education,
and experience comparable or equiva ent to the certification standards of organizationsactivein
disaster response such astheARC and nationd volunteer organizationsactiveindisasters.

V-2 JP 3-28



Supporting and Sustaining Activities

(3) RST Cagpahilities. RSindudesmany dutiesand respongbilitiessuch asgrief counsding
and copingwith stressthat aresecular or nonrdigiousand havetheintended ultimateeffect of providing
comfort and stability to authorized DOD personne. Moreover, chaplansandther enlisted assstants,
asmembersof themilitary, dso havetraining such assuicide prevention and awvareness, firs aid, and
survivd trainingwhich canbebeneficid duringacrisgsstuation.

c. Principlesfor RSduring CS

(1) Chaplansserveardigioudy diverse, plurdistic population. During CSoperations,
military units operate in religioudy diverse civilian communities. As such, chaplains must be
willing to support, directly and indirectly, thefree exerciserightsof all authorized DOD personnel
regardless of their religious beliefs.

(2) Joint area RS will be employed when necessary. Joint area RS may include
coordinating RS coverage across command and Service component lines to accommodate the
religious needs of al authorized DOD personnel. Asa primary mission, the RST will support
the command to which assigned. Pursuant to a commander’s orders or religious support plan
(RSP), the RST may aso be responsible for providing joint area RS to units without assigned
chaplains and to personnel from low dengity faith groups. An AC RST, when directed, may
provideRSto NG personnel serving in state active duty or Title 32 USC statusduring emergency
or exigent circumstances. Likewise, IAW date law and when directed, an NG RST in state
activeduty or Title 32 USC statusmay provide RSto AC personnel during emergency or exigent
circumstances. Commanders will coordinate joint area RS consistent with the RSP and legal
counsdl.

d. RSCoordination. Coordination and collaboration between DOD chaplainsand civilian
clergy, religious ministry professonas (RMPs), and caregivers enhances mission success, the
recovery process and Situational awareness. Response and recovery following disasters and
catastrophic events will require dl local, state, tribal, federal, and nongovernmental resources
working in a cooperative partnership.

“Local, county, and state resources, including National Guard forces under Title
32, normally constitute the first line of response to crisis management and
consequence management events. Therefore, as a general rule, chaplains in
Title 10 status will not be the first to respond to a natural or man-made disaster.”

JP 1-05, Religious Supportin Joint Operations
(1) National Guard

(@ Exceptwhenamilitary inddlationisdirectly affected, DOD forcesand chaplainsin
Title20USC gatuswill not generdly bethefirst torespondtoanaturd or man-madedisaster. TheNG
under the command of the governor or adjutant general may respond first. The JFHQ-State staff
chaplainisresponsblefor coordinating RSfor NG forcesservingin sateactiveduty or Title32 USC
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status. NG forcescoordinate disaster response with the NGB-Office of the Chaplain (NGB-OC).
Statesmay invokeemergency management ass sance compacts(EMA Cs) to request ass stancefrom
other gtates.

“The Federal response should better integrate the contributions of volunteers
and nongovernmental organizations into the broader national effort.” —The
Federal Response to Hurricane Katrina: Lessons Learned, White House Report,
2006 “Faith-based organizations (FBOs) and community-based organizations
(CBOs) have a long tradition of helping Americans in need...FBOs and CBOs
have a long tradition of aiding victims of disasters...FBO/CBO and emergency
management partnerships could be helpful in disaster mitigation.”

Implementation Plan for the National Strategy for Pandemic Influenza,
Homeland Security Council, 2006

(b) Policies and procedures will be established to ensure coordination of the
activitiesof all DOD chaplains. Combatant command chaplainsand JTF chaplainswill coordinate
chaplain activities with the NGB-OC and involved JFHQ-State chaplains, to the maximum
extent possible, to ensure collaboration and cooperation. In particular, combatant command
chaplains coordinate chaplain response with the NGB-OC.

(2) United SatesCoast Guard. Duringdomesticincident with maritimedimensions,
the USCG will respond. USCG chaplains provide RSto USCG personnel and aso conduct first
responder support and liaison with NGOs, FBOs, local clergy, and RMPs. Combatant command
chaplainsand JTF RSTswill coordinate activitieswith USCG chaplainsto ensure collaboration
and cooperation.

(3) Civil Air Patrol/Air ForceAuxiliary. CAP hasnearly 700 chaplains nationwide
who meet the same ecclesiastical standards as active-duty Air Force chaplains. Many have been
trained in critica incident stress management and are well suited to provide rapid response CS
inavariety of scenarios.

(4) Interagency and Nongover nmental Organizations. Coordinationwith federal,
state, and local agencies aswell as FBOs and community based organizations operating in the
AOR isessentia for CSmission accomplishment. At disaster sites, DOD and civilian chaplains,
clergy, and other RMPs may be present. The JTF chaplain will be responsible for coordinating
the activitiesof DOD chaplains, aswell asthe activities of civilian chaplains, clergy, and RMPs
supportingthe DOD community. At the national and theater level, combatant command chaplains
will coordinate chaplain activities with OGAs and with national agenciesthat are operating in
the AOR. This coordination can be conducted through the civil-military operations center, or
other functionaly similar staff section. For example, agreements with civilian agencies and
NGOsmay facilitateand enable RSto DOD personnd during increased or large magnitude disaster
responses. Thesupport of chaplainsaffiliated with other federal agenciessuch asthe FBI or from
locditiesmay beneeded to provide RSto DOD personnd of low-dengty faithgroups. Normally, a
nationd agency suchastheARC or theNationa Association of Cheplainsservesasthe gatekeeper” to
credentia civilian clergy responding to disasters. Nationa coordination effortsare needed to build
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partnershipsbetween DOD chaplainsand civilian clergy and RM Psand other agenciesresponding to
dissgers

See JP 1-05, Religious Support for Joint Operations, for more information.
4. Logistics

The relative combat power that military forces can bring to bear against an enemy is
congtrained by anation’s capability to plan for, gain accessto, and ddliver forcesand materiel to
the required points of application across the range of military operations. Even though CS
operations do not involve “combat power” or an “enemy,” this construct holds true for the
conduct of CS operations because during times of crisis, DOD provides vita logistic support to
civil authorities.

a Authoritiesand Responsbilities

(1) The authorities and responghilities for logistic operations in support of CS are
largely the same aslogistic operationsfor any other DOD mission set. Some notableexceptions,
asindicatedin paragraph 4b below, apply to CS operationswithintheland, airspace, and territoria
waters of the United States.

(2) The JP 4-0 series of publications for logistic support appliesin CS. However,
logistic planners consider both military and civil requirements and capabilities concurrently to
avoid duplication. Implementation and execution of logistic functionsremain the responsibility
of the Services and the Service component commanders. Each Service is responsible for the
logistic support of its own forces, except when logistic support is otherwise provided for by
agreements with national agencies, allies, or another Service.

(3) Inthecasewhere codlition operations are used for CS missions, codition partners
are ultimately responsible for providing logistic support for their own forces. However, the
geographic combatant commander (GCC) should striveto negotiate, conclude and integrate the
use of acquigition and cross-servicing agreements and associated implementing arrangements
and any other vehicle necessary to provide logistics support.

b. LogisticsDisciplines. The primary focusof the CSSeffort isto sustain and assst DOD
forces employed in CS operations. 1n support of CS missions, the Services are responsible for
providing CSS to their respective forces, which is consistent with joint logistics doctrine.
Responsibilities for the disciplines within logistics as described in existing joint doctrine apply
to CS missions, except as noted below:

(1) Supply. Supply isthefunctionof acquiring, managing, recaiving, foring, andissuingthe
meaterid required by forces. Standard doctrinefor supply support injoint logisticssatesthat GCCswill
establish policiesregarding supply buildup ratesor theater sockageleve sintheir respective AOR.
However, when operating in US possess onsand territories, forcesaccomplishing CSmissionswill
receive sustainment support fromtheir respective owning Service, asopposed tothe CCDR. The

V-5



Chapter 1V

ability for the Servicesto use home station stocksand existing contracts makethisthe most effective
method for sustainingtheforce. However, caremust betaken to ensurethat any expanson of existing
contractsor devel opment of new supply contractsintheoperationa areado not adversaly impact other
federd, Sate, orloca contracting efforts. All classesof supply will needto beconsidered. However,
somedclasses, suchasClass| (subsstence), Classl| (dothing, tools, and adminigtrativesupplies), Class
IV (congruction materid), ClassVI (persond demanditems), and ClassV 11 (medica materid) will
morethanlikely requirecloseconsderation. The DLA may providecommodity support directly to
FEMA uponreceipt of afunded request tofacilitate support for US populationsimpacted by disasters.

(2 Maintenance. Maintenanceincludesactionstaken to keep materiel inaserviceable
condition or to upgrade its capability. An effective maintenance program, especialy of magjor
end-items and testing and diagnostic equipment, is vita to ensure that the required support is
provided. Monitoring equipment must be calibrated and asystem established to repair/caibrate
onditeor toreturn and replacewith alikeitem. Again, theaccessibility to existing contractsand
home station capability ensure thisis the most expedient method for equipment sustainment.

(3) Trangportation. Transportation involves the movement of people, equipment,
and supplies via ground, water, and air to and within the JOA. The Defense Transportation
System is that portion of the global transportation infrastructure that supports DOD common-
user transportation needs across the range of military operations. With SecDef approval, DOD
may provide transportation support via established processes found in the NRP.

(@ Airliftprioritiesfor CSareoutlinedin CICSl 4120.02, Ass gnment of Movement
Priority. The national importance of the CS mission is reflected in the elevated movement
priorities that can be applied for these missions as directed by the President or SecDef.

(b) TheJoint Operation Planning and Execution System (JOPES) will beused to
direct and control the movement of forces into and out of a JOA. Force deployments will be
time-phased to meet operational mission requirements per validated prioritiesin JOPES. The
respective GCC is the validating authority for JOPES and specid assignment airlift missons
movement requirements within the AOR.

(c) TheCCDR'sjoint deployment and distribution operations center (JDDOC) is
composed of personnel from the combatant command and nationa partnersasrequired (i.e., US
Trangportation Command, Defense Logistics Agency, the Services, and other organizations).
Whilethe organizationa construct will be situational based, it will operate under the direction of
the supported combatant command. The IDDOC will implement command movement priorities,
anticipate and resolve transportation shortfalls, synchronize force flow and distribution, and
provide in-trangit visibility.

(4) Engineering. Generd engineering providesthe congiruction, operation, maintenance,
damagerepair, and recondtitution of fadilities, roads, and utilitiesand logiicinfrastructure.

(& Purpose, Scope, and Limitations. The primary focus of the DOD generd
engineering effort isto sustain and assist DOD forcesempl oyed, force bed-down work, emergency
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Stabilization/repair of damaged critical infrastructure, opening linesof communi cations (roads/debris
clearing) and rendering ass stanceto thedesignated BSIs. Ingenerd DOD engineer forceswill be
caled uponwhenlocd, sate, tribal, federal, and contract resourcesarefully engaged, exhausted, or
timely actionisnecessary to savelivesand prevent further human suffering andlossof property.

(b) Concept of Engineer Support. DOD engineer forces may be tasked with
short noticeto assist civil authoritiesasaresult of anatural or man-madedisaster. DOD engineer
forces may be engaged in  CS operations directly by the loca commander under immediate
response authority or indirectly in support of aprimary agency through theNRP. An example of
engineer support isthe assistance DOD engineer forces may be requested to provideto enhance
law enforcement mobility and countermobility effortsby constructing roads, bridges, and vehicular
barriers, and by erecting fences and lights.

1. Maximum consideration will be given to the use of locally available
commercia services, facilities, and support structures, followed by locd tribal, state, and federa
resources before DOD engineers are engaged. The federa response will be conducted in
accordance with the NRP and NIMS.

2. Abroad forceperspectivefor achieving engineering objectivesisnecessary.
Engineer support may be garnered from local, state, and federa resources via a multitude of
avenues or agreements. Non-federalized NG engineer forces may be actively conducting CS
operationswithinthe JOA dongwith Title10 USC engineer forces.

3. USACE isthe DOD eement, acting as the coordinating agency for ESF
#3, “ Public Works and Engineering,” and supporting agency for ESF #6, “ Mass Care, Housing,
and Human Services” Under Public Law 84-99, USACE authority also includes response to
flooding incidents. It iswhen these resources are fully engaged and unable to accept additiona
tasks that DOD engineer resources may be required to assst or when a unique DOD engineer
capability is needed.

(o) General Priority of Engineer Actions. Military engineer capabilities will
be requested to provide support to other federa agencies IAW the NRP through the executing
JTF. Based on the type of mission, the tasks may differ, but the genera priority is:

1. Force bed-down with antiterrorism force protection considerations.

2. Emergency stabilization and repair of damaged critical infrastructure.
Repairs’work-aroundsto other critical public utilities, services, and facilitiesthat will help restore
the ability of the local authority to manage its own recovery efforts.

3. Emergency clearing of debrisfrom streets, roads, bridges, arfields, ports, and
waterwaysin support of recovery and humanitarian needs.

4. Immediate humanitarian needs of the didocated populace, such as the
construction of temporary shelters and support facilities.
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5. Demoalition of damaged structures and facilities that pose a significant
risk to the public.

(d) Construction Policy. New construction during CS operations should not be
expected. However, when new construction is authorized, adherence to al local, state, and
federal codesand standards should be anticipated. Useof Service congtruction standards, planning
factors, devel opment priorities, and cost estimates areencouraged. Expedient construction should
be considered. Expedient construction includes severa types of rapid construction techniques
such asprefabricated buildings, inflatable buildings, and clamshell structures. These congtruction
techniques can be selectively employed with minimum time, cost, and risk and offer deployed
forces another source of required temporary facilities. Temporary facilities may be required or
requested in certain cases during the initial phase of operations or in support of the federal
agency with lead responsibility.

(e) Contractors. Contractors will be the primary means used to accomplish
engineer/construction requirements in CS. Ample commercia capacity in heavy equipment
and materid sshould beavailablein the JOA. DOD engineer capabilitiescoupled withcommercia
sector and contract capabilities provide virtually unlimited engineering depth and breadth.
Coordination between USACE and potential construction contracting agencies at local, state
and federd levels must be conducted to ensure efficient resource utilization and economies of
scale when possible.

(f) Allied and Coalition Forces. Theavailability and possible use of allied and
codlition civil engineering forces should not be considered during mission planning. These
forces may be made available to support operations, particularly if a CS event occursin close
proximity to nationa borders. However, DOD component planners should not plan to rely on
internationa assstance asthe basi sfor response and cannot accept military-to-military assstance
to meet aCS RFA.

(g) CS operations are affected by numerous local, state and federal laws and
regulations. Most of theselawsand regulationsarethosethat civil engineersdea withonadaily
basis. The proper flow and authorization of the mission assignments must be accomplished.
This will avoid potentia issues such as environmental impacts, funding sources, scope, and
authorities of work. Close coordination with the staff judge advocate, and the CCDR’s staff will
help ensure many potentia issues are avoided entirely, or are quickly overcome.

(h) Environmental. DOD forcesemployedin CSoperationsare responsiblefor
protecting our environment. Commanders will employ environmentally responsible practices
that minimizeadverseimpactson human hedthand theenvironment. DOD godsaretoinitiateactions
assoonaspossbleto curtal further environmenta dameage, resolveenvironmentd impacts, and comply
withdl gpplicablelawsto themaximum extent possble.

1. Duringdl operations, drategieswill bedevel opedtoreduceor diminatenegative
impacts on the environment. DOD will bein support of a primary agency, and environmental
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responghilitieswill remainwiththeprimary agency. However, thisdoesnot rd eeseDOD fromresponghility
to plan and conduct operationsinamanner responsiveto environmenta considerations. Timely CS
responsein crigscrcumstancesmay makeit necessary to takeimmediateactionwithout preparing the
normal environmenta planning documents. Closecoordinationwithlocd, Sate, andfederd agencies
during CSactionsisneeded to avoid negativeenvironmenta consequences.

2. Documenting conditions and actions as soon as possible before, during,
and after operationsinthe JOA will facilitate resolution and closure of environmental issues. An
active environmenta review of CS operations should be accomplished to identify possible
environmental issues before a negative impact occurs. Close liaison and communication with
the applicable DOD regiona environmental coordinator will aso aid in ultimate resolution of
environmental issueswith local, state, tribal and federa agencies. Environmenta impacts will
be addressed as soon as possible once operations have stabilized. Emergency exemptions may
be needed for disposal of contaminated and hazardous material. DOD forces should direct their
effortsto properly identify, contain, document, and transfer environmental issuesto civil authorities
as soon as possible.

For additional information on engineer organizations and assetsof DOD Military Services, see
JP 3-34, Joint Engineer Operations.

(5) Health Service Support (HSS). Within the NRP, the delivery of public hedth
and medical servicesfalsunder ESF#8, “Public Health and Medica Services.” Thefunction's
primary agency iSDHHS. Thisfunctionisthemechanismfor coordineted federd ass sancetosupplement
date locd, andtriba resourcesin responseto public hedlthand medicd careneeds(toindudeveterinary
and/or anima healthissueswhen appropriate). Asasupporting agency, DOD throughthe DCO will
coordinatethese services. DOD employsand integratesmedical responsethrough the capabilitiesof
care first reponder, forward resuscitetive care, enroutecare, thester hospitdization andin somecases
definitivecare. Thefocusof DOD medicd supportistorestoreessentia hedth servicesin collaboration
withthestateand locd hedlthauthorities. Thescopeof themedicd responsewill vary withthetypeand
scale of emergency. However, aclear focus must remain on transition to other medical support
organizations particularly if tekingalead roleduring theinitia sagesof theresponse. Themilitary hedth
sysemwill, inmost cases, haveascd ed responseto CSemergencies, first under immediateresponse
and mutua aid agreementswithloca and state hedthcare systemsand thenthroughtheNDM S, and
findly through CSassgned missons

(& ImmediateM edical Response. AcuteSituationsmay requireresponseprior to
detailed DOD and HSScoordination. Imminently seriousconditionsresulting fromany cvil emergency
may requireimmediateactionto savelives, prevent human suffering, or mitigategreet property damege
andiscovered under theimmediateresponseprovisonin DOD poalicy. Whensuch conditionsexist and
timedoesnot permit gpprova fromhigher headquarters, local military commandersandresponsible
officidsfrom DOD componentsare authorized, subject to any supplementa directionthat may be
provided by their DOD comjponent, to takenecessary actionto respond to requestsof civil authorities.
Medicd immediateresponseisusudly coordinated localy through NDM SFCCs, of which neerly half
areDOD medica trestment fedilities(MTFs). Federd, sateandlocd hedth sysemsregularly trainand
exercisedisaster preparednesswith emergency servicesasapart of certificationandlicensing. In
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escaating cvil emergencieswith pending JTFinvolvement, FCC and M TF representativescan oftenbe
vauablesourcesfor Stuationd avareness.

(b) HSSOperations. Hedthsarvicesindudespatient movement, hospitdization, hedth
sarvicelogigtics, blood management, vector control, preventivemedicinemessures, hedth survelllance,
veterinary, and dentd services.

For more details, see JP 4-02, Health Service Support.

1. Responsibilities. The JTF surgeon advises the CIJTF on medical issues,
medicd plans, palicies, and proceduresfor assgned units. TheJTF surgeon’scd|l providesthecentrd
locationfor medical planning and operations. The staff monitorscurrent and future operationsand
conductsrequired planning support. The JTF medica staff must maintain close contact with joint
regiona medica plannersofficeat thecombatant command and withthe DCO to carry out ESF#8,
“PublicHedlthand Medical Services” TheJTFmedicd staff dertsDOD NDM SFCCs(Army, Air
Force, and Navy) to activatethe r patient reception plans, if required. Someof the obstaclesoperators
will faceare:

2. Inappropriate Care Distribution. Often the first casuaties present for
carearetheleastinjured. Failureto organizeresourcesinrecognition that moreserioudy injured
individuals may not be present until much later may leave the most injured with limited access
to lifesaving carethey need. To ensurethat medical resourcesare appropriately alocated across
the affected area, care delivery must be prioritized at both the local and regiona level.

3. Unequal Digtribution of Casualties. Casualtiestend to be concentrated
locally and then presented to the nearest hedlth facility. This may overwhelm local facilities,
while other facilitiesin the area are under used.

4. MultipleCasualty Entry Points. Theemergency medica service(EMYS)
isthe usual route of entry into the health care system for casuaties. 1n mass casuaty situations,
casudtiesaccessthe system through non-EM Sentry points(e.g., private means, policetransport,
and search and rescue). This results in multiple, uncontrolled demands for hedlth care and
concentrates the demands at nontypical locations. Also, nonloca responders arrive to help but
are not familiar with the local hedth system, adding to the overall confusion.

(c) HealthThreat. Thepurposeof themedica portion of thecommander’sestimate
istoidentify theHSSrequirements. Becausethereareso many variablesthat affect theneed for HSS,
anup-front andys sof multiplesourcesof intdligenceor information, indluding information gathered by
trained medical personnd on sceneisrequired. Medica personnel need to eva uatethe safety and
vulnerability of loca food and water sourcesand locd medicd capabilities, performan environmentd
risk assessment and avector-pest risk assessment and determinethe adequacy of hygieneinlocal
billetingand publicfacilitiesasearly aspossble. Itiscritica tohavemedica personnd ondl survey
teamsor advance party detachments. |dentifying critica hedth risk factorsand short term primary and
emergent cared ong with themagnitude of thedisaster’ simpact and potential health consegquencesfor
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military forcesand the population at risk arecritical e ementsto devel oping appropriate courses of
actionfor thecommander.

(d) DamagetotheHealthcarelnfrastructure Theleve of damegetothehedthcare
infragtructureandtheleve of involvement of theather avil medica organizationsisagtarting point when
developing Stuationd awarenessfor thecommander’sestimate. Loca or regiond FCC/MTFmay be
ableto provideinitia estimatesof thesituation based on locd hedlth system contacts. Ingenerd,
requirementsdepend on popul ation hed thissuesand theimpact onloca hedth servicecagpailities.

(e) Populationat Risk. Highest priority hedth servicesincludethemost ppropriate
and effectiveinterventionsto reduce desth and di sease asdetermined by hedth estimate. Usudly, the
samegroupswhoaremog vulnerableinnormal timesareat most risk duringemergenciesand disasters.
They indude peoplewhosehedthisdready compromised (e.g., peoplewith preexistingillness, serious
chronicdiseases or thedderly). Ingtuationswhereinjuriesarehigh, theeimination of on-scenehedth
hazardsa ong with search and rescueand emergent surgica services, may bethehighest priority. This
typeof supportisgenerdly shortinduration, dueto patient survivability timelimitationsand theahility to
rapidly build appropriateforceleve sfor thesetasks. Ingtuationswherecasudtiesarelow and displaced
personsarehigh, preventivemedicinemeasureswill likely bethehighest priority health servicesrequired
(eg., contral of infectiousor communicablediseases).

For moreinformation, see JP 4-02, Heal th Service Support.

(6) MortuaryAffairs WhiletheGCCsareresponsiblefor coordinating DOD mortuary
afarsoperationswithintheir AORSs, thelocd, territorid, or satemedica examiner or coroner will most
likdy maintainjurisdiction over bothmilitary and avilianfadities indudingmasscasudtiesevents (Noter
acommeander’ srespongbility to ensure casuaty ass sance servicestotheunit membersandtheir next-
of-kinisdifferent fromtheauthority toengageinthemedicolegd deathinvestigetion.) Smply put, inthe
dometicenvironment theindividua withjurisdiction hasauthority to order and performaninvestigation
toincdudeanautopsy or an gopropriatemedicolegd degth examinationonhumanremans. Jurisdiction
variesdepending on geographica areaand isdependent upon federd, Sate, county, or local laws.
Whenthereisadesth of aServicemember, jurisdictionwill dmaost dwaysbeather exdusvefederd or
concurrent. Concurrent jurisdiction meansthat alocal medica examiner or coroner hastheauthority to
conduct themedicolegd deathinvestigation, including autopsy, but may waivejurisdictiontothemilitary
or request Armed ForcesMedica Examiner (AFME) assistance. Deathsinareasof exclusvefedera
jurisdiction b ongtotheofficeof theAFME. Military basesarenot necessarily under exdusvefederd
jurisdiction, and thelocd staff judge advocate shouldidentify thebase'sjurisdiction beforean event or
be consulted during early stagesof theresponsephase. Federd law (Title 10 USC, Section 1471)
ensuresthat theAFM E may conduct itsownforens ¢ pathol ogy investigation to determinethe causeor
manner of death of adeceased activeduty DOD personif such aninvestigationisdeterminedto be
judtified. However, thisactivity may or may not occur inconjunctionwithlocd medicolegd authorities
investigation. If theAFME bdlievesthelocd authority’ smedicolegd investigationwasnot sufficient for
theneedsof DOD, theremansmay betransferred totheAFM E beforebeing rd eesed tothelegd next-
of-kin. Federd law dso givesexclusvejurisdictiontotheAFME for the President, his’her direct saff,
and ather key dected officidsintheFederd government. Military mortuary effarsunitscan bedeployed
inorder to search, recover, trangport, and temporarily soreremainsin support of civil authorities. Few
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of theseunitsareavailableintheforcestructureandthey arebest utilized to augment existinglocd and
federd capahiilitiestorespond.

For more information, see JP 4-06, Mortuary Affairsin Joint Operations.

(7) Combat Service Support. The primary focus of the CSS effort is to deploy,
sustain, and assist military forces employed in CS operations and the Services are responsible
for providing CSS to their respective forces. Normally, the GCC will retain overall directive
authority for logigtics in supporting CSmissions, but may delegatedirective authority for common
support capabilities to designated CITH(s) to the maximum extent practicable.

5. Intelligence Support
a Introduction

(1) The parameters under which DOD operates are different in the US than they are
oversess. For example, thelinesbetween counterintelligence (Cl) and force protectioninformation
arenow blurred. Whereas onetypically dealt with foreign information and the other domestic,
both now involve elements of foreign and domestic information. Military commanders need
for information and intelligence within the homeland ison the rise— they expect force protection
information and counterintelligenceto beintegrated into domestic and domestic support operations
due to a heightened awareness of potential terrorist threats.

(2) Theseneedsand expectations poseuniqueissuesintheinformation andintelligence
gathering arena. DOD intelligence components are subject to one set of rules referred to as
intelligence oversight. Everyone elsein DOD is subject to adifferent set of rules governed by
DODD 5200.27, Acquisition of I nformation Concerning Personsand OrganizationsNot Affiliated
with the Department of Defense. Therefore, thecommander must direct hisneed for information
or intelligence to the right component — the component with the capability and authority to
achieve the commander’s intent.

(3) TheDOD intelligence component isrespong blefor intelligence; information comes
from non-intelligence DOD components. Figuring out the nature of the dataand theright unit to
gather it are areas that often require judge advocate input asto lega authorities for information
gathering. Commanders and their staffsmust carefully consider thelega authorities and policy
when planning domestic and domestic support operations. DOD intelligence components have
traditiondly had limited involvement in domestic and domestic support operations. Therearetwo
reasonsfor this.

(@ One, asmentioned before, until recently DOD itsalf hasnot typically conducted
many domestic or domestic support operations.

(b) Two, when these types of operations have been conducted, the role of DOD
intelligencecomponentshasbeen limited duetoitsmissonto conduct DOD “intdligenceactivities”

V-12 JP 3-28



Supporting and Sustaining Activities

(4) Current DOD policy interpretationisthat intelligenceactivitiesonly includeforeign
intelligence (F1) and Cl. Normdlly, thereislittleneedfor Fl or Cl inaCSoperation. However, when
H or Cl isneeded for adomestic operation theintelligenceoversight ruleslimit what can becollected.
DOD intdligence componentsaregoverned by variouslawsand policy documents. Theseauthorities
establishtheoperationd parametersand restrictionsunder which DOD intelligence componentsmay
collect, produce, anddisssminate Fl and Cl. Implicitinthisauthorization, by thedefinitionof FH and Cl,
isareguirement that suchintelligencerd atetotheactivitiesof internationd terroristsor, foreign powers,
organizations, persons, and thelr agents. Moreover, totheextent that DOD intelligencecomponentsare
authorizedto collect F or Cl withinthe United States, they may do so only incoordingtionwiththe FBI,
whichhasprimary responghility for intdligencecallectionwithintheUnited States WWhenDOD intdlligence
componentsare conducting Fl or ClI, theintelligence oversight rulesapply. Theserulesgovernthe
collection, retention, and dissemination of information concerning USpersons. Specid emphasisis
giventotheprotection of theconditutiond rightsand privacy of USpersonssotheintdligenceoversght
rulesgenerdly prohibit theacquidition of information concerning thedomesticactivitiesof any USperson.

(5) Intheabsenceof any foreign nexus, DOD intelligence componentsgenerdly perform
non-intelligenceactivities. A nontintelligenceactivity would beany activity that isconducted by or with
aDOD intdlligence component asset or capability, but which doesnotinvolveFl or Cl. Forexample,
thecollection, retention, production, and dissemination of maps, tarainandys's, and damegeassessmants
foraCSmisson. When aDOD intelligence component asset or capability isneeded for anon-
intelligenceactivity, specific authorization from SecDef isrequired for boththemissonand useof the
DOD intdlligence component capability or asset. Theintelligenceoversght rulesdo not gpply to non-
inteligenceactivitiessothe SecDef authorization must besuretoind udeany restrictionsplaced uponthe
asetsor cgpabilitiesused inthedomestic or domestic support operation.

(6) Whether DOD intelligence componentsare conducting anintelligenceactivity or anon-
intelligenceactivity for domestic operationsor domestic support operations, certainrulesuniversaly
apply todataandimagery collected from overhead and airborne sensors. Geospatid data, commercid
imagery, and dataor domesticimagery collected and processed by the NGA issubject to specific
procedures covering therequest for geospatial dataor imagery anditsuse. Judge advocatesshould
enaurethatinjuriesarein compliancewithNGA policy onrequestsfor geospatid dataor imagery andits
authorized use. Additionaly, DODD 5210.52, Security Classification of Airborne Sensor Imagery
and Imaging Systems, and Defense | ntelligence Agency Regulation 50-30, Security Classification of
Airborne Sensor Imagery, providespecific guidance on mandatory security classficationreview of al
datacollected by arbornesensor platformsto determinewhether it can bedisseminated.

(7) When determining what types of authorized use of DOD intelligence component
capabilities, assets, and the productsderived from the data coll ected arerequired for aCSmisson,
plannersneed to dso understand thevariousintelligence collection platforms, their sensors, and how
they operate. 1ssuesto congder include: whether the sensor isfixed or moveable, whether theplatform
withthesensor can haveitscoursedtered duringamission, how isthedatacollected, transmitted and
processed, and thespecific purposeof itsmisson. For example, anunmanned arcraft sysem (UAYS)
may transmit databy livefeed only to aline-of-sight receiver, or by satelliteto aremotelocation.
Evidenceof acrimind act“incidentaly” collected during anauthorized missonusing DOD intelligence
component capabilitiescan beforwarded to the appropriate LEA; however, dtering the courseof an
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arbornesensor (suchasaUAS) froman gpproved collection track tol oiter over suspected crimina
activitieswould nolonger beincidentd collection, and could resultinaPCA violation unlessspecificaly
approvedinadvance. Certain datacontai nsclassified metadatawhich may needtobestripped at a
remote Site before it can be disseminated in an unclassified manner. A CS operation using DOD
intelligence component capabilitieswhichincludessupport to LEAswill probably requireaseparate
missionauthority approva by SecDef and will need to consider whether thedataisto beexclusvely
transmitted tothe LEA, and wherethe LEA agentsarelocated to control or direct useof the assets.
Whether the collection platform and datatransmissioniswholly owned, operated, and received by a
DOD intelligencecomponent, aDOD non+-intelligencecomponent, or acombination of bothwill require
careful congderaionby judgeadvocatesof thegpplicablerulesand operationd parametersandredtrictions
goplicablefor themisson.

For further information, see DODD 5525.5, DOD Cooperation with Civilian Law Enforcement
Officids, for more information.

b. Information Handling and the Role of DOD Non-Inteligence Components

(1) DOD non-intelligence componentsa so haverestrictionsrel ating to theacquisition of
information concerningtheactivitiesof personsand organizationsnot affiliated with DOD. Thistypeof
information isoften needed when conducting HD, especidly CS. WithinDOD, MClOshaveprimary
responghility for gathering and disseminating information about thedomedtic activitiesof USpersons
that threaten DOD personnel or property. DOD components, other thantheintelligence components,
may acquireinformation concerning theactivitiesof personsand organizationsnot affiliated withthe
DOD only inthelimited circumstances authorized by DODD 5200.27, Acquisition of Information
Concerning Persons and Organi zations Not Affiliated with the Department of Defense. DODD
5200.27 provideslimitationson thetypesof information that may be collected, processed, stored, and
disseminated about the activities of persons and organizations not affiliated with DOD. Those
drcumgtancesind udetheacquigtion of informationessentid toaccomplishthefollowing DOD missons:
protection of DOD functionsand property, personnd security, and operationsrdaedtodvil disturbances.
Thedirectiveisvery explicit and should bereferred to when determining authority for thistype of
information. Questionsonwhether DOD intelligence capabiilitiesmay beutilizedinaCSoperation
should bereferred tothecommandjudgeadvocateif theauthorities, permissbleoperationd parameters,
andor limitationsareunclear. Thecommand judgeadvocatewill providethecommander legd advice
regardingintdligencelaw and oversght metters; advisng onthepermissibleacquisitionand dissemination
of informationonnon-DOD &ffiliated personsand organizations, and recommending legdly acceptable
coursesof action.

(2) CSactivitiesmay requirethedisclosing of normaly classfiedinformationtocivilian
personnel and/or offices. Disclosure should be madeonly whenitisconsistent with USpolicy and
nationa security objectivesconcerning therecipient. Disdosureof dassfied military intelligencewill be
madeonly whendl of thegpplicablecriteriaaremet. Since CSoperationswill requirereleaseof the
product, intelligence collectors should writethe productsfor releaseto prevent delaysin requesting
release or sanitization of aproduct. Redtrictive caveatsmust be used only when absolutely necessary.
Sanitizationisaprocedureto provide essentia elementsof informationwhileconcealing sensitive
information. Thelead combatant commeand intelligencedirectorateisauthorized to sanitizeinteligence
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inanimmediatecrigsstuation. However, if a dl possble, thegppropriatenationd agency representative
should be contacted for sanitization of their products.

6. International Support

“In response to the Hurricane Katrina disaster, 122 countries and international
organizations made pledges of money, personnel, equipment, and disaster relief
supplies that totaled in excess of $668 million. With its tremendous resources
and capabilities, the US is traditionally among the first countries to respond to
international disasters. Following Hurricane Katrina, the US Government found
itself in the unfamiliar position of being offered aid from other nations; however,
American officials were preoccupied with managing the response to the disaster
and did not have a clear process for receiving and distributing foreign assistance.”

Hurricane Katrina, National Response to Catastrophic Events:
Applied Lessons for Consequence Management

Joint Center for Operational Analysis

United States Joint Forces Command

21 August 2006

a For domedticdisagterswithahighdegreeof internationd interest, theUSmay, for diplomaticor
nationa security reasons, acoept someinternationa asssancefromsdect countries, evenif that asssance
isnot requested or required for operationd purposes. Working together, theprimary agencies(FEMA,
DOS, Officeof Foreign Disaster Ass stance, and the USAgency for Internationa Devel opment) will
endeavor tomeet suchforeign policy objectiveswhileminimizing theobstructiontorelief operations.

b. Due to the wide range of resources available within the US, the USG is not likely to
requireroutineinternational ass stancefor domestic disasters. Exceptionsmay includeparticularly
largeor smultaneousdisasters, for which very specific commoditiesor technica assstancemight be
requested, and for which aforeign partner can provide needed goodsin atimely manner.

c. Outddetheinternationa assstance system, DOD hastheauthority to accept foreign military
assistancein support of itsoperations. For example, DOD may accept an offer of foreign military
medicd personnd tobackfill et aUSmilitary hospitd for USmilitary medicd personnd whoaredeployed
toadomedticdisagter. DOD usestheinternationa assstancesystemfor any internationd assstanceit
requestsor receivesin conjunctionwithFEM A missonassigned ectivities.

7. Personnd

a Theobjectiveof personne operationsisto maintainemployed unitsat authorized srengthand
tobeready indl respectsto carry out the concept of operations. The corefunctiona responsibilities
of amanpower and personnel directorate of ajoint staff (J-1) are accomplished during CS
operations; with some exceptions such asmorale, welfare, and recresation; establishing arest and
recuperation program; coordinating military posta operations, and monitoringjoint personnd training
andtracking activities.
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b. Personnd Support. Theauthoritiesand respongbilitiesfor personne support to CSoperations
arelargdy thesameasthosefor any other DOD mission set. Somenotableexceptions, however, goply
to CSoperaionswithintheland, airgpace, andterritoria watersof the USdueto theuniquemisson sets
assignedto USNORTHCOM.

¢. Personnd Accountability. Personne accountability isacommand responsibility. Personnel
accountability, strength reporting, and manpower management arethefocd pointsfor ajointforce -1
during CSoperations. CSoperationsposegpecific chdlenges, oneexamplebeing that unitsmay deploy
fromther homedationsinstead of ades gnated port of debarkation (POD). Servicepersonnd dements
supporting home station deploymentsmust ensurethat al processing and reporting requirementsare
met prior to unit deployment. In specific circumstances, such asoperationsinaWMD environment, the
employing JTF may establish ajoint reception center (JRC) to ensurearriving unitsareready for
employment, but thiswoul d betheexception.

(1) Personnd Accountakility in Conjunctionwith Disasters Attackson theUnited Statescan
affect DOD personnel and their dependents. Service componentsaccount for and report thestatus of
al DOD-dfiliated military and dvilian personnd, anddl family membersimmediatdy following adisester
or atack. Additiondly, Service componentsshould beprepared toreport thenumber of Servicemembers,
DOD civilians, and their dependentsrequiring evacuation from an affected area. The Serviceswill
providethenecessary leve of personnd accountability support tothe GCC to ensurethe GCC'shuman
resourceVvishility missoncan bedffidently accomplished. SeeDODI 3001.02, Personnd Accountability
in Conjunction with Natural or Man-made Disastersand CJCS Manua (CJCSM) 3150.13, Joint
Reporting Structure—Personne Manua for specificdirection.

(2) Joint Personnd SatusReport. Thejoint personnd satusreport (JPERSTAT) will beused
by unitssupporting USNORTHCOM CSoperationsto report thenumber of personnel operationdly
employedinthe GCCAOR. The JPERSTAT isthe meansby which the GCC reportstothe CICSthe
number of personnd, by location, unit and Service, permanently assigned, attached, OPCON or ADCON
tothe GCC. Afloat and ashore personnd will be counted. Inaddition, USDOD civiliansand DOD
contractorssupporting thejoint task force or JTF component commandswithin thejoint operationa
areawill becounted. See CICSM 3150.13, Joint Reporting Structure—Personnel Manud for detailed
direction.

d.Manning and Augmentation. USNORTHCOM doesnot maintain standing CSforces. These
forcesaretask organized when needed, causing acontinuing requirement for individua augmentation
(seeCICSl 1301.01C) to add specific Servicerepresentation or kill setsto an existing organization.
Thisparticularly gppliestoAFNORTH and ARNORTH incaseswherethey arerequiredtoform JTFs.
Thesecomponent commandsmust preparejoint manning documentsliging thegpedific Sarviceexpatise
required tomeet their missonrequirements.

e Family Assgance InCSoperations family ass gance centersand/or emergency family assstance
centersmay beestablished by the Servicesto support DOD familiesaffected by man-madeor natura
disssters. USNORTHCOM may direct the establishment of an emergency family assstancecenter to
coordinatefamily support betweenthe Servicesandindalationsintheaffected area.
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For detailed guidance on Personnd Support, see JP 1-0, Personnel Support to Joint Operations.
8. Financial Management

Financid management (FM) unitsprovidethe same capabilitiesduring CSoperationsasthey do
for other operations. FM capabiilitiesprovidethefollowing support: procurement, pay, disbursing,
accounting, and banking. Costsincurred during CSoperationsareincremental and arereimbursable
IAW Title31 USC, Section 1535 (commonly cdled theEconomy Act) and Stafford Act, unlessotherwise
directed by the Presdent. FM unitsmust have processesin placeto cgpturetheseincrementd coststo
fadlitateraimbursement.

9. Safety Support

Safety planningand operationd risk management isakey factor intheprevention of accidenta loss
of lifeand resourcesusedto carry out joint CSoperations. Safety plansshould befully coordinated with
other agenciesand promote mission safety. Safety reporting will bethrough the owning respective
svice

10. Lega

CSoperationsinvolvenumerousgatutory, regulatory, and policy considerations. Thecommeander
and the staff judge advocate must be knowl edgeabl e concerning the authority and responsbility of
DOD aswdll asthat of thevariousother federa agencies. Inherentinthisevent arethere ationships
betweenfederd, date triba, andlocd authorities aswel asjuridictiond prindples, security requirements,
environmental requirements, and claimsadminigtration. Theoccurrenceof aCSincident presents
complexlegd problems. Legd issuesrangefrom complex questionsregardingjurisdiction and authority
toexcludethegenera publicfrom specific areas, to payment of Smplepersond property cdlams. The
responseforce organization shouldincludealegd ement to adviseand assist inresolving theseand
other locd legd issues. Specifictasksindude:

a Advisngthecommander andfunctiond gaff d ementsonany mattersrdaedtotheCSincident.

b. Organizing and supervisingthelegd functiona e ement a thesteof theincident. Thismay
indudeegtablishing and operatingadamsprocessng facility.

¢. Coordinatingtechnica legd matterswithahigher authority, whenrequired.

d. Coordinatinglegd issueswiththeprincipa legd advisorsor other participating departments
and agencies, asrequired.

e. Providinglega adviceand assstlanceto other federd officia suponrequest, aspermitted by the
gopropriateinteragency serviceagreements.

f. Reviewingproposed public statementsfor legd sufficiency andimplications.
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APPENDIX A
REIMBURSEMENT FOR CIVIL SUPPORT OPERATIONS

1. Genega

a Authorities and funding are main issues that impact DOD’s ability to respond to and
provideCS. All CSisprovided onareimbursablebasisunlessotherwisedirected by the President
or reimbursement iswaived by the SecDef. Cost reimbursement for CSisusually IAW Title 31
USC, Section 1535 (commonly called the Economy Act), which mandates cost reimbursement
by thefedera agency requesting support. The Stafford Act setstheguidelinesfor reembursements
to federal agencies and states from federal funds set aside to support missionsin responseto a
Presidential declaration.

See JP 1-06, Financial Management Support in Joint Operations, for more information.

b. DOD componentsarenct fundedtotrain, equip, and exercisespecificaly for CSoperations,
andtherefore, ordinarily provide CSonacos reimbursablebas's.

¢. DOD componentsshal comply withlega and accounting requirementsfor theloan, grant, or
consumption of DOD resourcesfor CS, asnecessary, to ensurereimbursement of coststothe DOD
componentsunder the Stafford Act, asamended; the Defense Emergency Response Fund established
by PublicLaw No. 101-165; or other applicableauthority.

(1) ReimbursableActivities. Commandersuse automeatic reimbursementsto augment
available funds using aspecia accounting program code. Incremental coststhat directly result
from disaster relief are considered eligible for reimbursement.

(& Pay of personnd hired specificaly for disaster relief.

(b) Overtime.

(c) Travel and per diem.

(d) Cost of consumables requisitioned for issue to support disaster operations.
(e) Transportation of personne, supplies, and equipment.

(f) Cost to pack and crate supplies and equipment.

(g) Cost of petroleum, oils, and lubricants, to include aviation fuel.

(h) Cost of suppliesand equipment lost, destroyed, or damaged as aresult of CS
operations, (except aircraft, motor vehicles, and water craft).
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(1) Cogofarcratflighthours
() Codtof port (air, ocean, inland-waterway) |oading, off-loading, and handling.

(k) Cost to repair or recondition nonconsumable items returned. Allocate the
percentage of repair costs attributable to the support provided.

() Replacement costs of supplies and equipment furnished and not returned.

(m) Cost of partsused to repair end-itemsused in disaster relief (excluding depot
or field maintenance on atime compliance bas's).

(2) Nonreimbursable Activities (except under the authorities of the Economy Act).
Thefollowing items are not considered reimbursable expenses in the context of providing CS:

(& Regular pay and alowances of military and civilian personndl.

(b) Chargesfor use of military vehicles and watercraft.

(o) Aircraft, vehicles, or watercraft damaged, lost, destroyed, or abandoned.
(d) Adminigtrative overhead.

() Annual and sick leave, retirement, and other benefits.

(f) Cost of telephone, telegram, or other transmissions used to requisition items
in adisaster areato replenish depot stocks.

d. DOD components shall not procure or maintain any supplies, materiel, or equipment
exclusively for providing CS, unless otherwise directed by the SecDef.

e. DOD components shall not perform any inherently governmental function of civil
government unless directed by the President. Any commander who isdirected to perform such
functions shall facilitate the reestablishment of civil responsibility at the earliest time possible.

2. Reimbursement Process

All DOD support is provided on a reimbursable basis, unless otherwise directed by the
President or reimbursement is waived by the SecDef. In most cases, state, locd, and federal
agencies provide reimbursement for assistance provided by DOD. The reimbursement process
requiresthe DOD componentsto capture and report total and incremental costs AW applicable
DOD financid management regulations. Supported agencies should aso maintain records of
support received from DOD. To distinguish these costs from those rel ated to training or normal
operating expenses, which are not reimbursed, resource managers must maintain accountability
throughout an operation for equipment and materia costs associated with operationa support.
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Organizationd record keeping needed to support cost-capturing must beginat thetart of theoperation
anda thelowest functiond level.

Additional guidancecanbefoundin DOD 7000.14-R, Department of Defense Financid Management
Regulation.

3. Legal Considerations

Some datutes permit federal agencies to seek waiver of reimbursement. For example,
federa LEAsmay not berequired to remburse DOD for some types of support provided in the
normal course of military training or operations. |f such support resultsin abenefit to DOD that
is substantially equivalent to that which would otherwise result from military training (Title 10
USC, Section 377), federal LEAs may not be required to reimburse DOD. The SecDef makes
this determination.

a The Economy Act. Title 31 USC, Section 1535, the Economy Act, permits federa
agencies to provide goods and servicesto other federa agencies on areimbursable basis.

b. The Safford Act. While the Stafford Act does not require reimbursement, DOD is
usudly reimbursed by FEMA for theincremental costsof providing support. Approva authority
and reporting requirements vary, depending upon the duration and type of support requested.
The President may direct any agency of thefederal government to undertake missions and tasks
on either areimbursable or nonreimbursable basis.

c. DOD Guiddines. DOD 7000.14-R, Department of Defense Financial Management
Regulation, and the USNORTHCOM CONPLAN 3501, Defense Support of Civil Authorities,
and CONPLAN 3502, Civil Disturbance Operations, require operating agencies and supported
CCDRstorecover dl costsfor civil disturbance operations. Theoperating agency and supported
CCDR areresponsblefor collecting costsfor civil disturbance operationsof al Service components
and DOD agencies, preparing cost reportsfor theexecutiveagency, consolidating billings, forwarding
billsto DOJ, and distributing rembursementsto Service componentsand DOD agencies.

4. Service-Specific Considerations

Service-specific regulations provide financia management guidance governing funding,
reimbursement procedures, cost reports, travel entitlements, and finance pay support for military
personnel participating in domestic support operations.

a. Reimbursement procedures must conform to the requirements of the legal authority
relied on for provision of support.

b. Ingallations, agencies, and departments providing support must maintain records, receipts,
and documents to support claims, purchases, reimbursements, and disbursements.
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c. Paymentof military and civilian personnd remainsaDefense Financeand A coounting Service
(DFAS) respongihility.

d. Ingtdlationsshould establish separate accounting process codesto record the cost of the
operation. Ingdlationsuseproject codes, management decis on packages, and functiona cost accounts
furnished by DFA S-Indianapolisto record the costs of the operation.

e. Planning and warning orders do not automatically authorize fund expenditures for CS
operations.

5. Disaster Relief Costs

Disaster relief participation is an unprogrammed requirement for the Services for which
funds have not been budgeted. Service component commands may berequired toinitially fund
thecost of CSoperations. Such operationsare undertaken with the understanding that additiona
operating expenses may be reimbursed by the requesting agencies. Costs should be recorded
using unigue accounting codes AW Service regulations and guidance.

6. Financial Management - Support

Military financia management units provide finance and resource management support
for troops supporting CS. Financia management elements of one Service may provide support
to other Services and for the entire CS operation, as directed.

a Contracts. Paying for contracts and other local procurement is a critical function.
Financia management personnel should deploy early enough to support logistic contracting
elements. This support includes providing funds to paying agents.

b. Individual Support. Financial management e ements may provideindividua support,
to include check cashing, casua pay, inquiries, and travel payments.
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APPENDIX B
STANDING RULESFOR THE USE OF FORCE FOR USFORCES

1. Purpose

Although projecting power overseas has been the usua strategy for ensuring national security,
the evolution of new threats against the nation has caused DOD to reshape its approach to this
important task. In this era of potential domestic terrorism and natural disasters, US miilitary
forces may be required to assist civil authorities and to use force in the very heart of the nation.
The participation of the military in such scenariosis fraught with legal and politica pitfalsthat
warrant clear and specific guidance on the use of force. Third parties may seek to exacerbate a
Stuation for their own purposes by provoking an excessive use of force. The purpose of this
Appendix isto publish fundamental policiesand procedures governing the RUF by DOD forces
during domestic CSmissions. These RUF do not apply to NG forceswhile in state active duty
or Title 32 USC datus.

2. Policy

a CJCS 3121.01B, Sanding Rules of Engagement/Sanding Rules for the Use of Force
for US Forces, establishes fundamenta policies and procedures governing the actions to be
taken by US commanders and their forces during all DOD CS and routine military department
functions occurring within the USterritory or USterritorid seas. SRUF aso apply toland HD
missions occurring within US territory.

b. TheSecDef gpprovesand the CICS promulgates standing rules of engagement (SROE) and
SRUFfor USforces. The Joint Staff, Operations Directorateisresponsiblefor themaintenanceof the
SROE/SRUF in coordinationwithOSD. Commandersat al level sarerespongiblefor establishing
rulesof engagement (ROE)/RUFfor missionaccomplishment thet comply withthe ROE/RUF of senior
commeanders, thelaw of armed conflict, goplicableinternationa and domesticlaw and the CICSSROE/
SRUF Itiscritica that commandersconsult with their command judge advocateswhen establishing
ROE/RUF.

. Unlessotherwisedirected by aunit commander (IAW CJCSI 3121.01B, Sanding Rules
of Engagement/Sanding Rulesfor the Use of Force for USForces), military personne havethe
right under law to use force that is reasonably necessary under the circumstances to defend
themselves againgt violent, dangerous or life-threatening persona attack. In addition, military
personnel are authorized to use force to discharge certain duties.

d. Nothing in this Appendix alters or limits military commanders inherent right and
obligationto exercise unit self-defensein response to ahostile act or demonstrated hostile intent.
Unit self-defense includes the defense of other DOD forcesin the vicinity.

e. Commandersat all levelsare responsible for training their personnel to understand and
properly utilizethe SRUF. Inthisregard, itiscritical that legal advisersbe availableto assist in
thistraining and to advise commanders at dl levels of the applicablerules.
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f. WhenDOD forcesaredetalled to other federd agencies, misson-specific RUF will beused.
These RUF must be gpproved by the SecDef and thefedera agency concerned.

g. DOD unitsunder USCG control and conducting law enforcement support operaionsor maritime
homeland security support operationswill follow the Coast Guard Useof Force Policy, Commandant,
United States Coast Guard Instruction 16247.1, US Coast Guard Maritime Law Enforcement
Manual for employing warning shotsand disabling fire, and follow the SROE/SRUF and/or misson
specificuseof forcerulesfor dl other purpose. However, DOD forcesunder USCG control retainthe
right of sdf-defense.

h. When DOD forcesunder DOD control operatein coordinationwith other federal agencies,
the gpplicable RUF will be coordinated with the on-scene federal agency personnel.

i. CCDRs may augment these SRUF as necessary by submitting requests for mission-
specific RUF to the CICS, for approva by the SecDef (IAW CJCS 3121.01B, Sanding Rules
of Engagement/Sanding Rules for the Use of Force for USForces).

“Itis an unbending rule of law, that the exercise of military power, where the rights
of the citizen are concerned, shall never be pushed beyond what the exigency
requires.”

Associate Justice of the Supreme Court Noah Swayne,
Raymond v. Thomas, 91 US 712, 716 (1875)

3. Procedures

Normally, forceisto be used only as alast resort, and should be the minimum necessary.
Theuse of force must be reasonableinintensity, duration, and magnitude based on thetotality of
thecircumstancesto counter thethrest. If forceisrequired, nonletha forceisauthorized and may be
used to control asituation and accomplish themission, or to provide salf-defense of DOD forces,
defenseof non-DOD personsinthevidinity if directly rd ated totheassgned misson, or indefenseof the
protected property, when doing soisreasonable under the circumstances. Lethd forceisauthorized
only whendl lesser meanshavefalled or cannot reasonably beemployed and thedrcumstancesotherwise
judtify theuseof lethd force.

a Generd direction regarding the gopropriate use of force comesfrom aconceptua framework
knownasthe* Useof Force Continuum.” TheUseof Force Continuumisgenerdly seamlessand does
not requiremovement fromoneleve tothenextin sequentid order. TheUseof Force Continuum can
bedividedintofivebroad categoriesrelated to the god sof themilitary unitsproviding support and
behavior of subject audience. They are: Intimidate/Control, Deny/Obstruct/impede, Disorient/Didract,
Disable/lncapacitate, and Cause Death/SeriousInjury (seeFigure B-1).

(1) Intimidate/Control. In most cases, the subject audience will comply with the
verbal instructions or commands. When time and circumstances permit, the individual(s) or
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CONTINUUM OF FORCE LEVELS

Lethal Cause Death/
Combative Serious Injury

Nonlethal Disable,
Combative 4 > Incapacitate

Physical
Resistance

Disorient,
Distract

< >

Simpler Deny, Obstruct,
Resistance 4 > Impede
I ]
. Intimidate,
Cooperative | < > Control
SUBJECT GOALS
BEHAVIOR

Figure B-1. Continuum of Force Levels

group should bewarned and giventhe opportunity towithdraw withthegod of preventingtheescaation
of force. Verba commandsused with firmnessand tact should be sufficient to control the Situation.
Additionaly, themilitary unit’sresolve can beimplied by mere presence, donning protectivegear, or
formingintoriot control formations.

(2) Deny/Obstruct/Impede. Atthisleve, the subject audience exhibitsusualy smple
resistance or refusal to obey instructions and there is no immediate danger of a physical
confrontation. Theuseof tactics, techniquesand proceduresto deny the subject audience presence
in or accessto an area or to obstruct or impede their movement is authorized. Examples of the
methods short of physical contact include the use of concerting, caltrops, or other means to
barricade or isolate an area.

(3) Disorient/Distract. Atthislevel, actua physica resistance may be encountered.
Resistance is commonly manifested by continued refusal to comply with directions coupled
with threatening behavior, shouting and open defiance. Theuseof nonletha weapons (NLWS) that
causephysica disorientation and distraction may beauthorized by theappropriate gpprova authority.
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(4) Disable/Incapacitate. Thisistheleve at whichmilitary personnd areinimminent
danger of bodily injury. Itisgenerdly characterized by the subject audienceusing physicd attacksor
other combativeactionsto prevent goprehenson or otherwisefrustratemilitary operations. Theuseof
Service-gpproved, unit-issued NLWsthat cause physica discomfort, physcd incapacitation or blunt
traumaareauthorized. Detailed guidancefor useof riot control agentsby DOD personnd isgoverned
by CJCSI 3110.07C, Guidance Concerning the Chemical, Biological, Radiological, and Nuclear
Defense and Employment of Riot Control Agentsand Herbicides(S). Althoughtheuseof NLWs
that causephyscd discomfort may fal short of inflicting actud trauma, theemployment of thesewegpons
requiresneverthe essan assessment of reasonablenessunder thecircumaances. NLWsthat inflict blunt
traumacondtitutethemost seriousof thenonlethd optionswithinthe Use of Force Continuum. Care
should beexercised inemploying such optionsasthey may causepanful or debilitatinginjuries andin
somerare cases, death.

(5) CauseDeath/Seriousinjury. Inthefina leve of the Useof Force Continuum, the
subject audiencebehavesinamanner that iscombativeand posesanimminent threet of deeth or serious
bodily harm. Insuch cases, DOD forcesmay respond with lethd force. Whilelethd forceistobeused
only whendl lesser meanshavefailed or cannot reasonably beemployed, lethd forceisauthorized
under thefollowing arcumstances:

(8 Letha force is authorized when DOD unit commanders reasonably believe
thereisan imminent threat of death or serious bodily harm to their units and other DOD forces
inthevicinity.

(b) Lethd force is authorized in defense of non-DOD persons in the vicinity,
when directly related to the assigned mission.

(c) Lethd forceisauthorized whenletha forcereasonably appearsto be necessary
to prevent the actua theft or sabotage of assets vital to national security.

(d) Lethd forceisauthorized whenlethal forcereasonably appearsto be necessary
to prevent the actua theft or sabotage of inherently dangerous property.

(e) Lethd forceisauthorized whenletha forcereasonably appearsto benecessary
to prevent the sabotage of nationd critical infrastructure.

b. Consequently, when directly related to the assigned mission, letha force is authorized
under the following circumstances:

(1) Lethd forceisauthorized when letha force reasonably appearsto be necessary to
prevent the commission of a serious offense that involves imminent threat of deeth or serious
bodily harm (for example, setting fireto aninhabited dwelling or sniping), including the defense
of other persons, where letha force is directed against the person threatening to commit the
offense. Examplesinclude murder, armed robbery and aggravated assaullt.
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(2) Lethd forceisauthorized whenlethd forcereasonably appearsto benecessary to prevent
theescape of aprisoner, provided thereisprobable causeto believethat such person(s) havecommitted
or attempted to commit aseriousoffense, that is, onethat involvesimminent threet of death or serious
bodily harm, and would posean imminent threat of death or seriousbodily harmto DOD forcesor
othersinthevicdnity.

(3) Lethd forceisauthorized when |ethal force reasonably appears necessary to arrest
or gpprehend a person who, thereis probable cause to believe, has committed a serious offense
(as defined in the preceding subparagraph).

¢. When operating under these RUF, warning shots are not authorized within US territory
(including USterritoria waters), except when in the appropriate exercise of force protection of
USNavy and Nava Servicevessalsduring maritimeoperationsas permitted by CIJCS 3121.01B,
Sanding Rules of Engagement/Sanding Rules for the Use of Force for USForces.

d. Unitswith assigned weapons may deploy with weapons stored; however, weaponswill
not be carried during CS operations unless authorized by the SecDef.
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APPENDIX C
BASE SUPPORT INSTALLATION/JOINT RECEPTION, STAGING,
ONWARD MOVEMENT, AND INTEGRATION

BASE SUPPORT INSTALLATION
A base support installation (BSI) serves as the logistics hub to support
military forces conducting civil support operations. BSlIs will generally have
the following capabilities:
(1) Close proximity to the incident site (less than 100 miles).

(2) Close proximity to a major airfield.

(3) Life support services to include billeting, food service, fuel,
contracting, medical support, and force protection.

(4) Open and covered areas for staging of supplies and equipment.
(5) Adequate transportation network to and from incident site.

(6) Communications infrastructure sufficient to meet the surge of forces
arriving in the area.

A BSI's primary mission is to provide support to Department of Defense
forces responding to an incident.

1. Genera

During CS operations, the supported CCDR will designate BSIs in coordination with the
owning Service and approved by the SecDef (or as delegated). A BSI provides common-user
logistic support (fuel, food, general supplies, etc.) and assists a JTF with JRSOI of responding
DOD forces.

2. Concept of Operations

Support concepts are based on the proximity of the designated BSI and its capabilities
which are:

a Major Ingallation. If a designated BSl is a mgjor installation within a reasonable
travel time from the incident area, then that installation will augment TF common user support
to al responding forces to the greatest extent possible. This will enable the responding TF to
focus on the CSmission. The ingtallation staff should be able to assume responsibility for the
majority of the joint reception and staging mission.
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b. Augerelngallation. Depending onthelocation of thecatastrophicincident, theBS may be
required to beestablishedinanareatha isnot in close proximity toarobust DOD ingdlation. Inthese
instances, the CITFwill complete an estimate of the Situation and request elther contract support or
submit requestsfor forcesin order to mitigatel ogistic capability shortfalsdueto limited personne,
equipment, facilities, or interrupted or extended linesof communicationsbetween theBSl and those
DOD dementsoperating at theincident Ste.

3. Base Support Installation Considerations

Commanders and their staffs conduct mission analysis to prepare to meet logistic
requirements and to coordinate the potential use of a military instalation for base support of
DOD forces during CS operations. BSI planning considerations should take into account, at a
minimum, the following areas related to the key functions of logistics:

a A concise concept of purpose and description of the functionsthe BSI will support.

b. Forcesrequired to support the operation and phasing for induction of logistic elements.
c. A JFOinthe affected areafor CBRNE.

d. FEMA mobilization location.

e. Length of timethe BSI will provide support.

f. Transportation suitability (reception and staging capabilities, condition, maximum on
ground, materia handling equipment, medica evacuation capability, etc.)

0. Adequate supply, maintenance, transportation, civil engineering, medical, and other
service support at the BSl.

4. Joint Reception, Staging, Onward Movement, and I ntegration

JOINT RECEPTION, STAGING, ONWARD
MOVEMENT, AND INTEGRATION

Joint reception, staging, onward movement, and integration (JRSOI) is the
essential process that transitions deploying forces, consisting of personnel,
equipment, and materiel arriving into the operational area, into cohesive
forces capable of meeting the commander’s operational requirements. For
civil support missions, the joint task force providing command and control
of the deploying force conducts JRSOI, supported by the designated base
support installation.

a. General. JRSOI for CSoperationsischaracterized by three overarching principles: unity of
command, synchroni zation, and balance of unit flow intothe operationa areain support of CS. While
sharing many smilaritiesof conventiona JRSOI operationsasdescribedin JP 3-35, Deployment and
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Redepl oyment Operations, the CITF must plan for some unique cons derationswhen responding to
CSmissons

(1) TheJTF headquarterswill most likely haveto perform JRSOI functions primarily
with internal resources and assistance from the designated BSl.

(2) Responding DOD units may not necessarily flow into the operationa areain a
doctrinally prescribed fashion through designated PODswhen responding to catastrophic events.
Unitsmay haveto stage and movedirectly from their home station instal l ationsto the operational
area. Multiplelines of communications may be used by units responding to CS operations.

(3) Deployingforceswill undergo someform of reception, staging, onward movement,
and integration. The JTF must have awell-planned, and carefully managed process that has a
robust command, control, and communicationsinfrastructure that is able to effectively manage
the dynamic flow of prepared and ready forces into the operationa area.

b. Reception oper ationsincluded| thosefunctionsrequired to receiveand dear unit personnd,
equipment, and materie throughthe POD. During reception operations, it isessential that the JTF
control the deployment flow. Component support planswill addresshow personne will report tothe
CJITFregardlessof thePOD that unitsusefor reception and staging.

c. Sagingoper ationsincludestheassembling, temporary holding, and organizing of arriving
personnd , equipment, and materiel in preparation for onward movement. Staging areasprovidethe
necessary fadilities, sustainment, and other required support to enableunitsto becomemisson cgpable
prior toonward movementintothe JOA. Thepersonnd, equipment, and materiel tobeemployed for
CSoperationswithintheUnited Statesmay sagewithintheconfinesof their respectivehomeingalation.
Rdiadlecommunicationsandwe l-undersiood reporting requirementsareessentid for the JTFtoeffectivey
managethebuilding of cgpability for the CITE.

d. Onward movement operations include movement of personnd and accompanying
materia from reception facilities and staging areas to a designated unit forward operating base
(FOB) withinthe JOA. If unitsand forcesemployed in CS missionswithin the United Statesare
geographicdly close to the JOA, the unit FOB may be located a the unit’s home installation.
Depending on thelocation of the BSI in relation to theincident site, aFOB could a so belocated
at adesignated BSI.

e. Integration oper ations encompass the synchronized hand off of unitsto an operational
commander prior to mission execution. CS operations within the United States often combine
Title10USC, Title32 USC, and sate activeduty forces. The CITF sC2 aswell ascommunication
and coordination possbilitiesareextens veand specid atentiontointegration should beemphasized.
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APPENDIX D
OVERVIEW OF THE NATIONAL RESPONSE PLAN AND
NATIONAL INCIDENT MANAGEMENT SYSTEM

1. Genera

a. Thisappendix providesinformation about the NRP and the NIM S with afocus on how
NIMS provides for multiagency coordination through the JFO. It identifies the key roles,
authorities, and structure with explanation about how the JFC integrates into the federal
coordinated response. Itisimportant to notethat the NRP does not cover all CSoperations, e.g.,
it does not cover periodic planned support or CD, but parts of it can be used for other non-
Stafford incidents.

b. TheNRPand NIM Sare companion documentsdesigned toimprovethe nation’ sincident
management capabilitiesand overdl efficiency. The NRPrepresentsaconcerted national effort to
prevent terrorist attackswithin the United States; reduce America svulnerability to terrorism, mgjor
disagters, and other emergencies; and minimizethe damage and recover from attacks, mgjor disasters,
and other emergenciesthat occur. TheNIM S providesatemplatefor incident management regardiess
of Sze, scope, or cause. Useof thistemplateenablesfederd, sate, locd, and triba governmentsand
private-sector and NGOstowork together effectively and efficiently to prevent, preparefor, respond
to, and recover from actua or potential domesticincidentsregardlessof cause, size, or complexity.
Together, the NRPand the NIM Sintegrate the capabilitiesand resources of variousgovernmental
jurisdictions, incident management and emergency responsedistiplines, NGOs, and the private sector
intoacohesive, coordinated, and seamlessnationd framework for domesticincident management.

c. TheJFO isatemporary federd facility established locally to provide acentra point for
federa, state, local, and tribal executives with responsbility for incident oversight, direction,
and/or assistance to effectively coordinate protection, prevention, preparedness, response, and
recovery actions. The JFO utilizes the scalable organizationa structure of the NIMS in the
context of both pre-incident and post-incident management activities. The JFO doesnot manage
on-scene operations. Instead, the JFO focuses on providing support to on-scene efforts and
conducting broader support operations that may extend beyond the incident site.

2. National Response Plan Basics

a. As required by HSPD-5, the NRP establishes a single, comprehensive approach to
domestic incident management to prevent, prepare for, respond to, and recover from terrorist
attacks, mgjor disasters, and other emergencies. The NRP is an all-hazards plan built on the
template of the NIMS. The NIMS provides a consistent doctrina framework for incident
management at al jurisdictiona levelsregardlessof the cause, size, or complexity of theincident.

b. TheNRP, usngtheNIM S, providesthestructureand mechanismsfor nationd-leve policy and
operationd directionfor domesticincdent management. TheNRPcanbepartidly or fully implemented
inthecontext of athreat, anticipation of asignificant event, or inresponseto anincident requiringa
coordinated federa response. Thisincludeseventswith potentia nationa or long-termimplications
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such asapublic heath emergency or acyberspaceincident. Selectiveimplementation throughthe
activationof oneor moreof theNRPdementsalowsmaximumflexibility tomeet theuniqueoperaiond
andinformation-sharing requirementsof any Stuation and enableseffectiveinteractionamong various
federd, Sate, locd, tribd, private-sector, other civilianentities, and NGOs.

c. TheNRP appliesto al incidents requiring a coordinated federa response as part of an
gppropriatecombination of federd, state, locd, tribd, private-sector, and nongovernmenta entities.
TheNRPisapplicableto dl federal departments and agenciesthat have primary jurisdiction for
or participate in operations requiring a coordinated federal response. The NRP aso appliesto
the ARC, which functions as an ESF primary organization in coordinating the use of mass care
resources. For incidents requiring a coordinated federal response, but of lesser severity than an
incident of national significance, the NRPincludesacomprehensive network of incident annexes
and supplementd federal contingency plans that may be implemented by the departments and
agencies with established authorities in coordination with the NRP framework.

d. The NRP is aways in effect; however, the implementation of NRP coordination
mechanismsisflexible and scalable. Actionsrangein scope from ongoing Situational reporting
and analys's, through the implementation of NRP incident annexes and other supplemental
federa contingency plans, to full implementation of al relevant NRP coordination mechanisms
outlined in the NRP base plan.

3. Overview of Disaster Response and Incident Management

a Thisoverview illustrates actionsfedera agencieswill likely taketo assst stateand local
governments that are overwhelmed by a mgjor disaster or emergency. Figure D-1 provides a
graphic display of afederd response under the Stafford Act.

b. The DHSNOC continually monitors potential mgjor disasters and emergencies. When
advancewarningispossible, DHS may deploy and may request other federal agenciesto deploy
LNOsand personnel to astate EOC to assessthe emerging Situation. An RRCC may beactivated,
fully or partidly. Facilities, such as mobilization centers, may be established to accommodate
personnel, equipment, and supplies.

c. Immediately after an incident, local jurisdictions respond using available resources and
notify state response eements. Asinformation emerges, they also assess the situation and the
need for state assistance. The state reviews the situation, mobilizes state resources, and informs
the DHS/Emergency Preparedness and Response/ FEMA regional office of actions taken.

d. The governor activates the state emergency operations plan, proclaims or declares a
“state of emergency,” and requests astate/DHS joint preliminary damage assessment (PDA) to
determineif sufficient damage has occurred to justify arequest for a Presidentia declaration of
amgor disaster or emergency. Based upon the results of the PDA, the governor may request a
Presdentid dedlaration, and definethekind of federd ass ganceneaded. Atthispoint, aninitid assessment
isalso conducted of lossesavoided based on previousmitigation efforts.
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e. Afterthemgor disaster or emergency declaration, an RRCC, saffed by regional personnd,
coordinatesinitial regiona and field activities.

f. Depending onthescopeandimpact of theevent, theNOC, supported by ESF representatives
and DHSFEMA support staff, carriesout initial activation and mission assignment operationsand
supportstheRRCC.
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0. A FCO, appointed by the Secretary of Homeland Security on behalf of the President,
coordinates federa support activities. The FCO works with the SCO to identify requirements.
A PFO aso may be designated as the Secretary’s representative to coordinate overal federal
interagency incident management efforts. When required, a JFO will be established.

h. ESF primary agenciesassessthestuation andidentify requirementsand hel p statesrespond
effectively. Federd agenciesprovideresourcesunder DHSFEMA missionassgnment or their own
authority.

i. The incident advisory council convenes when needed to provide strategic-level
coordination and frame courses of action regarding various operationa and policy issues. The
NOC supports the incident advisory council and coordinates with the JFO.

J. Asimmediate response priorities are met, recovery activities begin. Federal and state
agencies assisting with recovery and mitigation activities convene to discuss state needs.

4. National Response Plan Roles and Responsibilities

a A basic premise of the NRP is that incidents are generally handled at the lowest
jurisdictiona level possible. In the vast mgjority of incidents, state and loca resources and
interstate mutual aid will providethefirst line of emergency response and incident management
support. TheNRPprovidestheframework for federa interactionwith Sate, loca, tribal, private-
sector and nongovernmental entities in the context of domestic incident management to ensure
timely and effective federa support.

b. Just as alead or primary agency is designated at the federa level; a lead agency is
usualy designated at the state level.

(1) Typically, states have established state emergency management agencies as
executive agents to manage incident response.

(2) StateLEAscanindudeinvedtigativebureau personnd and satepatral officers(whichin
somedaesaredidinctly different from state policeofficers).

(3) TheNG may bethefirst military forceto respond to support first responderswhen
organic capabilitiesare exhausted, and theincident responseiselevated tothe statelevel. Inthis
capacity, theNGwill beingateactiveduty or Title32 USC statusunder thegovernor’scommeand. As
anintegrated and supporting organi zation of agtate semergency management response, theNG supports
theincident commander in accordancewith theincident command system.

(4) TheEMACisaCongressondly ratifiedinterstate agreement among al 50 states, the
Didrict of Columbia, Puerto Rico, andtheVirginldandsand isadministered by theNationd Emergency
M anagement A ssociation to provide assistance from one stateto another. Generdly, when astate
requiresass sancebeyonditsorganicresources, it generatesan EMAC RFA that issent out to theother
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member states. Under EMAC, therequesting state reimbursesthe supporting state(s) for al costs
asociated withtheassstance. EMA C support dependsentirely onvoluntary assstance. Thereisno
provisonwithin EMAC whereby onestate can be compelled to support another satewithitsorganic
cgpabilitiesand resources. EMACsprovidetheframework for statestorapidly assist each other with
resourcesduring emergencies, toincludeNG personnel in stateactiveduty or Title32 USC satus.

C. The state governor has the final commitment authority over state capabilities in any
disaster response effort short of afedera response. Governorshavethe unique authority toissue
astate emergency declaration, mobilize the state NG, and redirect State resources to emergency
response. A governor can request federal assistance from the President when state capabilities
prove insufficient. This request brings the resources of the Federal government to bear on the
disaster and can involve DOD.

d. The private sector’s role is to be a key partner in domestic incident management,
particularly intheareaof critica infrastructure protection and restoration. Private-sector entities
are also caled upon to contribute necessary items and services to the impacted area. These
sources are important to aid in the lifesaving and recovery efforts. DHS and other federa
departments and agencies coordinate with the private sector to effectively share information,
formulate courses of action, and incorporate available resourcesto prevent, preparefor, respond
to, and recover from incidents of varioustypes. For coordination with the ownersand operators
of thenation’scritica infrastructure, DHS and federa agenciesutilizethe mechanismsestablished
under the Nationa Infrastructure Protection Plan, including the critical infrastructure protection
advisory committee. Further, the Secretary of Homeland Security utilizes private-sector advisory
groups with broad representation to provide advice on incident management and emergency
response issues impacting their stakeholders. The NRP includes an annex on private-sector
coordination.

e. Federd government rolesand responghilitiesderivefrom HSPD-5, which assgns specific
responsibilities to DHS and delineates the roles and responsibilities of certain other federal
departments.

(1) The President is the chief executive authority regarding incidents. Under the
authority of the Stafford Act, he declares incidents to be disasters or emergencies. He can
delegate authority to othersto act as executive agents in matters of incident response.

(2) Pursuant to HSPD-5, the Secretary of Homeland Security is responsible for
coordinating federa resourceswithinthe USto preparefor, respond to, and recover fromterrorist
atacks, mgor disasters, and other emergencies. HSPD-5 further designates the Secretary of
Homeland Security asthe “principa federd official” for domestic incident management.

(3) TheAttorney Generd hasleadresponghility for crimind investigationsof terrorist actsor
terrorist threetsby individua sor groupsingdethe US, or directed at UScitizensor inditutionsabroad.
Generdly acting throughtheFBI, theAttorney Generd, in cooperationwith other federd departments
and agenciesengaged in activitiesto protect our nationd security, shal aso coordinatetheactivitiesof
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theother membersof thelaw enforcement community to detect, prevent, preempt, and disrupt terrorist
atacksagaing the US.

(4) DOD hassgnificant resourcesthat may beavailableto support thefedera response
to terrorist attacks, major disasters or other emergencies. The SecDef authorizes CS operations
for domestic incidents as directed by the President or when consistent with military readiness
operations and appropriate under the circumstances and the law. The SecDef retains command
of military forces providing CS.

(5) DOS has international coordination responsibilities. The Secretary of State is
responsible for coordinating international prevention, preparedness, response, and recovery
activities relating to domestic incidents, and for the protection of US citizens and US interests
oversess.

5. National Response Plan Concept of Operation

a TheNRR, asthe core plan for nationa incident management, also establishes national-
level coordinating structures, processes, and protocols that will be incorporated into certain
existing federa interagency incident- or hazard-specific plans (such as the Nationa Oil and
Hazardous Substances Pollution Contingency Plan) that are designed to implement the specific
statutory authorities and responsibilities of various departments and agencies in particular
contingency scenarios. These plans, which incorporate the coordinating structures and
mechanismsof the NRP, provide detailed protocolsfor responding to incidents of lesser severity
normally managed by federal agencieswithout the need for the Secretary of Homeland Security
to manage the federa response.

b. ESFsarethe primary meansthrough which the Federal government provides assistance
tostate, locd, andtriba governmentsor to federal departmentsand agenciesconducting missions
of primary federd responsbility. ESFs are an effective mechanism to group capabilities and
resources into the functions that are most likely needed during actua or potential incidents
where coordinated federal responseisrequired (e.g., transportation, firefighting, public hedth).
ESFs may be selectively activated for both Stafford Act and non-Stafford Act incidents by the
Secretary of Homeland Security. They may aso be activated by the ESF coordinators. The ESF
structure provides a modular structure to identify the precise components that can best address
therequirementsof theincident. For example, alarge scalenatura disaster or significant terrorist
incident may requirethe activation of all ESFs. A localized flood or tornado might only require
activation of afew ESFs. Figure D-2 provides each ESF' s scope of responsibility.

(1) TheESF structure providescoordination of federa interagency support of afederal
responseto anincident. The ESF structureincludes mechanismsused to providefedera support
to states and federal-to-federal support, both for declared disasters and emergencies under the
SaffordActandfor non-SaffordActincidents. The ESFsiructure providesmechanismsfor interagency
coordinationduringdl phasesof incident management. Somedepartmentsand agend esprovideresources
for response, support, and program implementation during theearly Sageof anevent, whilecthersare
more prominent intherecovery phase. ESFsare activated based on the scope and magnitude of the
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EMERGENCY SUPPORT FUNCTIONS DESCRIPTIONS

Emergency Support Scope
Function e

ESF# 1 - Transportation

ESF #2 - Communications

ESF #3 - Public Works and
Engineering

ESF #4 - Firefighting

ESF #5 - Emergency
Management

ESF #6 - Mass Care, Housing,
and Human Services

ESF #7 - Resource Support

ESF #8 - Public Health and
Medical Services

ESF #9 - Urban Search and
Rescue

ESF #10 - Oil and Hazardous
Materials Response

ESF #11 - Agriculture and
Natural Resources

® Federal and civil transportation support

® Transportation safety

® Restoration/recovery of transportation infrastructure

® Movement restrictions

® Damage and impact assessment

® Coordination with telecommunication industry

® Restoration/repair of telecommunications infrastructure

® Protection, restoration, and sustainment of national cyberspace
and information technology resources

® Infrastructure protection and emergency repair

® Infrastructure restoration

® Engineering services, construction management

® Critical infrastructure liaison

® Firefighting activities on Federal lands

® Resource support to rural and urban firefighting operations

® Coordination of incident management efforts

® |ssuance of mission assignments

® Resource and human capital

® Incident action planning

® Financial management

® Mass care

® Disaster housing

® Human services

® Resource support (facility space, office equipment and
supplies, contracting services, etc.)

Public health

Medical

Mental health services
Mortuary services

Life-saving assistance
Urban search and rescue

Environmental safety and short- and long-term cleanup

Nutrition assistance
Animal and plant disease/pest response
Food safety and security

Natural and cultural resources and historic properties
protection and restoration

Figure D-2.

Emergency Support Functions Descriptions
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EMERGENCY SUPPORT FUNCTIONS DESCRIPTIONS

(cont’d)

Scope

ESF# 12 - Energy ® Energy infrastructure assessment, repair, and restoration
® Energy industry utilities coordination
® Energy forecast

ESF# 13 - Public Safety and ® Facility and resource security

Security ® Security planning and technical and resource assistance
® Public safety/security support

® Support to access, traffic, and crowd control

ESF# 14 - Long-Term ® Social and economic community impact assessment

Community Recovery ® Long-term community recovery assistance to states, local
governments, and the private sector

® Mitigation analysis and program implementation

ESF# 15 - External Affairs ® Emergency public information and protective action guidance
® Media and community relations

©® Congressional and international affairs

® Tribal and insular affairs

Figure D-2. Emergency Support Functions Descriptions (cont’'d)

threat or incident. Each ESFannexidentifiesthe ESF coordinator and the primary and support agencies
pertinenttothe ESF. Severd ESFsincorporatemultiplecomponents, with primary agenciesdesignated
for each component to ensure seaml essintegration of and trangition between preparedness, prevention,
response, recovery, and mitigation activities. ESFswith multiple primary agenciesdesignatean ESF
coordinator for the purposesof pre-incident planning and coordination. Followingisadiscussonof the
rolesand responsbilitiesof the ESF coordinator and the primary and support agencies.

(2) ESF Coordinator. The ESF coordinator has ongoing responsbilities throughout
the prevention, preparedness, response, recovery, and mitigation phases of incident management.
Therole of the ESF coordinator is carried out through a* unified command” approach asagreed
upon collectively by the designated primary agencies. Responsibilities of the ESF coordinator
include:

(8 Pre-incident planning and coordination.
(b) Maintaining ongoing contact with ESF primary and support agencies.
(¢) Conducting periodic ESFmeetingsand conferencecalls.

(d) Coordinating effortswith corresponding private-sector organizetions.
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(e) Coordinating ESF activities relating to catastrophic incident planning and
critical infrastructure preparedness as appropriate.

(3) Primary Agencies. A federa agency designated as an ESF primary agency serves
asafederd executiveagent under the FCO or (FRC for non-Stafford Act incidents), to accomplish
the ESF misson. When an ESF is activated in response to an incident, the primary agency is
responsible for:

(&) Orchestrating federa support withinther functional areafor an affected state.
(b) Providing staff for the operations functions at fixed and field facilities.
(©) Notifying and requesting ass stance from support agencies.

(d) Managing mission assignments and coordinating with support agencies, as
well as appropriate state agencies.

(e) Working with appropriate private-sector organizations to maximize use of all
available resources.

(f) Supporting and keeping other ESFs and organi zationa elementsinformed of
ESF operationd priorities and activities.

(g) Executing contracts and procuring goods and services as needed.
(h) Ensuring financial and property accountability for ESF activities.

(i) Planning for short-term and long-term incident management and recovery
operations.

(j) Maintaining trained personnel to support interagency emergency responseand
support teams.

(4) Support Agencies. When an ESF is activated in response to an incident, support
agencies are responsblefor:

(& Conducting operations, when requested by DHS or the designated ESF primary
agency, using their own authorities, SMEs, capabilities, or resources.

(b) Participatingin planning for short-term and long-term incident management and
recovery operationsand thedeve opment of supporting operationd plans, sandard operating procedures,
checkligts, or other job aids, in concert with existing first-responder sandards.

() Assisting inthe conduct of Situational assessments.

D-9



Appendix D

(d) Furnishing available personnel, equipment, or other resource support as
requested by DHS or the ESF primary agency.

(e) Providing input to periodic readiness assessments.

(f) Participating in training and exercises amed at continuous improvement of
prevention, response, and recovery capabilities.

(9) Identifying new equipment or capabilities required to prevent or respond to
new or emerging threats and hazards, or to improve the ability to address existing threats.

(h) Nominating new technologies to DHS for review and evauation that have
the potentia to improve performance within or across functiona areas.

(i) Providinginformation or intelligenceregarding their agency’sareaof expertise.
When requested, and upon approval of the SecDef, DOD provides CS during domesticincidents.
Accordingly, DOD is considered a support agency to al ESFs.

(5) ESFdesignationsand relationships. Figure D-3 showsthedesignation of coordinator
and primary and support agencies for each ESF. All ESFs are supported by multiple agencies
and severa have more than one primary agency.

c. Support Annexes. The support annexes provide guidance and describe the functional
processes and administrative requirements necessary to ensure efficient and effective
implementation of NRP incident management objectives.

(1) When the functions of a particular support annex are required to assst in the
management of an incident of national significance, the agency serving asthe coordinator is
responsible for:

(@) Orchestrating a coordinated delivery of those functions and procedures
identified in the annex.

(b) Providing staff for the operations functions at fixed and field facilities.
(©) Notifying and subtasking cooperating agencies.

(d) Managing any tasks with cooperating agencies, aswell as appropriate state
agencies.

(& Workingwithgppropriateprivate-sector organizationstomaximizeuseof dl avaladle
resources.

(f) Supportingand kegping ESFsand other organi zationd dementsinformed of ongoing
annex ativities.

D-10 JP 3-28



Overview of the National Response Plan and National Incident Management System

USDA
USDA/FS
DOC

DOD
DOD/USACE
ED

DOE

HHS

DHS
DHS/FEMA
DHSI/IAIP/NCS
DHS/USCG
HUD

DOI

DOJ

DOL

DOsS

DOT
TREAS

VA

EPA

FCC

GSA
NASA
NRC

OPM

SBA

SSA

TVA
USAID
USPS

ARC

(7]

c/p

U U PPOR U
OR AND PRIMA » DPORT A
(e DO O
2
% .,, 5
. £ o - B 3 0 £
2 33 o = 'gqa = g
S oo 2 o
§ T3 =2 N§
= [E g g S 5 SR T o £
MR i kE © B B G E .
£ o [N ] L3 o g = =
E =l 5 | S S = 2] 2 e 58
3 I i °EH ¢ e < w3
s ¥ 3 @2 28 B ol 23 BE
#* 3 #®© % = A 3= * 3+ 0
s s | s s s |cp| s P
s | s|cp| s | s|s|s|s|s s
s | s | s | s s s | s | s | s | s |eps
s|s|s|s|s|s|s|s|s|s|s|s|s
cp| s | s | s s | s|s|s|s | s | s
s
s s s | s s | s |cp| s | s
s s | s ce| s | s | s PIS
s | s s | s|s|s|s|s|s|s]|s|s
s | P | s |cp|crk cp | s cp
cp s
s | s s |[s | P s
s | s P
s|s|s | s | s s|pP| s | s | s
s | s s | s | s | s cp
s | s | s|s|s|s|s|s|s|s
s s s | s | s
s s | s|s|s|s|s|s|s
s | s
s s | s | s | s s | s
s | s | s s ce| s | s | s
s s
s | s s | s |cp| s s | s
s s s s
s s s s
s s
s | s P
s s
s s s s
s | s
s | s s s s
s s | P s

C= Emergency Support Function Coordinator

Figure D-3. Designation of Emergency Support Functions Coordinator and

P= Primary Agency

Primary and Support Agencies

(%)

TO nwnwon

nwoOonnonnononoononononnononuonononon

S= Support Agency

D-11



Appendix D

DESIGNATION OF EMERGENCY SUPPORT
FUNCTIONS COORDINATOR AND PRIMARY AND

SUPPORT AGENCIES (cont’d)
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Figure D-3. Designation of Emergency Support Functions Coordinator and

operations.

Primary and Support Agencies (cont’'d)

(99 Panningfor short-termand long-term support toincident management and recovery

(h) Maintainingtrained personnd to executethe r gppropriate support respongbilities.
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(2) When the procedureswithin asupport annex are needed to support e ements of an
incident, thecoordinating agency will notify cooperating agenciesof thecircumstances.
Cooper ating agenciesareresponsiblefor:

(@ Conducting operations, when requested by DHS or the coordinating agency, usng
their ownauthorities, SMIES, capabilities, or resources.

(b) Participatingin planning for short-term and long-term incident management and
recovery operationsand thedeve opment of supporting operationd plans, sandard operating procedures,
checkligts, or other job aids, in concert with existing first-responder sandards.

(¢) Furnishingavailablepersonnd, equipment, or other resource support asrequested
by DHS or the support annex coordinator.

(d) Patidpaingintrainingandexerdsesamed at continuousimprovement of prevention,
response, and recovery capabilities.

() Nominating new technologiesor proceduresthat havethe potential toimprove
performancewithinor acrossfunctiond areasto DHSfor review and eva uation.

Note: DOD isconsder ed acooper ating agency for themajority of support annexes.

d. Incdent Annexes. Theincident annexesaddresscontingency or hazard Stuationsrequiring
specidized gpplication of theNRP. Theind dent annexesdescribethemissons, policies, responsbilities,
and coordination processesthat governtheinteraction of public and privateentitiesengaged inincident
management and emergency regponseoperdionsacrassaspectrum of potentid hazards. Theseannexes
aretypicdly augmented by avariety of supporting plansand operationa supplements.

(1) Each coordinatingagency isresponsiblefor:

(@ Orchedratingacoordinated ddivery of thosefunctionsand proceduresidentifiedin

theannex.
(b) Providing<aff for operationsfunctionsat fixed andfiddfadilities
(©) Notifyingand subtasking cooperating agencies.
(d) Managing taskswith cooperating agencies, aswell asgppropriate tateagencies.
(&) Workingwith gppropriate private-sector organizationstomaximizeuseof available
resources.
N () Supporting and keeping ESFsand other organi zationd € ementsinformed of annex
ativities
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(9 Planningfor short-termandlong-term support toincident management and recovery
operations.

(h) Maintainingtrained personnd to providegppropriate support.
(2) Each cooper atingagency isresponsiblefor:

(@ Conducting operations, when requested by DHS or the coordinating agency, usng
their ownauthorities, SMIES, capabilities, or resources.

(b) Participating in planning for incident management and recovery operationsand
development of supporting operationd plans, sandard operating procedures, checkligts, or other tools.

(¢) Furnishingavailablepersonnd, equipment, or other resource support asrequested
by DHSor theincident annex coordingtor.

(d) Patidpaingintrainingandexerdsesaimed at continuousimprovement of prevention,
response, and recovery capabilities.

(e) Nominating new technologiesor procedurestoimprove performance.
Note: DOD isconsider ed a cooper ating agency tothemajority of incident annexes.
6. Understanding National Incident Management System

“This system will provide a consistent nationwide approach for federal, state, and
local governments to work effectively and efficiently together to prepare for, respond
to, and recover from domestic incidents, regardless of cause, size, or complexity.
To provide for interoperability and compatibility among federal, state, and local
capabilities, the NIMS will include a core set of concepts, principles, terminology,
and technologies covering the incident command system; multiagency
coordination systems; unified command; training; identification and management
of resources (including systems for classifying types of resources); qualifications
and certification; and the collection, tracking, and reporting of incident information
and incident resources.”

HSPD-5

a DOD implementsNRP policiesand proceduresasgppropriateand cong sent with departmenta
authoritiesandresponghilities |AW DOD palicy, DOD organizationswill adopt andimplement procedures
condgentwiththeNIMSandthel CSat dl DOD domedticingdlations. Additiondly al DCOs, DCEs,
EPL Os, DOD incident commandersunder the NIM &I CS structure, and CSCJTF and JTF senior
staff must be knowledgeable of the NRP prior to participating in CSoperations. NIMS providesa
framework for managingincident responseand support activitiesasdepictedin Figure D-4.
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b. Conceptsof “command’ and* unity of commeand” havedidtinct legal and culturd meaningsfor
military forcesand operations. For military forces, command runsfromthe President to the SecDef to
the commander of thecombatant commiand to the commander of theforces. The* unified command”
concept utilized by avil authoritiesisdistinet fromthemilitary chainof command. NIM Sacknowledges
that incident command isexercised through achain of command, defined asan orderly lineof authority
withintheranksof theincident management organization. A didtinct differencebetweenthemilitary and
dvilianfirg reponder desgnation of “ commeander” isthat theforma military desgnation of “ commander”
carriesUCM Jauthority. Therelationship between military forcesand thecivilianincident commander
can beunderstood/explained intermsof * supporting and supported” with theincident commander
being the supported commander.

¢. ThelCSisamanagement system designed to enabl eeffective and efficient domesticincident
management by integrating a combination of facilities, equipment, personnel, procedures, and

NATIONAL INCIDENT MANAGEMENT SYSTEM
FRAMEWORK

Multiagency Coordination Entity REGIONAL NATIONAL

e Strategic Coordination LEVEL

e Prioritization Between
Incidents and JFO Incident
Associated Resource Coordination P T Advisory

Allocation Group Council
e Focal Point or Issue
Resolution

EOCs/ .
Multiagency Local State Joint Regional

Coordination Emergency =y LY Field Response
Centers Ops Ops Office Coordination
Center Center Center

National
Operations

e Support and
Coordination

e Identifying Resource Shortages and Issues I
o Gathering and Providing Information 4 U 0

e Implementing Multiagency Coordination
Entity Decisions i .......

(72}
L
14
2
-
(&
2
14
[
17,
=z
o
=
<
=
(a]
14
o
O
(]

Incident Command [ : Combatant .
e Direct On-Scene Emergency & &
Management | =

DCO Defense Coordination Officer
EOC Emergency Operations Center
JFO Joint Field Office

JTF Joint Task Force

OPS Operations

Incident e Incident Task — . — == Coordination

Command
Command a Command [=-*
Post P Post Forces Command Authority

(DCO in JTF)

COMMAND STRUCTURES

Figure D-4. National Incident Management System Framework

D-15



Appendix D

communicationsoperating withinacommon organizationd sructure, designed to enableeffectiveand
efficent domesticinadent management. A bascpremiseof ICSisthat itiswiddy gpplicable. Itisused
to organize both near-term andlong-term fiel d-level operationsfor abroad gpectrum of emergencies,
fromsmall to complex incidents, both naturd and man-made. 1CSisused by dl levelsof government
—federd, sate, locd, and tribal — aswell asby many private-sector organizationsand NGOs. ICS
isdsoapplicableacrossdistiplines. Itisnormdly sructuredtofadilitateactivitiesinfivemgor functiond
areas command, operations, planning, logistics, and financeand adminigtration.

d. Unified commandisan gpplication of theNIM SICSused whenthereismorethan oneagency
withincdentjurisdiction or whenincidentscrosspoalitica jurisdictions. Agencieswork together through
the des gnated membersof theunified command to establishtheir designated incident commeandersat a
sngleinadent command pog (ICP). Intheunified command, entitiesdevel opacommon set of objectives
anddrategies which providesthebas sfor asngleinadent action plan. Thesructurefor NRPcoordingtion
isbased onthe NIM Sconstruct: | CSunified command on-scene supported by an areacommand (if
needed) and multiagency coordination entities. The JFO providesresourcesin support of theunified
commandandICR(9). Actsof bidlogicd, chemicd, radidlogicd, and nudear terroriamor ather catagtrophic
eventsrepresent particular chalengesfor thetraditiond 1CSgtructure. Eventsthat arenot Stegpecific,
aregeographicaly digoersad, or evolveover longer periodsaf timewill requireextraordinary coordingtion
betweenfederd, Sate, locd, tribd, private-sector, and NGOs.

7. National Incident Management System Command and Coordination

a Therearefour mgor components of NIMS; command and management; preparedness,
resource management; and communi cationsand information management. Thissectionfocuses
onthethree NIM S standard incident command structures making up command and management
to identify how they work together as a system to provide the nationa framework for preparing
for, preventing, responding to, and recovering from domestic incidents, regardless of cause,
size, or complexity. NIM Sdistinguishes between command authority and coordination authority.
Command authority isvested in theincident commander, whether asingle incident commander
or an area commander, and is exercised through the ICS. Coordination authority is vested in
coordinating officers such asthe FCO and DCO. Each coordinating officer hasthe authority to
make coordinating decisonswithin his or her jurisdiction, whether federd, state, or local.

b. Thelncident Command Sysem. Thel CSdefinestheoperating characteridtics, interactive
management components, and Sructureof inddent management and emergency responseorganizations
engaged throughout thelifecydeof anincident. Direct tacticd and operationd regponsihility for conducting
incident management activitiesrestswith theind dent commander. Theind dent commeand organizetiond
structure devel opsin atop-down, modular fashion that isbased on the sizeand complexity of the
incident, aswel| asthe pedificsof thehazard environment creeted by theincident. Thel CSorganization
hasfivemgor functions, asdescribedin Figure D-5. Theseare: command, operations, planning,
logidtics, andfinanceand adminigtration. When needed, separatefunctiond dementscan beestablished,
each of which may befurther subdivided to enhanceinternd organizationd management and externd
coordination. Responsbility for theestablishment and expansion of thel CSmodular organization
ultimately restswith theincident commeander, who basestheseontherequirementsof thestuation. As
incident complexity increases, theorganization expandsfromthetop down asfunctiond respongibilities

D-16 JP 3-28
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TYPICAL INCIDENT COMMAND SYSTEM STRUCTURE

Operations Fi_na_mce/_
Administration

Figure D-5. Typical Incident Command System Structure

areddegated. Concurrently with structurd expanson, thenumber of management positionsexpandsto
adequately addresstherequirementsof theincident. Incident command may betransferred fromone
commander toasucceedingone. Trandfersof incident command must includeatransfer of command
briefing (which may beord, written, or both). A transfer of command occurswhenamorequdified
person assumescommand; theincident Stuation changesover time, resultinginalegd requirement to
changecommand (e.g., multijurisdictiona or multiagency involvement); thereisnormal turnover of
personnd on extended incidents; or theincident responseiscond uded and respong bility istransferred
tothehomeagency.

¢. Multiagency Coordination Systems. Theprimary functionsof multiagency coordination
sysemsareto supportincident management policiesand priorities; fadilitatel ogistic support and resource
tracking; informresourced l ocation decis on usngincident management priorities; coordinateincident
related information; and coordinateinteragency and intergovernmental issuesregarding incident
management policies, priorities, and drategies. Thesedefinetheoperating characteridtics, interactive
management components, and organizationd sructureof supportinginddent management entitiesengaged
athefederd, gate, locd, triba, and regiond leve sthrough mutua -aid agreementsand other asstance
arangements Wheninddentscrossdisaiplinary or jurisdictiona boundaries or involvecomplexincdent
management scenarios, amultiagency coordination entity, such asan emergency management agency,
may be used tofacilitateinci dent management and policy coordination. Thestuationat handandthe
needsof thejurisdictionsinvolved will dictate how thesemultiagency coordination entitiesconduct their
business, aswell ashow they arestructured. Multiagency coordination entitiestypically consst of
principals (or their designees) from organizations and agencieswith direct incident management
respongbility or with Sgnificant incident management support or resourcerespongbilities. Theseentities
aresometimesreferred to ascrigsactionteams, policy committees, incident management groups,
executiveteams, or other amilar terms. Asstated earlier, direct tactical and operationd respongibility for
conductingincident management activitiesrestswiththeincident commander. Command authority does
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not res dein coordinating officersor coordinating entiti esa though coordinating officersmay bedes gnated
withcommandautharity. Insomeingances EOCsmay sarveadud functionasamultiagency coordination
entity; inothers, the preparednessorganizationsmay fulfill thisrole. Regardlessof thetermor organizationd
gructureussd, theseentitiestypicaly providestrategic coordinationduring domesticinadents. If condituted
separady, multiagency coordination entities, preparedness organi zations, and EOCsmust coordinate
and communicatewith oneanother to provideuniform and cond stent guidancetoincident management
personnd. TheJFOisthemultiagency coordination center of primary interest tothe CCDR or the JFC.

d. Public Information Systems. These refer to processes, procedures, and systems for
communicating timely and accurateinformation to the public during crigsor emergency situations.
Under theCS, the publicinformation officer (PlO) isakey staff member supporting theincident
command structure. The PIO represents and advises the incident command on al public
information matters relating to the management of the incident. The PIO handles media and
publicinquiries, emergency publicinformation and warnings, rumor monitoring and response, media
monitoring, and other functionsrequiredto coordinate, clear with gopropriateauthaorities, and disseminate
accuraeandtimdy informetionrelaedtotheincdent, particularly regarding informetiononpublichedth
andsafety and protection. ThePIOisdsoresponsblefor coordinating publicinformationa or neer the
incident Steand serving asthe on-scenelink to thejoint information system (J1S). Inalarge-scae
operation, theon-scenePIO servesasafidld PIO withlinksto the JIC, whichistypically collocated
with the federd, regiona, state, locd, or tribal EOC tasked with primary incident coordination
responghbilities. The J'Sprovidesthemechanismfor integrating publicinformation activitiesamong
J Cs, acrossjurisdictions, and with private-sector and NGOs. During emergencies, the public may
recaiveinformationfromavariety of sources. TheJ C providesal ocationfor organizationsparticipating
inthemanagement of anincident towork together to ensurethat timely, accurate, easy-to-understand,
and cons gentinformationisdisseminated tothepublic. JCsinduding processesfor coordinatingand
cearing publiccommunications. TheJ C develops, coordinates, and dissaminatesunified newsre eases.
Newsrdeasesare cleared through the JFO coordination group to ensure cond stent messages, avoid
releaseof conflicting information, and prevent negativeimpact on operations. Thisforma approva
processfor newsrd easesensuresprotection of law enforcement-sengtiveinformeation or other sendtive
but undassfiedinformation. DOD supportsthenationd-level J C and contributestotheoverdl unified
message. DOD and other agenciesmay issuethar own newsrd easesrdaedtothar policies procedures,
programs, and capabilities; however, these should be coordinated withthe J C.

8. TheJoint Fidd Office

a TheJOisatemporary federd fadlity establishedlocdly toprovideacentra point for coordingting
federd, date locd, andtriba responsetotheincdent. Wheninddentsimpact multiplestatesor locdlities
multiple JFOsmay beestablished. Inthesestuations, oneof theJFOsmay beidentified (typicaly inthe
most heavily impacted areq) to srveasthe primary JFO and providestrategicleadership and coordination
for theoverdl incident management effort, asdesi gnated by the Secretary of Homeland Security. The
JFO organizationd structureisbuilt upon NIM S, but doesnot impede, supersede, or impact the ICP
|CScommand gtructure. SeeFigureD-6for atypica JFO established for anaturd disaster.

b. JFO Coordination Group. Utilizing the NIMS ICS principles of unified command,
JFO activities are directed by a JFO coordination group, which may include the PFO, senior
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federd law enforcement offida (SFLEO), FCO/FRC, or other senior officid swith primary jurisdictiona
responghility or functiond authority for theincident. 1t dsoindudesalimited number of principd date,
local, andtribd officids(such asthe SCO), aswell asNGO and private-sector representatives. The
JFO coordination group functionsasamultiagency coordination entity and worksjointly to establish
priorities(sngleor multipleincdents) and associated resourcedl ocation, resol ve agency policy 1SSUes,
and provide strategic guidanceto support federd incident management activities. Generaly, thePFO,
inconsultationwith the FCO and SFLEO, determinesthe composition of the JFO coordination group.
Theexact composition of the JFO dependson the natureand magnitude of theincident, and generally
includesthe personnd described inthefollowing subsactions.

(1) Principal Federal Official. The PFO ispersonaly designated by the Secretary of
Homeland Security tofacilitatefedera support to the established | CSunified command structure
andto coordinateoverdl federa incident management and ass stlance activitiesacrossthe spectrum
of prevention, preparedness, response, and recovery. The PFO ensuresthat incident management
effortsare maximized through effective and efficient coordination. The PFO providesaprimary
point of contact and situational awarenesslocally for the Secretary of Homeland Security. The
Secretary of Homeland Security is not restricted to DHS officids when selecting a PFO. In
certain scenarios, aPFO may be predesignated by the Secretary of Homeland Security tofacilitate
federa domestic incident planning and coordination at the local level outside the context of a
specific threat or incident. A PFO also may be designated in a pre-incident mode for a specific
geographic area based on threat and other considerations. In the event of asingle incident with
nationa implicationsor in the case of multipleincidents, anationa-level PFO may bedesignated
to coordinate federa response activities. The PFO may delegate duties to a deputy PFO, the
FCO, or other designated federa officia as appropriate after an event trangtions to long-term
recovery and/or cleanup operations.

(2) Federal Coordinating Officer. The FCO managesand coordinatesfedera resource
support activitiesrelated to Safford Act disastersand emergenciesand non-Stafford Actincidents. The
FCO ass ststheunified command and/or theareacommand. TheFCOworksclosaly withthe PFO,
SHLEQO, and other senior officids. IngStuationswhereaPFO hasnot been assigned, the FCO provides
overdl coordinationfor thefederal componentsof the JFO and worksin partnershipwiththe SCOto
determine and satisfy state and local ass stance requirements. During national or geographically
widespread incidentssuch asacatastrophic hurricaneimpacting severd adjacent Sates, the Secretary
of Homeland Security may, in other thanterrorismincidents, chooseto combinetherolesof the PFO
and FCOinasngleindividua to help ensuresynchronizedfederd coordination. Inindanceswherethe
FCO has also been assigned therole of the PFO, deputy FCOs may be designated to support the
PFO/FCO.

(3) Senior Officials. The JFO coordination group may asoincludeofficidsrepresenting
other federd departmentsor agencieswith primary satutory responshbility for certain agpectsof incident
management. Senior offiddsutilizeexising authorities, expertise, and cgpabilitiestoasss inmanagement
of theincident working in coordination with the PFO, FCO, SFLEO, and other membersof the JFO
coordinationgroup. When gppropriate, the JFO coordination group may asoincludeUSattorneysor
other senior officidsor their designeesto provideexpert lega counsd.
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JOINT FIELD OFFICE ESTABLISHED

FOR A NATURAL DISASTER
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Figure D-6. Joint Field Office Established for a Natural Disaster
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(4) TheCJITFmay serveasasenior officia. Based onthemagnitude, typeof theincident,
andtheanticipatedleve of resourceinvolvement, DOD may utilizeaJTFto coordinatemilitary ectivities
insupport of theincident. If aJTFisestablished, its C2 e ement should be coll ocated with the JFO to
ensureas nglecommon operating picturefor the entirefederal responsethat increases situationa
awarenessand eliminatesredundancy. A CJTF exercisesoperationa control of dl alocated DOD
resources (excluding USA CE resources, NG forces operating in state active duty or Title 32 USC
status, and, in somecircumstances, DOD forcesin support of the FBI). Thecollocation of the JTF
command eement will not replacetherequirement for aDCO/DCE as part of the JFO coordination
gaff andthe JTF command dement will not coordinaterequestsfor assstance. Rather, the JTFcommand
eement will work with JFO coordination group membersto ensurethet thereisadear undersanding of
thelocationsandrolesof military resourcesinvolved intheoperation.

c. JFO Coordination Saff. Inaccordancewith NIMS, the JFO structurenormally includes
acoordination staff. The JFO coordination group determinesthe extent of staffing based on the
type and magnitude of the incident.

(1) Safety. The safety coordinator ensuresthat the chief of staff and the PFO receive
coordinated, consistent, accurate, timely safety and hedth information and technical assistance
to ensure the safety of the personnd in the JFO.

(2) Legal Affairs. Servesasthe primary legal advisor to the JFO coordination group
and may also work with each section chief to support programmatic, logistical, and personnel
matters as required.

(3) Security Officer. Thesecurity officer isrespong blefor safeguarding JFO personnel
and JFO facility security. When not assigned el sewhere, the security officer also isresponsible
for information security and operational security, ensuring that sensitiveinformation of al types
(e.g., dassified information, sengtive law enforcement information, proprietary and personal
information, or export-controlled information) is handled in away that not only safeguardsthe
informeation but adso ensuresthat it getsto thosewho need accessto it sothat they can effectively and
safely conduct their missons,

(4) InfragtructureLiaison. Desgnated by DHS/ Infrastructure Protection, servesasthe
principal advisor to the JFO coordination group regarding al national - and regional-level critical
infrastructure/lkey resources(CI/KR) incident-relatedissues. Theinfrastructureliaisonactsasliaison
between thenationd- and regiond-level CI/KR, the private sector, and JFO activities.

(5 TheDCO isappointed by DOD and sarvesasDOD’ssinglepoint of contact at the JFO,
withtheexception of US Specia Operations Command and USACE assets. Generdly, requestsfor
CSoriginating at the JFO will be coordinated with and processed through the DCO. The DCO may
haveaDCE congsting of astaff and military LNOsin order tofacilitate coordination and support to
activated ESFs. Specificresponghbilitiesof the DCO (subject to modification based onthestuation)
include processing requirementsfor military support, forwarding RFAsto theappropriate military
organizationsthrough DOD designated channd's and assgning military liaisons asgppropriate, toactivaed
ESFs. Requestsfor CSoriginating at the JFO will be coordinated and processed throughthe DCO
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withtheexception of requestsfor USA CE support, NG forcesoperating under Sateactiveduty or Title
32USC(i.e, notinfedera service), or, in somecircumstances, DOD forcesin support of the FBI.

(6) External AffairsOfficer. Theexterna affairsofficer provides support to the JFO
leadership in al functions involving communications with external audiences. Externd affairs
includesPA, community relations, congressiond affairs, stiateandloca coordination, tribal affairs,
and international affairs, when appropriate. Resourcesfor the various externa affairsfunctions
are coordinated through ESF #15, “External Affairs” The externa affairs officer also is
responsible for overseeing operations of the federa JIC established to support the JFO.

d. JFO Sections Organization and Responsibility

(1) JFO Sections. The JFO organi zation adapts to the magnitude and complexity of
the situation, and incorporatesthe NIM S princi ples regarding span of control and organizational
gructure. This structure includes the following sections. operations, planning, logistics, and
finance and administration. Although the JFO uses an I CS structure, the JFO does not manage
on-scene operations. Rather, incidents are managed at the scene through the ICP.

(& Operations Section. The operations section coordinates operational support
to on-scene incident management efforts. Branches may be added or deleted as required,
depending onthenature of theincident. Theoperationssectionasoisresponsblefor coordination
with other federa command posts that may be established to support incident management
activities. For NSSEs(see Figure D-7 for display of aJFO for an NSSE), the security operations
branch may be added to coordinate protection and security efforts. During terrorist incidents,
the FBI JOC isincorporated as the law enforcement investigative branch within the operations
section (see Figure D-8 for display of a JFO for aterrorist incident). For all other events, alaw
enforcement investigative branch or security operationshbranch may beestablished based onthespecific
requirementsof theincident.

(b) Planning Section. Theplanning section providescurrent informationto the JFO
coordination group to ensure Situational awareness, determine cascading effects, identify national
implications, and determinespecificareasof interest requiring long-termattention. Theplanningsection
dsoprovidestechnicd and scientificexpeartise. Theplanningsectionmay dsoindudeaNOC representetive
who adsinthedeve opment of reportsfor the NOC and incident advisory council.

(©) LogigticsSection. Thissaction coordinateslogistic support that includes: control
and accountability for federd suppliesand equipment; resourceordering; ddivery of equipment, supplies
and sarvicesto the JFO and other fidd locations, facility location, setup, Space management, building
sarvices and generd fadility operations; trangportation coordination and fleet management sarvices, and
information and technol ogy systemsservices, adminidirative servicessuch asmail management and
reproduction, and customer assistance.

(d) Finance and Administration Section (Comptroller). The finance and
administration section is responsible for the financial management, monitoring, and tracking of
all federal costs relating to the incident and the functioning of the JFO while adhering to all
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federd laws acts, andregulaions. Thepogtionaof thefinanceand adminigtrationchief will beexdusvey
held by acompitroller who servesasthe senior financia advisor to theteam leader (e.g., FCO) and
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representsthe coordinating agency’ schief financia officer (CFO) asprescribed by the Chief Financial
Officers Act of 1990 (Public Law 101-576).

(2) ESF OperationsintheJFO Sections. Based ontherequirementsof theincident,
federal departments and agencies that serve as ESF coordinators execute their roles and
responsibilities defined in the ESF annexes, including providing theinteragency staff to support
operations of the JFO. Depending on the incident, deployed elements of the ESFs may also
participate in the staffing of the ICP; however, they more typically organizationally fall within
the operations section of the JFO, and other sections as required. Under the NRP, each ESF is
structured to provide optima support of evolving incident management requirements. Current
procedures require integration of the ESFs into the JFO sections rather than as stand-alone
entities. Figure D-9 is asample mapping of ESF positioning within a JFO.

e. Federal-to-Federal Support. Federad-to-federal support refersto the circumstancein
which afedera department or agency requests federal resource support under the NRP that is
not addressed by the Stafford Act or other mechanisms (e.g., EOs, MOUs, memoranda of
agreement). Thissupport iscoordinated by DHS using the multiagency coordination structures
established in the NRP and IAW the NIMS. Federal agencies participating in the NRP will
request and provide federal-to-federal support by executing interagency or intra-agency
reimbursable agreements, | AW the Economy Act (Title31 USC, Section 1535) or other applicable
authorities. Federa agencies providing mutua aid support may request reimbursement from
the requesting agency for eligible expenditures. DHS will use the ESFs as the mechanism for
coordinating required support from other agencies. When such DHS assistance is provided,
DHS coordinatesfederal resources under the authority provided in HSPD-5. Inthese situations,
DHSdesgnatesaFCO to perform theresource coordination function. SeeFigureD-10for asample
federd-to-federa support JFO.

9. Proactive Federal Response and Catastrophic Events

a TheNRPegsablishespolicies, procedures, and mechanismsfor aproactivefederd responseto
catastrophic events. A catastrophic eventisany naturd or man-madeincident, including terrorism,
whichresultsinextraordinary level sof masscasudties, damage, or disruption severdly affectingthe
population, infrastructure, environment, economy, nationd morae, and/or government functions. A
catastrophic event could result in sustained national impactsover aprolonged period of time; dmost
immediately exceedsresourcesnormaly avalabletosate, locd, triba, and private-sector authoritiesin
theimpacted areg; and Sgnificantly interruptsgovernmenta operationsand emergency servicestosuch
anextent that nationa security could bethreatened. The Secretary of Homeland Security will dedaredll
catasirophic eventsasincidentsof nationd sgnificance.

b. TheNRPCatastrophiclncdent Annex andtheNRPCatastrophic Incdent Supplement (FOUO)
addressresourceand procedura implicationsof catastrophic eventsto ensuretherapid and efficient
ddlivery of resourcesand assets, including specid teams, equipment, and suppliesthat providecritica
lifesaving support andincident containment capabilities. Theseassetsmay beso specidized or costly
that they areether not availableor areininsufficient quantitiesinmost locdities. The Secretary of
Homeland Security may chooseto activate and deploy assetsprior to or immediately following any
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Figure D-9. Sample Mapping of Emergency Support Function Positioning
within a Joint Field Office

incident, toincludethosewith catastrophic ramifications. For no-noticeor short notice catastrophic
eventswhen thereislittleor no timeto assesstherequirementsof the stateand local authorities, al
federd departmentsand agenciesand theARC initiate actionsto mobilizeand deploy dl resourcesas
planned for inthe NRP-Catastrophic Incident Supplement.

c. Agenciesresponsiblefor theseassetswill keep DHS apprised, through the NOC, of their
ongoing statusand location until the JFO isestablished. Upon arriva at the scene, federd assetswill
coordinate with the unified command, the SFLEO, and the JFO (or its forward el ements) when

D-26 JP 3-28



Overview of the National Response Plan and National Incident Management System
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Figure D-10. Joint Field Office for Federal-to-Federal Support

established. Demohilization processes, including full coordinationwith the JFO coordinationgroup, are
initiated ether whenthemiss oniscompleted or whenitisdetermined themagnitude of theevent does
not warrant continued use of the asset.
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APPENDIX E
DEPARTMENT OF HOMELAND SECURITY

1. Introduction

DHS providesaunifying corefor thevast national network of organizationsand institutions
involved in efforts to secure our nation. DHS prevents and deters terrorist attacks, protects
againgt and responds to other threats and hazards to the homeland, ensures safe and secure
borders, manages the immigration process, and preserves the free flow of commerce. Figure
E-1 shows the organizational structure of DHS.

2. Directorates

a FEMA leads DHS preparedness efforts for al hazards, and manages federal response
and recovery effortsfollowing any national incident. FEMA also initiates proactive mitigation
activities, trains first responders, and manages the Nationa Flood Insurance Program. FEMA
worksin partnership with other organizationsthat are part of the nation’ semergency management
systemincluding sateand locd emergency management agencies, 27 federd agenciesandtheARC.

b. TheManagement Directorateisresponsiblefor the DHS s budgets and appropriations,
expenditureof funds, accounting and finance, procurement, human resources, information technology
systems, facilitiesand equipment, and theidentification and tracking of performance measurements.
Theofficeof the CFO d so servesasadirect report component of DHS.

c. TheNational Protection and ProgramsDirector ateworkswith state, local, and private
sector partners to identify threats, determine vulnerabilities, and target resources where risk is
greatest, thereby safeguarding our borders, segports, bridgesand highways, and critical information
gystems.

d. The Science and Technology Directorate has the primary responsibility for research,
development, test and evaluation effortsin support of DHS' s mission.

3. Other Operational Components (besides Federal Emer gency M anagement
Agency)

a USCitizenship and mmigration Servicesisresponsiblefor administeringimmigration
and naturalization functions and establishing immigration services policies and priorities.

b. USCustomsand Border Protection isresponsiblefor protecting our Nation's borders
in order to prevent terrorists and terrorist weapons from entering the United States, while
facilitating the flow of legitimate trade and travel.

c. USImmigration and CustomsEnfor cement isthelargest investigativearmof DHSandis
chargedwithinvestigatingimmigrationviolaionsand preventing terroris and criming activity by targeting
the people, money, and materid sthat support terrorist and crimind organizations.
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Department of Homeland Security

d. The Transportation Security Administration protects the Nation's transportation
systems (which includes a complex system comprised of aircraft, ships, rail, motor vehicles,
airports, segports, and transshipment facilities, roads, raillways, bridges and pipelines) to ensure
freedom of movement for people and commerce.

e. USCG protectsthe public, theenvironment, and US economicinterests— intheNation’'s
ports and waterways, aong the coast, on international waters, or in any maritime region as
required to support nationa security. The USCG operates globally, on the high seasand the US
territorid waters. As a federal law enforcement component and armed force for the United
States, it leadsin maritime drug interdiction and co-leadsin air drug interdiction operations. The
USCG leads in coordinating all maritime security planning and operations in the ports and
waterways, aswell as maritime search and rescue.

f. TheUSSecret Serviceprotectsthe Presdent and other high-leve officidsandinvestigates
counterfeiting and other financia crimes, including financial ingtitution fraud, identity theft,
computer fraud, and computer-based attacks on our Nation’s financial, banking, and
telecommunications infrastructure.

4. Support Components

a TheCitizenship and Immigration Services Ombudsman provides recommendations
for resolving concernswith US Citizenship and Immigration Servicesin order to ensure national
security and the integrity of the legal immigration system.

b. TheOfficeof Civil Rightsand Civil Libertieshelps shape policiesthat are mindful of
civil rights and civil liberties, and serves as an information and communications channel with
the public regarding these issues.

c. The Office of Counter Nar cotics Enforcement (CNE) is the principa coordinating
officefor dl department CD policy matters. CNE devel ops and coordinates CD policy within
the department and between the department and other federd, state, local, and tribal departments/
agencies.

d. TheDomestic Nuclear Detection Officeworksto enhancethe nuclear detection efforts
of federd, sate, territorid, tribal, local governments, and the private sector to ensureacoordinated
response to such thrests.

e. TheOfficeof the Executive Secr etary supportsthe Secretary of Homeland Security with
accurateand timely dissemination of informeation and written communi cationsthroughout the department
and with our HS partners and facilitates communications among the 28 DHS components.
Communicationsmanaged by the Executive Secretariat asoinclude coordination with other federa
agencies, theHSC, and Nationd Security Council .
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f. TheFederal Law Enforcement Training Center provides career-long training to law
enforcement professionals to help them fulfill their responsibilities safely and proficiently.

g. TheOfficeof theGeneral Counsd provideslega adviceto the Secretary of Homeland
Security and department leadership, overseestheregulaory process, reviewslegidativeproposas, and
addressesissuesthat ariseinlitigation.

h. TheRecovery and Rebuilding of the Gulf Coast Region Recovery office coordinates
federal support for the Gulf Coast recovery efforts.

i. TheOfficeof Health Affairsservesas DHS s principa agent for all medical and public
health matters, working to establish a scientifically rigorous, intelligence-based, medica and
biodefense architecture that ensures the health and medical security of our Nation.

J. The Office of the Inspector General is responsible for conducting and supervising
audits, investigations, andinspectionsre ating to the programsand operationsof DHS, recommending
waysto carry out respongbilitiesinthemost effective, efficient, and economica manner possible.

k. The Office of Intelligence and Analysis is responsible for using information and
intelligence from multiple sourcesto identify and assess current and future threats to the United
States.

I. The Office of L egidative Affairs provides executive direction and coordination for al
communications and rel ationships between DHS and Congress.

m. The Office of Operations Coor dination is responsible for monitoring the security of
the United States on adaily basis and coordinating activities within the department and with HS
advisors, law enforcement partners, and critica infrastructureoperatorsindl 50 satesand morethan
50 mgjor urban areasnationwide. Onecomponent of thisofficeistheNOC.

n. The Office of the Military Advisor to the Secretary of Homeland Security provides
counsdl to the Secretary and department |eadership to ensure a collaborative, cooperative, and
coordinated gpproachtoHS, HD, and incident management.

0. TheOfficeof Palicy istheprimary policy formulation and coordination component for DHS.

p. TheOfficeof theChief Privacy Officer worksto minimizetheimpact of DHS sactivitieson
theindividud’sprivacy.

g. TheOfficeof PublicAffairsisresponsiblefor oversight and management of externa and
internad communicationsfor DHS,
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APPENDIX F
KEY CIVIL SUPPORT LEGAL AND POLICY DOCUMENTS

1. Key National Guidance

a. HSPD-5, Management of Domestic I ncidents. Assignsthe Secretary of the Department
of Homeland Security as the principal Federa officia for domestic incident management to
coordinate the Federal government’ sresources utilized in responseto, or recovery fromterrorist
attacks, magjor disasters, or other emergencies. The Federa government assists state and local
authoritieswhen their resourcesare overwhel med, or when Federd interestsareinvolved. Nothing
in the directive impairs or otherwise affects the authority of SecDef over DOD, including the
chain of command for military forces. HSPD-5 directsthat SecDef shall provide support to civil
authoritiesfor domegticincidentsasdirected by the President or when cong stent with military readiness
and appropriate under the circumstancesand thelaw. SecDef retainscommand of military forces
providing CS. Additionaly, HSPD-5 directed the devel opment of the NIM Sto provideacons stent
nationwidegpproachfor federd, date, andloca governmentstowork effectively and efficiently together
to preparefor, repond to, and recover from domesticincidents. HSPD-5dso directsthedeve opment
of theNRP, including classfied annexesif required. TheNRP, usng NIMS, providesthestructural
mechanisms, nationd level palicy, and operationd directionfor federa support tostateandlocd incident

managers

b. HSPD-8, National Preparedness. HSPD-8 established policies to strengthen the
preparedness of the United Statesto prevent and respond to threats and actual domestic terrorist
attacks, mgjor disasters, and other emergencies by requiring a nationa domestic all-hazards
preparedness goal, establishing mechanisms for improved delivery of federal preparedness
assistance to state and local governments, and outlining actions to strengthen preparedness
capabilities of federd, state, and local entities.

c. The National Strategy for Homeland Security. Prepared for the President by the
Office of Homeland Security, this document lays out the strategic objectives, organization and
critical areas for HS. The strategy identifies critical areas that focus on preventing terrorist
attacks, reducing the nation’ svulnerabilities, minimizing the damage and recovering from attacks
that do occur. These critical areas are compatible with the DOD framework for HS that is
discussed in this publication.

d. TheHomeand Security Act of 2002. ThisAct established the Department of Homeland
Security to coordinateal federal HS activitiesto protect the Nation againgt threatsto thehomel and.
To better facilitate the overarching HS mission, Congress established DHS by merging numerous
agenciesinto asingle department.

e. TheRaobert T. Safford Disaster Relief and Emer gency AssstanceAct. ThisAct setthe
policy of theFedera government to providean orderly and continuing meansof supplementd assstance
togateandloca governmentsintheir responsbilitiesto aleviatethe suffering and damagethat result
frommgor disastersor emergendies. Itistheprimary legd authority for federd participationindomedtic
disaster relief. Under the Stafford Act, the President may direct federa agencies, including DOD, to
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support disaster relief. DOD may bedirectedto provideass stancein oneof threedifferent scenarios:
aPresdentia declaration of amgjor disaster, aPresidentid order to perform emergency work for the
preservation of lifeand property, or aPresidentia declaration of emergency.

f. TheEconomyAct (Title31USC, Section 1535). The Economy Act permitsonefedera
agency to request the support of another provided that the requested services cannot be obtained
morechegply or conveniently by contract. Under thisact, afedera agency with lead responsibility
may request the support of DOD without a Presidential declaration of an emergency asrequired
by the Stafford Act.

g. Posse ComitatusAct (Title 18 USC, Section 1385). Thisfederal statute places strict
limits on the use of federal military personnel for law enforcement. Enacted in 1878, the PCA
prohibitsthewillful use of the USArmy (and later, the USAir Force) to executethelaws, except
as authorized by the Congress or the US Congtitution. Although the PCA, by itsterms, refers
only totheArmy and Air Force, DOD policy extendsthe prohibitions of theAct to USNavy and
Marine Corpsforces, aswell. Specifically prohibited activitiesinclude: interdiction of avehicle,
vessd, aircraft, or smilar activity; search and/or seizure; arrest, apprehension, “ stop-and-frisk”
detentions, and smilar activities; and use of military personnel for survelllance or pursuit of
individuals, or as undercover agents, informants, investigators, or interrogators. Additionally,
federa courts have recognized exceptions to the PCA. These common law exceptions are
known as the “military purpose doctrine” and the “indirect assistance” exceptions. Exceptions
and/or circumstances not falling under PCA include:

(1) Actionsthat are taken for the primary purpose of furthering a military or foreign
affairsfunction of the United States.

(2) Federa troops acting pursuant to the President’s Constitutional and statutory
authority to respond to civil disorder.

(3) Actionstaken under express statutory authority to assist officiasin executing the
laws, subject to gpplicable limitations.

(4) CD operations authorized by statute.

The PCA does not apply to NG forces operating in state active duty or Title 32 USC status,
nor to the USCG, which operates under Title 14 USC authority.

h. Title10 USC (Armed Forces). Title 10 USC provides guidance on the Armed Forces.
Guidanceisdividedinto 5 subtitles. One on generd military law and one each for the USArmy;,
USNavy and USMarine Corps, the USAIr Forceand the RC. Chapter 18 (sections 371-382) of
Title 10 USC is entitled and governs Military Support for Civilian LEAS.

i. Title32USC (National Guard). Title32USC authorizestheuseof federd fundstotran NG
memberswhilethey remanunder the C2 of thair respectivesategovernors. Incertainlimitedingtances,
Specificgatutory or Presdentid authority dlowsfor thoseforcesto perform operationd missonsfunded
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Key Civil Support Legal and Policy Documents

by the Federd government, whilethey remain under the control of thegovernor. Examplesof those
exceptionsincludetheemployment of WM D-CSTs, CD missons, and operationsauthorized by the
President or SecDef under 32 USC 502(f) (i.e., Airport Security Mission in 2001 and Southwest
Border Security Missonin 2006).

2. Key Department of Defense Guidance

a Unified Command Plan (UCP). TheUCPprovidesbascguidancetodl unified CCDRS,
establishestheir missions, responsbilities, and force structure; delineatesthe genera geographical
AORsfor GCCs; and specifies functiona responghilities for functiona CCDRs.

b. Contingency Planning Guidance (CPG). The CPG reflects SecDef’s written policy
guidance to the CICS for contingency planning. It isissued with the approva of the President
after consultation with the CJCS, provides the focus for the guidance in the NSS and Strategic
Planning Guidance (SPG). The SPGisthe principa source document for CJCSI 3110.01, Joint
Srategic Capabilities Plan.

c. Srategic Planning Guidance. The SPG provides direction for DOD components to
develop the future years defense program and the President’s budget submission. The four
defensepolicy godsareto assure, dissuade, deter, and decisively defeat. Thegodsarearticulated
in aplanning construct of deterring forward and winning decisively while defending at home.
The SPG additionally lists the priorities of SecDef: winning the Global War on Terrorism,
strengthening combined/joint warfighting capabilities, transforming the joint force, optimizing
intelligence capabilities, counterproliferation, improving force manning, developing and
implementing new concepts for globa engagement, strengthening our ability to fulfill our
responsibilities in HS, streamlining DOD processes, and reorganizing DOD and USG to deal
with prewar opportunitiesand postwar respongibilities.

d. Chairman of the Joint Chiefs of Saff Concept Plan 0500, Military Assstance to
Domestic Consequence Management Operations in Response to a Chemical, Biological,
Radiological, Nuclear, or High-Yield Explosives Situation. This plan provides SecDef with a
widerange of military optionsto assist in the domestic CM operationsin responseto aCBRNE
incident. It also informs GCCs of the full range of their CM responsibilities and it provides
information and guidance for the conduct of domestic CM operations.

e. CJCSl 3110.16, Military Capabilities, Assets, and Units for Chemical, Biological,
Radiological, Nuclear, and High-Yield Explosives Consequence Management Operations.
Thisinstructionidentifiesand describes specific military capabilities, assets, and unitspotentialy
available to support military CM operations in response to CBRNE incidents. Although an
actuad CBRNE incident would involve alarge array of DOD assets, this instruction primarily
focuses on CM technical support and capabilities that are not generally found throughout the
force. Thisingructionlistissdected CBRNE CM cgpabiilities, assets, and unitsby Service.

f. CJCSI 3121.01B, Sanding Rulesof Engagement/Standing Rulesfor theUseof Force
for USForces. SRUF provideoperationd guidanceand establish fundamentd policiesand procedures
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governing theactionstaken by DOD forcesperforming CSmissions(e.g., military assstancetocivil
authoritiesand military support for cvilian LEAS) and routine Servicefunctions(including antiterrorism/
FPduties) within USterritory (including USterritoria waters). The SRUF aso gpply to DOD forces,
cviliansand contractorsperforming law enforcement and security dutiesat dl DOD ingdlations(and
off-ingdlation, whileconducting official DOD security functions), withinor outsdeUS Territory, unless
otherwisedirected by the SecDef. Additional examplesof thesemissions, withintheUS, include
protectionof critica USinfrastructureboth onand off DOD inddlations, military ass stanceand support
tocivil authorities, DOD support during civil disturbanceand DOD cooperationwithfederd, sateand
locd law enforcement authorities, including CD support.

g. CJCS 3125.01, Military Assistanceto Domestic Consequence Management Operations
in Response to a Chemical, Biological, Radiological, Nuclear, or High-Yield Explosives
Situation. Thisingtruction providesoperationd and policy guidanceandingtructionsfor USmilitary
forcessupporting domestic CM operationsin preparation for respondingtoaCBRNE Stuation. This
ingtruction only appliesto domestic CM operations. Thisingtructionisof specificimportancetothe
geographic combatant commandswith domestic CBRNE responsibilities

h. CJCS 3710.01B, DOD Counterdrug Operational Support. Thisingruction promulgates
SecDef delegation of authority to approve certain CD operationa support missions. It also
provides, IAW each fisca year’s nationd defense authorization act, instruction on authorized
types of DOD (Title 10 USC) CD support to the federal agency with lead responsibility, other
government agencies, and foreign nations.
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APPENDIX H
ADMINISTRATIVE INSTRUCTIONS

1. User Comments

Users in the field are highly encouraged to submit comments on this publication to:
Commander, United States Joint Forces Command, Joint Warfighting Center, ATTN: Doctrine
Group, 116 Lake View Parkway, Suffolk, VA 23435-2697. These comments should address
content (accuracy, usefulness, consistency, and organization), writing, and appearance.

2. Authorship

The lead agent for this publication is USNORTHCOM. The Joint Staff doctrine sponsor
for this publication is the Director for Operations (J-3).

3. Supersession

This publication, in conjunction with the publication of JP 3-27, 12 July 2007, Homeland Defense,
supersedes JP 3-26, 02 August 2005, Homeland Security.

4. Change Recommendations
a. Recommendations forurgent changes to this publication should be submitted:

TO: CDR USNORTHCOM//DC//
INFO:  JOINT STAFF WASHINGTON DC//J7-JEDD//
CDRUSJFCOM SUFFOLK VA//JT10//

Routine changes should be submitted electronically to Commander, Joint Warfighting Center,
Joint Doctrine Group and info the Lead Agent and the Director for Operational Plans and Joint
Force Development J-7/JEDD via the CJCS JEL at http://www.dtic.mil/doctrine.

b. When a Joint Staff directorate submits a proposal to the Chairman of the Joint Chiefs of
Staff that would change source document information reflected in this publication, that directorate
will include a proposed change to this publication as an enclosure to its proposal. The Military
Services and other organizations are requested to notify the Joint Staff J-7 when changes to
source documents reflected in this publication are initiated.
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CHANGE COPY DATE OF DATE POSTED
NUMBER  NUMBER CHANGE ENTERED BY REMARKS

5. Distribution of Publications

Local reproduction is authorized and access to unclassified publications is unrestricted.
However, access to and reproduction authorization for classified joint publications must be in
accordance with DOD Regulation 5200.1-R, Information Security Program.

6. Distribution of Electronic Publications

a. Joint Staff J-7 will not print copies of JPs for distribution. Electronic versions are available
on JDEIS at https://jdeis.js.mil (NIPRNET), and https://jdeis.js.smil.mil (SIPRNET) and on the
JEL at http://www.dtic.mil/doctrine (NIPRNET).

b. Only approved joint publications and joint test publications are releasable outside the
combatant commands, Services, and Joint Staff. Release of any classified joint publication to
foreign governments or foreign nationals must be requested through the local embassy (Defense
Attaché Office) to DIA Foreign Liaison Office, PO-FL, Room 1E811, 7400 Pentagon, Washington,
DC 20301-7400.

c. CD-ROM. Upon request of a JDDC member, the Joint Staff J-7 will produce and deliver
one CD-ROM with current joint publications.
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GLOSSARY

PART I — ABBREVIATIONS AND ACRONYMS

AC

ADA

AFI
AFME
AFNORTH
ANG
ANGUS
AOR
APHIS
ARC
ARNG
ARNGUS
ARNORTH

ASD(HA)
ASD(HD&ASA)

ASD(RA)

BSI

C2
CAP
CBRNE

CCDR

CD

CDRUSJFCOM
CDRUSNORTHCOM
CDRUSPACOM
CDRUSSOCOM
CDRUSSOUTHCOM
CDRUSSTRATCOM
CDRUSTRANSCOM
CERFP

CFO

CI

CI/KR

CICS

CICSI

CICSM

CJTF

CM

Active Component

aerial damage assessment

Air Force instruction

Armed Forces Medical Examiner

Air Force North

Air National Guard

Air National Guard of the United States

area of responsibility

Animal and Plant Health Inspection Service

American Red Cross

Army National Guard

Army National Guard of the United States

US Army North

Assistant Secretary of Defense (Health Affairs)

Assistant Secretary of Defense (Homeland Defense and
Americas’ Security Affairs)

Assistant Secretary of Defense (Reserve Affairs)

base support installation

command and control

Civil Air Patrol

chemical, biological, radiological, nuclear, and high-yield
explosives

combatant commander

counterdrug

Commander, United States Joint Forces Command

Commander, United States Northern Command

Commander, United States Pacific Command

Commander, United States Special Operations Command

Commander, United States Southern Command

Commander, United States Strategic Command

Commander, United States Transportation Command

CBRNE enhanced response force package

chief financial officer

counterintelligence

critical infrastructure/key resources

Chairman of the Joint Chiefs of Staff

Chairman of the Joint Chiefs of Staff instruction

Chairman of the Joint Chiefs of Staff manual

commander, joint task force

consequence management
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CNE Counter Narcotics Enforcement
CONPLAN concept plan

CONUS continental United States

CPG Contingency Planning Guidance

M crisis management

CS civil support

CSS combat service support

DCE defense coordinating element

DCO defense coordinating officer (DOD)
DEST domestic emergency support team
DFAS Defense Finance and Accounting Service
DHHS Department of Health and Human Services
DHS Department of Homeland Security
DMIGS Domestic Mobile Integrated Geospatial-Intelligence System
DOD Department of Defense

DODD Department of Defense directive
DODI Department of Defense instruction
DOJ Department of Justice

DOS Department of State

DTRA Defense Threat Reduction Agency
EMAC emergency management assistance compact
EMS emergency medical services

EO executive order

EOC emergency operations center

EP emergency preparedness

EPA Environmental Protection Agency
EPLO emergency preparedness liaison officer
ESF emergency support function

EXORD execute order

FBI Federal Bureau of Investigation

FBO faith-based organization

FCC Federal coordinating center

FCO federal coordinating officer

FEMA Federal Emergency Management Agency
FI foreign intelligence

FM financial management

FOB forward operating base

FP force protection

FRC federal resource coordinator

GCC geographic combatant commander
GEOINT geospatial intelligence
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GIG
GSA

HD
HS
HSC
HSPD
HSS

IACG
AW
ICP
ICS
IPC
ISR

J-1
JDDOC
JDOMS
JEC

JFHQ
JFHQ — NCR
JFHQ — State
JFO
JIACG
JIC

JIS

JOA
JOPES

JP
JPERSTAT
JRSOI
JTF
JTF-AK
JTF-CS
JTF-HD
JTF-N
JTF-State

LEA
LNO

MCIO
MOTR

Global Information Grid
General Services Administration

homeland defense

homeland security

Homeland Security Council

homeland security Presidential directive
health service support

interagency coordination group

in accordance with

incident command post

incident command system

interagency planning cell

intelligence, surveillance, and reconnaissance

manpower and personnel directorate of a joint staff
jointdeployment distribution operations center
Joint Director of Military Support

joint force commander

joint force headquarters

Joint Force Headquarters - National Capital Region
joint force headquarters state

joint field office

joint interagency coordination group

joint information center

joint information system

joint operations area

Joint Operation Planning and Execution System
joint publication

joint personnel status and casualty report

joint reception, staging, onward movement, and integration
joint task force

Joint Task Force - Alaska

Joint Task Force - Civil Support

Joint Task Force - Homeland Defense

Joint Task Force - North

joint task force state

law enforcement agency

liaison officer

military criminal investigative organization
maritime operational threat response
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MOU
MTF

NCR
NCRCG
NDMS
NETOPS
NG
NGA
NGB
NGB-OC
NGO
NGRF
NIMS
NIPRNET
NLW
NOC
NRCC
NRP
NSHS
NSS
NSSE

OGA
OPCON
OPORD
OSD

PA
PCA
PDA
PFO
PIO
POD

RC
RFA
RMP
ROE
RRCC
RS
RSP
RST
RUF

memorandum of understanding
medical treatment facility

National Capital Region (US)

National Cyber Response Coordination Group
National Disaster Medical System

network operations

National Guard

National Geospatial-Intelligence Agency
National Guard Bureau

National Guard Bureau — Office of the Chaplain
nongovernmental organization

National Guard reaction force

National Incident Management System
Non-Secure Internet Protocol Router Network
nonlethal weapon

National Operations Center

national response coordination center

National Response Plan

National Strategy for Homeland Security
National Security Strategy

national special security event

other government agency
operational control

operation order

Office of the Secretary of Defense

public affairs

Posse Comitatus Act
preliminary damage assessment
principal federal official

public information officer

port of debarkation

Reserve Component

request for assistance

religious ministry professional

rules of engagement

regional response coordination center
religious support

religious support policy

religious support team

rules for the use of force
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SCO
SecDef
SEPLO
SEWG
SFLEO
SIPRNET
SJFHQ-N
SME
SPG
SROE
SRUF

TAG
TF

UAS

UCMJ

UCP

USACE

USAFR

USAR

USC

USCG

USDA

USG

USMCR
USNORTHCOM
USNR
USPACOM
USSOUTHCOM
USTRANSCOM

WMD
WMD-CST

state coordinating officer

Secretary of Defense

state emergency preparedness liaison officer
Special Events Working Group

senior federal law enforcement official
Secret Internet Protocol Route Network
Standing Joint Force Headquarters North
subject matter expert

Strategic Planning Guidance

standing rules of engagement

standing rules for the use of force

the adjutant general
task force

unmanned aircraft system

Uniform Code of Military Justice
Unified Command Plan

United States Army Corps of Engineers
United States Air Force Reserve

United States Army Reserve

United States Code

United States Coast Guard

United States Department of Agriculture
United States Government

United States Marine Corps Reserve
United States Northern Command
United States Navy Reserve

United States Pacific Command

United States Southern Command

United States Transportation Command

weapons of mass destruction
weapons of mass destruction —civil support team
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PART II — TERMS AND DEFINITIONS

Unless otherwise annotated, this publication is the proponent for all terms and definitions found in the

glossary. Upon approval, JP 1-02 will reflect this publication as the source document for these terms
and definitions.

base support installation. A Department of Defense Service or agency installation within the United
States and its possessions and territories tasked to serve as a base for military forces engaged in
either homeland defense or civil support operations. Also called BSI. (This term and its definition
modify the existing term and its definition and are approved for inclusion in the next edition of JP 1-
02.)

catastrophic event. Any natural or man-made incident, including terrorism, which results in extraordinary
levels of mass casualties, damage, or disruption severely affecting the population, infrastructure,

environment, economy, national morale, and/or government functions. (Approved for inclusion in
the next edition of JP 1-02.)

chemical, biological, radiological, nuclear, or high-yield explosives incident. An emergency
resulting from the deliberate or unintentional release of nuclear, biological, radiological, or toxic or
poisonous chemical materials, or the detonation of a high-yield explosive. Also called CBRNE
incident. (This term and its definition modify the existing term “‘chemical, biological, radiological,
nuclear, or high-yield explosives incidents™ and its definition and are approved for inclusion in the
next edition of JP 1-02.)

civil authorities. Those elected and appointed officers and employees who constitute the government
of the United States, the governments of the 50 states, the District of Columbia, the Commonwealth
of Puerto Rico, United States possessions and territories, and political subdivisions thereof. (This
term and its definition modify the existing term and its definition and are approved for inclusion in
the next edition of JP 1-02.)

civil disturbance. Group acts of violence and disorder prejudicial to public law and order. (JP 3-28)

civil emergency. Any occasion or instance for which, in the determination of the President,
federal assistance is needed to supplement state and local efforts and capabilities to save
lives and to protect property and public health and safety, or to lessen or avert the threat of
a catastrophe in any part of the United States. (Approved for inclusion in the next edition of JP 1-
02.)

civil support. Department of Defense support to US civil authorities for domestic emergencies, and for
designated law enforcement and other activities. Also called CS. (JP 3-26)

consequence management. Actions taken to maintain or restore essential services and manage and
mitigate problems resulting from disasters and catastrophes, including natural, man-made, or terrorist
incidents. Also called CM. (This term and its definition modify the existing term and its definition
and are approved for inclusion in the next edition of JP 1-02.)
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cooperating agency. An agency that provides technical and resource support (including planning,
training, and exercising), at the request of the coordinating agency, to conduct operations using their
own authorities, subject-matter experts, capabilities or resources (i.e., personnel, equipment, or
other resource support). The Department of Defense is considered a cooperating agency for the
majority of the National Response Plan support annexes. (Approved for inclusion in the next
edition of JP 1-02.)

coordinating agency. An agency that supports the incident management mission by providing
the leadership, expertise, and authorities to implement critical and specific aspects of the
response. Responsible for orchestrating a coordinated response, provides staff for operations
functions, notifies and tasks cooperating agencies, manages tasks with cooperating agencies,
works with private-sector organizations, communicates ongoing activities to organizational
elements, plans for short- and long-term incident management and maintains trained
personnel to execute their appropriate support responsibilities. (Approved for inclusion in
the next edition of JP 1-02.)

crisis management. Measures to identify, acquire, and plan the use of resources needed to
anticipate, prevent, and/or resolve a threat or an act of terrorism. It is predominantly a law
enforcement response, normally executed under federal law. Also called CrM. (JP 3-28)

defense coordinating element. A staff and military liaison officers who assist the defense
coordinating officer in facilitating coordination and support to activated emergency support
functions. Also called DCE. (Approved for inclusion in the next edition of JP 1-02.)

defense coordinating officer. Department of Defense single point of contact for domestic
emergencies. Assigned to a joint field office to process requirements for military support,
forward mission assignments through proper channels to the appropriate military
organizations, and assign military liaisons, as appropriate, to activated emergency support functions.
Also called DCO. (This term and its definition modify the existing term and its definition and are
approved for inclusion in the next edition of JP 1-02.)

defense support of civil authorities. Civil support provided under the auspices of the National
Response Plan. Also called DSCA. (Approved for inclusion in the next edition of JP 1-02.)

domesticemergencies. Ener genci es af fectingthe pud i c vl fare and occurringwthi nthe 50
staes, Dstrict of @ uhia Cmanved thof RertoR co, WSpossessi as adterritaries,
aaypditicd shdvisonthaed, ssaresdt d eaygatak imsuretion dvil dstubaoe
exthoeke fire flood o aher pldicd sestersa equ vd et energerd esthet echger life
adproparty o dsruat theusud processd goverment. Donesticenergendiesind uecvil
oeferseemargadies, cdvil dsturbances, ngj o d sasters, adraurd d sasters. (JP3-27)

emergency operations center. The physical location at which the coordination of information and
resources to support domestic incident management activities normally takes place. Anemergency
operations center may be a temporary facility or may be located in a more central or permanently
established facility, perhaps at a higher level of organization within a jurisdiction. Emergency
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operations centers may be organized by major functional disciplines (e.g., fire, law enforcement,
and medical services), by jurisdiction (e.g., Federal, state, regional, county;, city, tribal), or by some
combination thereof. Also called EOC. (JP3-41)

emergency preparedness liaison officer. A senior reserve officer who represents their Service at
the appropriate joint field office conducting planning and coordination responsibilities in support of
civil authorities. Also called EPLO. (This term and its definition modify the existing term and its
definition and are approved for inclusion in the next edition of JP 1-02.)

emergency support functions. A grouping of government and certain private-sector capabilities
into an organizational structure to provide the support, resources, program implementation,
and services that are most likely to be needed to save lives, protect property and the
environment, restore essential services and critical infrastructure, and help victims and
communities return to normal, when feasible, following domestic incidents. Also called
ESFs. (This term and its definition modify the existing term and its definition and are
approved for inclusion in the next edition of JP 1-02.)

execute order. 1. An order issued by the Chairman of the Joint Chiefs of Staff, at the direction of the
Secretary of Defense, to implement a decision by the President to initiate military operations. 2. An
order to initiate military operations as directed. Also called EXORD. (JP 1-02)

force protection. Preventive measures taken to mitigate hostile actions against Department of
Defense personnel (to include family members), resources, facilities, and critical information.
Force protection does not include actions to defeat the enemy or protect against accidents,
weather, or disease. Also called FP. (JP 1-02)

homeland. The physical region that includes the continental United States, Alaska, Hawaii, United
States possessions and territories, and surrounding territorial waters and airspace. (This term and
its definition modify the existing term and its definition and are approved for inclusion in the next
edition of JP 1-02.)

homeland defense. The protection of United States sovereignty, territory, domestic population, and
critical defense infrastructure against external threats and aggression or other threats as directed by
the President. Also called HD. (JP3-27.)

homeland security. A concerted national effort to prevent terrorist attacks within the United States;
reduce America’s vulnerability to terrorism, major disasters, and other emergencies; and minimize
the damage and recover from attacks, major disasters, and other emergencies that occur. Also
called HS. (This term and its definition modify the existing term and its definition and are approved
for inclusion in the next edition of JP 1-02.)

hostile act. An attack or other use of force against the US, US forces, or other designated persons or
property. Italso includes force used directly to preclude or impede the mission and/or duties of US
forces, including the recovery of US personnel or vital US Government property. (This term and
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its definition modify the existing term and its definition and are approved for inclusion in the next
edition of JP 1-02.)

immediate response. Any form of immediate action taken to save lives, prevent human suffering,
or mitigate great property damage under imminently serious conditions when time does not
permit approval from a higher authority. (This term and its definition modify the existing
term and its definition and are approved for inclusion in the next edition of JP 1-02.)

incident. 1. In information operations, an assessed event of attempted entry, unauthorized entry,
or an information attack on an automated information system. It includes unauthorized
probing and browsing; disruption or denial of service; altered or destroyed input, processing,
storage, or output of information; or changes to information system hardware, firmware, or
software characteristics with or without the users’ knowledge, instruction, or intent. 2. An
occurrence, caused by either human action or natural phenomena, that requires action to
prevent or minimize loss of life or damage to property and/or natural resources. (This term
and its definition modify the existing term and its definition and are approved for inclusion
in the next edition of JP 1-02.)

incident command post. The field location at which the primary tactical-level on-scene incident
command functions are performed. It may be collocated with the incident base or other
incident facilities and is normally identified by a green rotating or flashing light. Also
called ICP. (This term and its definition modify the existing term “incident control point”
and its definition and are approved for inclusion in the next edition of JP 1-02.)

incident command system. A standardized on-scene emergency management construct designed to
aid in the management of resources during incidents. Consists of facilities, equipment, personnel,
procedures, and communications established for this purpose. Also called ICS. (This term and its
definition modify the existing term and its definition and are approved for inclusion in the next
edition of JP 1-02.)

incident management. A national comprehensive approach to preventing, preparing for, responding
to, and recovering from terrorist attacks, major disasters, and other emergencies. Incident
management includes measures and activities performed at the local, state, and national levels and
includes both crisis and consequence management activities. (This term and its definition modify
the existing term and its definition and are approved for inclusion in the next edition of JP 1-02.)

joint field office. A temporary multiagency coordination center established at the incident site to
provide a central location for coordination of federal, state, local, tribal, nongovernmental, and
private-sector organizations with primary responsibility for incident oversight, direction, and/or
assistance to effectively coordinate protection, prevention, preparedness, response, and recovery
actions. Alsocalled JFO. (This term and its definition modify the existing term and its definition and
are approved for inclusion in the next edition of JP 1-02.)
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jointinformation system. Integrates incident information and public affairs into a cohesive organization
designed to provide consistent, coordinated, timely information during a crisis or incident. Also
called JIS. (Approved for inclusion in the next edition of JP 1-02.)

jointinteragency coordination group. A | nteragency staff graupthet estadishesregd ar, tingy,
adcd | aoraiveverkingrd aiosh psbetveencd vilianadmlitary geerdiad g ares.
nposed of LBGvermeant civilianandmnlitary experts accred tedtothe conet at com
nander adta |l aedtonegt theregu renants o asugpartedj ant farcecomander, thejant
interagency coord netiongrapprovidesthejant forcecomander wththecgoea lityto
coard netewtha her ISGvermant cvilianagend esaddepartnets. Asocd |l ed J A
(IP3 X

law enforcement agency. Any of anumber of agencies (outside the Department of Defense) chartered
and empowered to enforce US laws in the following jurisdictions: The United States, a state (or
political subdivision) of the United States, a territory (or political subdivision) of the United States,
a federally recognized Native American tribe or Alaskan Native Village, or within the borders of a
hostnation. Also called LEA. (This term and its definition modify the existing term and its definition
and are approved for inclusion in the next edition of JP 1-02.)

mission assignment. The vehicle used by the Department of Homeland Security/Emergency
Preparedness and Response/Federal Emergency Management Agency to support federal
operations in a Stafford Act major disaster or emergency declaration that orders immediate,
short-term emergency response assistance when an applicable state or local government is
overwhelmed by the event and lacks the capability to perform, or contract for, the necessary
work. (Approved for inclusion in the next edition of JP 1-02.)

national capital region. A geographic area encompassing the District of Columbia and eleven
local jurisdictions in the State of Maryland and the Commonwealth of Virginia. Also called
NCR. (Approved for inclusion in the next edition of JP 1-02.)

national emergency. A condition declared by the President or the Congress by virtue of powers
previously vested in them that authorize certain emergency actions to be undertaken in the
national interest. Action to be taken may include partial, full, or total mobilization of national
resources. (JP 3-28)

national interagency fire center. A facility located in Boise, Idaho, that is jointly operated by several
federal agencies and is dedicated to coordination, logistic support, and improved weather services
in support of fire management operations throughout the United States. Also called NIFC.
(Approved for inclusion in the next edition of JP 1-02.)

national operations center. The primary national hub for domestic incident management operational
coordination and situational awareness. A standing 24 hours a day, 7 days a week interagency
organization fusing law enforcement, national intelligence, emergency response, and private-sector
reporting. Also called NOC. (Approved for inclusion in the next edition of JP 1-02.)
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national response coordination center. Amultiagency center that provides overall federal response
and recovery coordination for incidents of national significance and emergency management program
implementation. This center is a functional component of the national operations center. Also
called NRCC. (Approved for inclusion in the next edition of JP 1-02.)

national special security event. A designated event that, by virtue ofits political, economic, social, or
religious significance, may be the target of terrorism or other criminal activity. Also called NSSE.
(This term and its definition modify the existing term and its definition and are approved for inclusion
in the next edition of JP 1-02.)

nonlethal weapon. A weapon that is explicitly designed and primarily employed so as to incapacitate
personnel or materiel, while minimizing fatalities, permanent injury to personnel, and undesired
damage to property and the environment. Also called NLW. (This term and its definition modify
the existing term and its definition and are approved for inclusion in the next edition of JP 1-02.)

primary agency. The federal department or agency assigned primary responsibility for managing and
coordinating a specific emergency support function in the National Response Plan. (This termand
its definition modify the existing term and its definition and are approved for inclusion in the next
edition of JP 1-02.)

principal federal official. The federal official designated by the Secretary of Homeland Security
to act as his/her representative locally to oversee, coordinate, and execute the Secretary’s
incident management responsibilities under Homeland Security Presidential Directive 5
for incidents of national significance. Also called PFO. (JP 3-41)

regional response coordination center. A standing facility that is activated to coordinate regional
response efforts, until a joint field office is established and/or the principal federal official,
federal or coordinating officer can assume their National Response Plan coordination
responsibilities. Also called RRCC. (Approved for inclusion in the next edition of JP
1-02.)

religious support. The entire spectrum of professional duties that a chaplain provides and per-
forms in the dual role of religious leader and staff officer assisted by enlisted support person-
nel. (JP 1-05)

request for assistance. A requestbased on mission requirements and expressed in terms of desired
outcome, formally asking the Department of Defense to provide assistance to a local, state, tribal,
or other federal agency. Also called RFA. (Approved for inclusion in the next edition of JP 1-02.)

rules for the use of force. Directives issued to guide United States forces on the use of force during
various operations. These directives may take the form of execute orders, deployment orders,
memoranda of agreement, or plans. Also called RUF. (JP 3-28)

special events for homeland security. Those special events designated as having an impact on
homeland security . Also called SEHS. (Approved for inclusion in the next edition of JP 1-02.)
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standing rules for the use of force. Preapproved directives issued to guide United States forces on
the use of force during various operations. These directives may take the form of execute orders,
deployment orders, memoranda of agreement, or plans. Also called SRUF. (Approved for
inclusion in the next edition of JP 1-02.)

support agency. A federal department or agency designated to assist a specific primary agency
with available resources, capabilities, or expertise in support of emergency support response
operations, as coordinated by the representative of the primary agency. (This term and its
definition modify the existing term and its definition and are approved for inclusion in the next
edition of JP 1-02.)

supporting commander. 1. Acommander who provides augmentation forces or other support to
a supported commander or who develops a supporting plan. This includes the designated
combatant commands and Department of Defense agencies as appropriate. 2. In the context
of a support command relationship, the commander who aids, protects, complements, or
sustains another commander’s force, and who is responsible for providing the assistance
required by the supported commander. (JP 1-02)

weapons of mass destruction. Weapons that are capable of a high order of destruction and/or of
being used in such a manner as to destroy large numbers of people. Weapons of mass destruction
can be high-yield explosives or nuclear, biological, chemical, or radiological weapons, but exclude
the means of transporting or propelling the weapon where such means is a separable and divisible
part of the weapon. Also called WMD. (This term and its definition modify the existing term and
its definition and are approved for inclusion in the next edition of JP 1-02.)

weapons of mass destruction — civil support team. Joint National Guard (Army National Guard
and Air National Guard) team established to deploy rapidly to assist a local incident commander in
determining the nature and extent of a weapons of mass destruction attack or incident; provide
expert technical advice on weapons of mass destruction response operations; and help identify and
support the arrival of follow-on state and federal military response assets. Also called WMD-
CST. (Approved for inclusion in the next edition of JP 1-02.)
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